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*** 1st Change ***

5.1
Protocol Support

The S9 application is defined as a vendor specific Diameter application, where the vendor is 3GPP and the Application-ID for the S9 Application in the present release is 16777267. The vendor identifier assigned by IANA to 3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415.

NOTE:
A route entry can have a different destination based on the application identification AVP of the message.  Therefore, Diameter agents (relay, proxy, redirection, translation agents) must be configured appropriately to identify the 3GPP S9 application within the Auth-Application-Id AVP in order to create suitable routeing tables.

The S9 application identification shall be included in the Auth-Application-Id AVP.

With regard to the Diameter protocol defined over the S9 interface, the H-PCRF acts as a Diameter server, in the sense that it is the network element that handles PCC/QoS rule requests for a particular realm. The V-PCRF acts as the Diameter client, in the sense that it is the network element requesting PCC/QoS rules to the H-PCRF.
A Diameter S9 session used in the S9 protocol shall combine all Gx and Gxx Diameter sessions for a particular UE.
*** 2nd Change ***

5.5.1
S9 Application

S9 Messages are carried within the Diameter Application(s) described in clause 5.1.

Existing Diameter command codes from the Diameter base protocol IETF RFC 6733 [29] and the Diameter Credit Control Application IETF RFC 4006 [19] are used with the S9 specific AVPs specified in clause 5.3. The Diameter Credit Control Application AVPs and AVPs from other Diameter applications that are re-used are defined in clause 5.4. The S9 application identifier shall be included in the Auth-Application-Id AVP.

NOTE:
Some of the AVPs included in the messages formats below are in bold to highlight that these AVPs are used by this specific protocol and do not belong to the original message definition in the DCC Application IETF RFC 4006 [19] or Diameter Base Protocol IETF RFC 6733 [29].

*** 3rd Change ***

A.7.1
Protocol support
The S9a application is defined as a vendor specific Diameter application, where the vendor is 3GPP and the Application-ID for the S9a Application in the present release is 16777319. The vendor identifier assigned by IANA to 3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415.

NOTE:
A route entry can have a different destination based on the application identification AVP of the message.  Therefore, Diameter agents (relay, proxy, redirection, translation agents) must be configured appropriately to identify the 3GPP S9a application within the Auth-Application-Id AVP in order to create suitable routeing tables.

The S9a application identification shall be included in the Auth-Application-Id AVP.
*** 4th Change ***

A.7.6.1
S9a Application
S9a Messages are carried within the Diameter Application(s) described in clause A.7.1.

Existing Diameter command codes from the Diameter base protocol, IETF RFC 6733 [29], and the Diameter Credit Control Application, IETF RFC 4006 [19], are used with the S9a specific AVPs specified in clause A.7.3. The Diameter Credit Control Application AVPs and AVPs from other Diameter applications that are re-used are defined in clause A.7.4. The S9a application identifier shall be included in the Auth-Application-Id AVP.

NOTE:
Some of the AVPs included in the messages formats below are in bold to highlight that these AVPs are used by this specific protocol and do not belong to the original message definition in the DCC Application, IETF RFC 4006 [19], or Diameter base protocol, IETF RFC 6733 [29].
*** 5th Change ***

A.8.1
Protocol support
The S9a* application is defined as a vendor specific Diameter application, where the vendor is 3GPP and the Application-ID for the S9a* Application in the present release is 16777320. The vendor identifier assigned by IANA to 3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415.

NOTE:
A route entry can have a different destination based on the application identification AVP of the message.  Therefore, Diameter agents (relay, proxy, redirection, translation agents) must be configured appropriately to identify the 3GPP S9a* application within the Auth-Application-Id AVP in order to create suitable routeing tables.

The S9a* application identification shall be included in the Auth-Application-Id AVP.
*** 9th Change ***

A.8.6.1
S9a* Application
S9a* Messages are carried within the Diameter Application(s) described in clause A.8.1.

Existing Diameter command codes from the Diameter base protocol, IETF RFC 6733 [29], and the Diameter Credit Control Application, IETF RFC 4006 [19], are used with the S9a* specific AVPs specified in clause A.8.3. The Diameter Credit Control Application AVPs and AVPs from other Diameter applications that are re-used are defined in clause A.8.4. The S9a* application identifier shall be included in the Auth-Application-Id AVP.

NOTE:
Some of the AVPs included in the messages formats below are in bold to highlight that these AVPs are used by this specific protocol and do not belong to the original message definition in the DCC Application, IETF RFC 4006 [19], or Diameter base protocol, IETF RFC 6733 [29].
*** End of Changes ***

