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*** 1st Change ***

16a.4.2
AAA Command

The AAA command, defined in Diameter NASREQ (IETF RFC 4005 [67]), is indicated by the Command-Code field set to 265 and the ‘R’ bit cleared in the Command Flags field., It is sent by the Diameter server to the GGSN/P-GW in response to the AAR command.

The relevant AVPs that are of use for the Gi/Sgi interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for Gi/Sgi purposes and should be ignored by the receiver or processed according to the relevant specifications.

The bold marked AVPs in the message format indicate optional AVPs for Gi/Sgi, or modified existing AVPs.

Message Format:
<AA-Answer> ::= < Diameter Header: 265, PXY >

                      
< Session-Id >

                      
{ Auth-Application-Id }

                      
{ Auth-Request-Type }

                      
{ Result-Code }

                      
{ Origin-Host }

                      
{ Origin-Realm }

                      
[ User-Name ]

                      
[ Service-Type ]

                      *
[ Class ]

                      
[ Acct-Interim-Interval ]

                      
[ Error-Message ]

                      
[ Error-Reporting-Host ]

                       
[ Failed-AVP ]

                      
[ Idle-Timeout ]

                      
[ Authorization-Lifetime ]

                      
[ Auth-Grace-Period ]

                      
[ Auth-Session-State ]

                      
[ Re-Auth-Request-Type ]

                      
[ Multi-Round-Time-Out ]

                      
[ Session-Timeout ]

                      *
[ Reply-Message ]

                      
[ Origin-State-Id ]

                      *
[ Filter-Id ]

                      
[ Port-Limit ]

                      
[ Prompt ]

                      
[ Callback-Id ]

                      
[ Callback-Number ]

                      *
[ Framed-Compression ]

                      
[ Framed-Interface-Id ]

                      
[ Framed-IP-Address ]

                      *
[ Framed-Ipv6-Prefix ]

                      
[ Framed-Ipv6-Pool ]

                      *
[ Framed-Ipv6-Route ]
                      *
[ Delegated-Ipv6-Prefix ]
                     
[ Framed-IP-Netmask ]

                      *
[ Framed-Route ]

                      
[ Framed-Pool ]

                      
[ Framed-IPX-Network ]

                      
[ Framed-MTU ]

                      
[ Framed-Protocol ]

                      
[ Framed-Routing ]

                      *
[ Login-IP-Host ]

                      *
[ Login-Ipv6-Host ]

                      
[ Login-LAT-Group ]

                      
[ Login-LAT-Node ]

                      
[ Login-LAT-Port ]

                      
[ Login-LAT-Service ]

                      
[ Login-Service ]

                      
[ Login-TCP-Port ]

                      *
[ NAS-Filter-Rule ]

                      *
[ QoS-Filter-Rule ]

                      *
[ Tunneling ]

                      *
[ Redirect-Host ]

                      
[ Redirect-Host-Usage ]

                      
[ Redirect-Max-Cache-Time ]

                      *
[ Proxy-Info ]

                      
[ 3GPP-Ipv6-DNS-Servers ]
                      *
[ External-Identifier]
                      *
[ AVP ]
*** 2nd Change ***

16a.4.4
ACA Command

The ACA command, defined in Diameter Base (IETF RFC 6733 [111]), is indicated by the Command-Code field set to 271 and the ‘R’ bit cleared in the Command Flags field., It is sent by the Diameter server to the GGSN/P-GW in response to the ACR command.

The relevant AVPs that are of use for the Gi/Sgi interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for Gi/Sgi purposes and should be ignored by the receiver or processed according to the relevant specifications.

Message Format:

<AC-Answer> ::= < Diameter Header: 271, PXY >

                      
< Session-Id >

                      
{ Result-Code }

                      
{ Origin-Host }

                      
{ Origin-Realm }

                      
{ Accounting-Record-Type }

                      
{ Accounting-Record-Number }

                      
[ Acct-Application-Id ]

                      
[ User-Name ]

                      
[ Event-Timestamp ]

                      
[ Error-Message ]

                      
[ Error-Reporting-Host ]

                       
[ Failed-AVP ]

                      
[ Origin-State-Id ]

                      
[ NAS-Identifier ]

                      
[ NAS-IP-Address ]

                      
[ NAS-Ipv6-Address ]

                      
[ NAS-Port ]

                      
[ NAS-Port-Id ]

                      
[ NAS-Port-Type ]

                      
[ Service-Type ]

                      
[ Accounting-Realtime-Required ]

                      
[ Acct-Interim-Interval ]

                      *
[ Class ]

                      *
[ Proxy-Info ]

                      *
[ Route-Record ]

                      *
[ AVP ]

*** 3rd Change ***

16a.4.6
STA Command

The STA command, defined in IETF RFC 6733 (Diameter Base) [111], is indicated by the Command-Code field set to 275 and the ‘R’ bit cleared in the Command Flags field. It is sent by the Diameter server to the GGSN/P-GW in response to an STR command.

The relevant AVPs that are of use for the Gi/Sgi interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for Gi/Sgi purposes and should be ignored by the receiver or processed according to the relevant specifications.

Message Format:

<ST-Answer>  ::= < Diameter Header: 275, PXY >

                       
< Session-Id >

                       
{ Result-Code }

                       
{ Origin-Host }

                       
{ Origin-Realm }
                       
[ User-Name ]
                      *
[ Class ]

                       
[ Error-Message ]

                       
[ Error-Reporting-Host ]

                       
[ Failed-AVP ]

                       
[ Origin-State-Id ]

                      *
[ Redirect-Host ]

                       
[ Redirect-Host-Usage ]

                       
[ Redirect-Max-Cache-Time ]
                      *
[ Proxy-Info ]
                      *
[ AVP ]
*** 4th Change ***

16a.4.8
ASA Command

The Abort-Session-Answer (ASA) command, defined in IETF RFC 6733 (Diameter Base) [111], is indicated by the Command-Code set to 274 and the message flags’ ‘R’ bit clear, is sent in response to the ASR.

The relevant AVPs that are of use for the Gi/Sgi interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for Gi/Sgi purposes and should be ignored by the receiver or processed according to the relevant specifications.

The bold marked AVPs in the message format indicate optional AVPs for Gi/Sgi or modified existing AVPs.

Message Format:

<ASA>  ::= < Diameter Header: 274, PXY >

                 
< Session-Id >

                 
{ Result-Code }

                 
{ Origin-Host }

                 
{ Origin-Realm }
                 
[ User-Name ]
                 
[ Origin-State-Id ]
                 
[ Experimental-Result ]
                 
[ Error-Message ]

                 
[ Error-Reporting-Host ]

                  
[ Failed-AVP ]

                 *
[ Redirected-Host ]

                 
[ Redirected-Host-Usage ]

                 
[ Redirect-Max-Cache-Time ]
                 *
[ Proxy-Info ]
                 *
[ AVP ]
The Experimental-Result AVP contains an Experimental-Result-Code AVP and will signal to the Diameter server that the IP-CAN bearer (e.g. PDP context) has been succesfully terminated as requested. See subclause 16a.6 for the description of the Experimental-Result-Code AVP.
*** 5th Change ***

17.6.2
AAA Command

The AAA command, defined in Diameter NASREQ (IETF RFC 4005 [67]), is indicated by the Command-Code field set to 265 and the ‘R’ bit cleared in the Command Flags field., It is sent by the BM-SC to the GGSN in response to the AAR command.

When the AAA command is used to acknowledge an AAR that activated a Trace Session, the only Gmb specific AVP that shall be included is the 3GPP-IMSI AVP.

The relevant AVPs that are of use for the Gmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for Gmb purposes and should be ignored by the receiver or processed according to the relevant specifications.

The bold marked AVPs in the message format indicate new optional AVPs for Gmb, or modified existing AVPs.

Message Format:

<AA-Answer> ::= < Diameter Header: 265, PXY >

                      
< Session-Id >

                      
{ Auth-Application-Id }

                      
{ Origin-Host }

                      
{ Origin-Realm }
                      
[ Result-Code ]





    [ Experimental-Result ]
                      
[ Error-Message ]

                      
[ Error-Reporting-Host ] 




    
    [ Failed-AVP ]
                      *
[ Proxy-Info ]






    [ Alternative-APN ]






    [ 3GPP-IMSI]






    [ TMGI ]






    [ Required-MBMS-Bearer-Capabilities ]
*** 6th Change ***

17.6.4
STA Command

The STA command, defined in IETF RFC 6733 (DIAMETER BASE) [111], is indicated by the Command-Code field set to 275 and the ‘R’ bit cleared in the Command Flags field, is sent in response to an STR command (e.g. De-registration procedure).

The relevant AVPs that are of use for the Gmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for Gmb purposes and should be ignored by the receiver or processed according to the relevant specifications.

Message Format:
<ST-Answer>  ::= < Diameter Header: 275, PXY >

                       
< Session-Id >

                       
{ Result-Code }

                       
{ Origin-Host }

                       
{ Origin-Realm }

                      *
[ Class ]

                       
[ Error-Message ]

                       
[ Error-Reporting-Host ]

                       
[ Failed-AVP ]

                       
[ Origin-State-Id ]

                      *
[ Redirect-Host ]

                       
[ Redirect-Host-Usage ]

                       
[ Redirect-Max-Cache-Time ]

                      *
[ Proxy-Info ]
*** 7th Change ***

17.6.6
RE-Auth-Answer Command

The Re-Auth-Answer (RAA) command, defined in IETF RFC 6733 (DIAMETER BASE) [111], is indicated by the Command-Code set to 258 and the message flags’ ‘R’ bit clear, is sent in response to the RAR. 

The relevant AVPs that are of use for the Gmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for Gmb purposes and should be ignored by the receiver or processed according to the relevant specifications.

The bold marked AVPs in the message format indicate new optional  AVPs for Gmb, or modified existing AVPs.
Message Format:

      <RAA>  ::= < Diameter Header: 258, PXY >

                 
< Session-Id >

                 
{ Origin-Host }

                 
{ Origin-Realm }
                 
[ Result-Code ]
                 
[ Experimental-Result ]

                 
[ MBMS-StartStop-Indication ]

                 
[ MBMS-GGSN-Address ]            ; for unicast encapsulated user data
                 
[ MBMS-GGSN-Ipv6-Address ]       ; for unicast encapsulated user data
                 
[ MBMS-GW-UDP-Port]              ; for unicast encapsulated user data
                 
[ MBMS-User-Data-Mode-Indication ]

                 
[ Origin-State-Id ]

                 
[ Error-Message ]

                 
[ Error-Reporting-Host ]

                  
[ Failed-AVP ]

                 *
[ Redirected-Host ]

                 
[ Redirected-Host-Usage ]

                 
[ Redirected-Host-Cache-Time ]

                 *
[ Proxy-Info ]
If multicast user plane data are to be sent to the GGSN using IP unicast, the GGSN shall allocate an IP transport address and a separate UDP port for each MBMS bearer ( i.e the service uniquely identified by its TMGI and Flow ID and provided by the GPRS to deliver the same IP datagrams to multiple receivers in a designated location). The GGSN shall then use the destination unicast IP address and destination UDP port of user plane packets received over the Gi interface to determine on which MBMS bearer to forward the received user plane packet.
*** 8th Change ***

17.6.8
Abort-Session-Answer Command

The Abort-Session-Answer (ASA) command, defined in IETF RFC 6733 (DIAMETER BASE) [111], is indicated by the Command-Code set to 274 and the message flags’ ‘R’ bit clear, is sent in response to the ASR. 

The relevant AVPs that are of use for the Gmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for Gmb purposes and should be ignored by the receiver or processed according to the relevant specifications.

Message Format

      <ASA>  ::= < Diameter Header: 274, PXY >

                 < Session-Id >

                 { Result-Code }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Origin-State-Id ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                 [ Failed-AVP ]

               * [ Redirected-Host ]

                 [ Redirected-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

               * [ Proxy-Info ]
*** 9th Change ***

20.4.2
RE-Auth-Answer Command
The Re-Auth-Answer (RAA) command, defined in IETF RFC 6733 (DIAMETER BASE) [111], is indicated by the Command-Code set to 258 and the message flags’ ‘R’ bit clear, is sent in response to the RAR. 

The relevant AVPs that are of use for the SGmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for SGmb purposes and should be ignored by the receiver or processed according to the relevant specifications.

The bold marked AVPs in the message format indicate new optional AVPs for SGmb, or modified existing AVPs.
Message Format:

      <RAA>  ::= < Diameter Header: 258, PXY >

                 
< Session-Id >

                 
{ Origin-Host }

                 
{ Origin-Realm }
                 
[ Result-Code ]
                 
[ Experimental-Result ]

                 
[ MBMS-StartStop-Indication ]

                 
[ MBMS-GGSN-Address ]             ; for unicast encapsulated user data
                 
[ MBMS-GGSN-Ipv6-Address ]        ; for unicast encapsulated user data
                 
[ MBMS-User-Data-Mode-Indication ]
                 
[ MBMS-GW-UDP-Port]               ; for unicast encapsulated user data
                 
[ Origin-State-Id ]

                 
[ Error-Message ]

                 
[ Error-Reporting-Host ]

                  
[ Failed-AVP ]

                 *
[ Redirected-Host ]

                 
[ Redirected-Host-Usage ]

                 
[ Redirected-Host-Cache-Time ]

                 
[ Proxy-Info ]
                 *
[ Supported-Features ]

                 
[ Restart-Counter ]

For the MBMS Heartbeat procedure, RAA is sent by the BM-SC to the MBMS GW, or vice-versa. The RAA message shall contain the following AVPs: 

-
the MBMS-StartStop-Indication AVP set to the value "heartbeat";

-
the Restart-Counter AVP set to the local restart counter of the sender. 
*** 10th Change ***

20.4.4

Session-Termination-Answer Command
The STA command, defined in IETF RFC 6733 (DIAMETER BASE) [111], is indicated by the Command-Code field set to 275 and the ‘R’ bit cleared in the Command Flags field, is sent in response to an STR command.

The relevant AVPs that are of use for the SGmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for SGmb purposes and should be ignored by the receiver or processed according to the relevant specifications.
Message Format:
<ST-Answer>  ::= < Diameter Header: 275, PXY >

                       
< Session-Id >

                       
{ Result-Code }

                       
{ Origin-Host }

                       
{ Origin-Realm }

                      *
[ Class ]

                       
[ Error-Message ]

                       
[ Error-Reporting-Host ]

                       
[ Failed-AVP ]

                       
[ Origin-State-Id ]

                      *
[ Redirect-Host ]

                       
[ Redirect-Host-Usage ]

                       
[ Redirect-Max-Cache-Time ]
                      *
[ Proxy-Info ]


                 
[ Restart-Counter ]
*** 11th Change ***

20.4.6
Abort-Session-Answer Command
The Abort-Session-Answer (ASA) command, defined in IETF RFC 6733 (DIAMETER BASE) [111], is indicated by the Command-Code set to 274 and the message flags’ ‘R’ bit clear, is sent in response to the ASR. 

The relevant AVPs that are of use for the SGmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for SGmb purposes and should be ignored by the receiver or processed according to the relevant specifications.
Message Format

      <ASA>  ::= < Diameter Header: 274, PXY >

                 
< Session-Id >

                 
{ Result-Code }

                 
{ Origin-Host }

                 
{ Origin-Realm }

                 
[ Origin-State-Id ]

                 
[ Error-Message ]

                 
[ Error-Reporting-Host ]

                  
[ Failed-AVP ]

                 *
[ Redirected-Host ]

                 
[ Redirected-Host-Usage ]

                 
[ Redirect-Max-Cache-Time ]

                 *
[ Proxy-Info ]
                 
[ Restart-Counter ]
*** End of Changes ***
