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*** 1st Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication and/or edition number or version number) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 29.210: "Charging Rule Provisioning over Gx Interface".

[3]
Void.

[4]
Void.

[5]
IETF RFC 3588: "Diameter Base Protocol" 
[6]
Void.

[7]
3GPP TS 23.203: "Policy Control and Charging architecture".

[8]
3GPP TS 29.213: "Policy and charging control signalling flows and Quality of Service (QoS) parameter mapping".

[9]
IETF RFC 4006: "Diameter Credit Control Application".

[10]
3GPP TS 29.214: "Policy and Charging Control over Rx reference point".

[11]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".

[12]
IETF RFC 4005: "Diameter Network Access Server Application".

[13]
3GPP TS 24.008: "Mobile radio interface Layer 3 specification".

[14]
3GPP TS 29.229: "Cx and Dx interfaces based on Diameter protocol; Protocol details".

[15]
IETF RFC 3162: "Radius and Ipv6".

[16]
3GPP TS 32.295: "Telecommunication management; Charging management; Charging Data Record (CDR) transfer".

[17]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[18]
3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".
[19]
3GPP TS 32.299: "Telecommunication management; Charging management; Diameter charging applications ".
[20]
3GPP2 X.S0011-E: "cdma2000 Wireless IP Network Standard".
[21]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles".
[22]
3GPP TS 29.274: "3GPP Evolved Packet System. Evolved GPRS Tunnelling Protocol for EPS (GTPv2)".
[23]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".
[24]
3GPP2 X.S0057-B: "E-UTRAN – eHRPD Connectivity and Interworking: Core Network Aspects".
[25]
3GPP TS 23.003: "Numbering, addressing and identification".
[26]
3GPP TS 29.272: "3GPP Evolved Packet System. Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) related interfaces based on Diameter protocol".

[27]
3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace control and configuration management".
[28]
3GPP TS 29.275: "Proxy Mobile Ipv6 (PMIPv6) based Mobility and Tunnelling Protocols; Stage 3".

[29]
3GPP TS 43.318: "Generic access to the A/Gb interface; Stage 2".
[30]
3GPP2 X.S0062-0: "PCC for cdma2000 1x and HRPD Networks ".
[31]
3GPP TS 23.228: "IP multimedia subsystem; Stage 2".
[32]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access.

[33]
3GPP TS 23.380: "IMS Restoration Procedures".
[34]
Void.
[35]
3GPP TS 23.261: "IP flow mobility and seamless Wireless Local Area Network (WLAN) offload; Stage 2".
[36]
IETF RFC 3046: "DHCP Relay Agent Information Option".
[37]
ETSI TS 283 034 v2.2.0: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Network Attachment Sub-System (NASS); e4 interface based on the DIAMETER protocol".
[38]
Void.

[39]
Void.
[40]
3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".
[41]
3GPP TS 23.107: "Quality of Service (QoS) concept and architecture".
[42]
3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet".
[43]
3GPP TS 23.007: "Restoration Procedures".
[44]
Broadband Forum TR-134: "Policy Control Framework ".
[45]
Broadband Forum TR-124 Issue 3: "Functional Requirements for Broadband Residential Gateway Devices ".
[46]
Broadband Forum TR-146: "Internet Protocol (IP) Sessions".
[47]
Broadband Forum TR-300: "Nodal Requirements for Converged Policy Management".
[48]
3GPP TS 29.273: "3GPP EPS AAA interfaces".

[49]
IETF RFC 7683: "Diameter Overload Indication Conveyance".
[50]
3GPP TS 23.468: "Group Services and System Aspects; Group Communication System Enablers for LTE (GCSE LTE)".
[51]
3GPP TS 23.161: "Network-based IP flow mobility and Wireless Local Area Network (WLAN) offload; Stage 2".

[52]
3GPP TS 29.155: "Traffic Steering Control; Representational State Transfer (REST) over St reference point".
[53]
IETF RFC 7944: "Diameter Routing Message Priority".

[54]
IETF RFC 5719: "Updated IANA Considerations for Diameter Command Code Allocations".
[55]
IETF RFC 2234: "Augmented BNF for syntax specifications".

[56]
3GPP TS 23.303: "Proximity-based services (ProSe); Stage 2".

[57]
3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and interaction".

[58]
IETF RFC 3948: " UDP Encapsulation of IPsec ESP Packets".

[59]
3GPP TS 24.302: "Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP access networks; stage 3".

[60]
IETF draft-ietf-dime-load-03: "Diameter Load Information Conveyance".

Editor's note:
The above document cannot be formally referenced until it is published as an RFC.

[61]
IETF RFC 6733: "Diameter Base Protocol".
[62]
3GPP TS 29.251: "Gw and Gwn reference points for sponsored data connectivity; stage 3".

*** 2nd Change ***
5.1
Protocol support

The Gx protocol in the present release is based on Gx protocol defined for Release 6 as specified in 3GPP TS 29.210 [2]. However, due to a new paradigm (DCC session for an IP-CAN session) between Release 6 and the present release, the Gx application in the present release has an own vendor specific Diameter application.

The Gx application is defined as a vendor specific Diameter application, where the vendor is 3GPP and the Application-ID for the Gx Application in the present release is 16777238. The vendor identifier assigned by IANA to 3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415.

NOTE:
A route entry can have a different destination based on the application identification AVP of the message. Therefore, Diameter agents (relay, proxy, redirection, translation agents) must be configured appropriately to identify the 3GPP Gx application within the Auth-Application-Id AVP in order to create suitable routeing tables.

The Gx application identification shall be included in the Auth-Application-Id AVP.

With regard to the Diameter protocol defined over the Gx interface, the PCRF acts as a Diameter server, in the sense that it is the network element that handles PCC Rule requests for a particular realm. The PCEF acts as the Diameter client, in the sense that is the network element requesting PCC rules in the transport plane network resources.

*** 3rd Change ***

5.6.1
Gx Application

Gx Messages are carried within the Diameter Application(s) described in clause 5.1.

Existing Diameter command codes from the Diameter base protocol IETF RFC 6733 [61] and the Diameter Credit Control Application IETF RFC 4006 [9] are used with the Gx specific AVPs specified in clause 5.3. The Diameter Credit Control Application AVPs and AVPs from other Diameter applications that are re-used are defined in clause 5.4. The Gx application identifier shall be included in the Auth-Application-Id AVP.

In order to support both PULL and PUSH procedures, a diameter session needs to be established for each IP-CAN session. For IP-CAN types that support multiple IP-CAN bearers (as in the case of GPRS), the diameter session is established when the very first IP-CAN bearer for the IP-CAN session is established.

NOTE:
Some of the AVPs included in the messages formats below are in bold to highlight that these AVPs are used by this specific protocol and do not belong to the original message definition in the DCC Application IETF RFC 4006 [9] or Diameter Base Protocol IETF RFC 6733 [61].

*** 4th Change ***
5a.1
Protocol support
The Gxx application is defined as a vendor specific Diameter application, where the vendor is 3GPP and the Application-ID for the Gxx Application in the present release is 16777266. The vendor identifier assigned by IANA to 3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415.

NOTE:
A route entry can have a different destination based on the application identification AVP of the message. Therefore, Diameter agents (relay, proxy, redirection, translation agents) must be configured appropriately to identify the 3GPP Gxx application within the Auth-Application-Id AVP in order to create suitable routeing tables.

The Gxx application identification shall be included in the Auth-Application-Id AVP.

With regard to the Diameter protocol defined over the Gxx interface, the PCRF acts as a Diameter server, in the sense that it is the network element that handles QoS Rule requests for a particular realm. The BBERF acts as the Diameter client, in the sense that it is the network element requesting QoS rules in the transport plane network resources.
*** 5th Change ***

5a.6.1
Gxx Application

Gxx Messages are carried within the Diameter Application(s) described in clause 5a.1.

Existing Diameter command codes from the Diameter base protocol IETF RFC 6733 [61] and the Diameter Credit Control Application IETF RFC 4006 [9] are used with the Gxx specific AVPs specified in clause 5a.3. The Diameter Credit Control Application AVPs and AVPs from other Diameter applications that are re-used are defined in clause 5a.4 The Gxx application identifier shall be included in the Auth-Application-Id AVP. A diameter session needs to be established for each Gateway Control session.

NOTE:
Some of the AVPs included in the messages formats below are in bold to highlight that these AVPs are used by this specific protocol and do not belong to the original message definition in the DCC Application IETF RFC 4006 [9] or Diameter Base Protocol IETF RFC 6733 [61].
*** 6th Change ***

5b.6.1
Sd Application

Sd Messages are carried within the Diameter Application(s) described in clause 5b.1.

In addition to the TDF-Session-Request/Answer commands used to establish the TDF session, existing Diameter command codes from the Diameter base protocol IETF RFC 6733 [61] and the Diameter Credit Control Application IETF RFC 4006 [9] are used with the Sd specific AVPs specified in clause 5b.3. The Diameter Credit Control Application AVPs and AVPs from other Diameter applications that are re-used are defined in clause 5b.4. The Sd application identifier shall be included in the Auth-Application-Id AVP for the reused commands. The Sd application identifier shall be included in the Auth-Application-Id AVP within the Vendor-Specific-Application-Id grouped AVP contained in the TDF-Session-Request/Answer commands.
NOTE 1: As TDF-Session-Request/Answer commands have been defined based on the former specification of the Diameter Base Protocol (IETF RFC 3588 [5]), the Vendor-Specific-Application-Id AVP is still assumed as a required AVP (an AVP indicated as {AVP}) in the command code format to avoid backward compatibility issues, even if the use of this AVP has been deprecated in the new specification of the Diameter Base Protocol (IETF RFC 6733 [61]).

In order to support both PULL and PUSH procedures, a Diameter session needs to be established for each TDF session, if there is a decision made by PCRF to establish TDF session.

NOTE 2:
Some of the AVPs included in the messages formats below are in bold to highlight that these AVPs are used by this specific protocol and do not belong to the original message definition in the DCC Application IETF RFC 4006 [9] or Diameter Base Protocol IETF RFC 6733 [61].

*** 7th Change ***

5c.6.1
General
St Messages shall use the Diameter Application described in subclause 5c.1.

Existing Diameter command codes from the Diameter base protocol IETF RFC 6733 [61] and from the Diameter Sd protocol are used. In additions, the TNR and TNA commands are defined.

The St application identifier shall be included in the Auth-Application-Id AVP for the reused commands. The St application identifier shall be included in the Auth-Application-Id AVP within the Vendor-Specific-Application-Id grouped AVP contained in the TDF-Session-Request/Answer commands.

NOTE 1: As TDF-Session-Request/Answer commands have been defined based on the former specification of the Diameter Base Protocol (IETF RFC 3588 [5]), the Vendor-Specific-Application-Id AVP is still assumed as a required AVP (an AVP indicated as {AVP}) in the command code format to avoid backward compatibility issues, even if the use of this AVP has been deprecated in the new specification of the Diameter Base Protocol (IETF RFC 6733 [61]).
Every command is defined by means of the ABNF syntax in IETF RFC 2234 [55], and according to the rules in IETF RFC 6733 [61].

NOTE 2:
Some of the AVPs included in the messages formats below are in bold to highlight that these AVPs are used by this specific protocol and do not belong to the original message definition in the Diameter Base Protocol IETF RFC 6733 [61], or to the standard set of AVPs required in most Diameter commands.
The following Command Codes are defined for the St Diameter application, as allocated by IANA from the vendor-specific namespace defined in IETF RFC 5719 [54]:

Table 5c.6.1.1: Command-Code values for St

	Command-Name
	Abbreviation
	Code
	Section

	TSSF-Notification-Request
	TNR
	8388731
	5c.6.6

	TSSF-Notification-Answer
	TNA
	8388731
	5c.6.7


*** 8th Change ***

E.6.1
Protocol support

The S15 application is defined as a vendor specific Diameter application, where the vendor is 3GPP and the Application-ID for the S15 Application in the present release is 16777318. The vendor identifier assigned by IANA to 3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415.

NOTE:
A route entry can have a different destination based on the application identification AVP of the message. Therefore, Diameter agents (relay, proxy, redirection, translation agents) must be configured appropriately to identify the 3GPP S15 application within the Auth-Application-Id AVP in order to create suitable routeing tables.

The S15 application identification shall be included in the Auth-Application-Id AVP.

With regard to the Diameter protocol defined over the S15 interface, the PCRF acts as a Diameter server, the HNB GW acts as the Diameter client.
*** 9th Change ***

E.6.6.1
S15 Application
S15 Messages are carried within the Diameter Application(s) described in clause E.6.1.

Existing Diameter command codes from the Diameter base protocol, IETF RFC 6733 [61], and the Diameter Credit Control Application, IETF RFC 4006 [9], are used with the S15 specific AVPs specified in clause E.6.3. The Diameter Credit Control Application AVPs and AVPs from other Diameter applications that are re-used are defined in clause E.6.4. The S15 application identifier shall be included in the Auth-Application-Id AVP. A diameter session needs to be established for each S15 session.

NOTE:
Some of the AVPs included in the messages formats below are in bold to highlight that these AVPs are used by this specific protocol and do not belong to the original message definition in the DCC Application, IETF RFC 4006 [9], or Diameter base protocol, IETF RFC 6733 [61].
*** End of Changes ***

