Page 1



3GPP TSG-CT WG3 Meeting #88
C3-171101
Dubrovnik, Croatia, 13 - 17 February 2017
(revision of C3-17xxxx)
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	29.212
	CR
	1560
	rev
	-
	Current version:
	14.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Support for transport level packet marking

	
	

	Source to WG:
	Huawei

	Source to TSG:
	C3

	
	

	Work item code:
	TEI14
	
	Date:
	2017-02-12

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-14

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
     Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	In SA2#118bis, it was agreed by S2-170433 that the ARP priority level can also be used in addition to the QCI to determine the transport level packet marking, e.g. to set the DiffServ Code Point of the associated EPS bearer.

	
	

	Summary of change:
	· Clarify that the transport level packet marking can be set for priority traffic, based on the QCI and ARP priority level of the associated EPS bearer
· Clarify that the QCI and optionally the ARP priority level is used to determine the DSCP code value or other transport specific information element in the IP-Edge

	
	

	Consequences if not approved:
	The inability to differentiate priority traffic based solely on QCI values would restrict the ability to provide priority transport treatment for priority services.

	
	

	Clauses affected:
	4.5.27, 4a.5.17, G.5.1.7

	
	

	
	Y
	N
	
	

	Other specs
	
	
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


*** 1st Change ***

4.5.27
Resource reservation for services sharing priority

When the PCRF derives PCC Rules corresponding to a service related to an AF that has indicated that priority sharing is allowed for that service over Rx interface, it derives the corresponding PCC Rules according to current procedures as described in 3GPP TS 29.213 [8], subclause 5.3. The ARP derived at this point and the priority sharing indicator provided over Rx reference point (see 3GPP TS 29.214 [10] for further information) related to these derived PCC Rules are stored for later use.

For PCC Rules related to the same IP-CAN session with the same assigned QCI and with the priority sharing indicator enabled (see 3GPP TS 29.214 [10], subclause 4.4.8), the PCRF shall rederive the ARP into a shared ARP for  these PCC Rules as follows:

-
The Priority Level shall be set to the lowest value (i.e. highest priority) among the Priority Level values derived for the PCC rules that include the priority sharing indicator;

-
The Pre-emption Capability shall be set to ENABLED if any of the original derived PCC Rules have the Pre-emption-Capability  value set to ENABLED.
-
The Pre-emption Vulnerability shall be set to ENABLED if all the original derived PCC Rules have the Pre-emption Vulnerability value set to ENABLED.

NOTE 1:
Having the same setting for the ARP parameter in the PCC Rules with the priority sharing indicator set enables the usage of the same bearer. Furthermore, a combined modification of the ARP parameter in the PCC  rules ensures that a bearer modification is triggered when a media flow with higher service priority starts.

If the QCI and/or ARP related to any of the PCC Rules that share priority is changed (e.g. based on local policies), the PCRF shall rederive the ARP for the impacted PCC Rules following the same procedure as defined in this subclause.

The PCRF shall provision the PCC Rules according to the rederived ARP information as described in subclause 4.5.2.0.

Editor’s Note:
PCRF behaviour when the PCEF reports that the resource allocation has failed is FFS.

NOTE x:
The ARP priority level can be used in addition to the QCI to determine the transport level packet marking, e.g. to set the DiffServ Code Point of the associated EPS bearer, as described in 3GPP TS 23.401 [32].
*** 2nd Change ***

4a.5.17
Resource reservation for services sharing priority

When the PCRF derives QoS Rules corresponding to a service related to an AF that has indicated that priority sharing is allowed for that service over Rx interface, it derives the corresponding QoS Rules according to current procedures as described in 3GPP TS 29.213 [8], subclause 5.3. The ARP derived at this point and the priority sharing indicator provided over Rx reference point (see 3GPP TS 29.214 [10] for further information) related to these derived QoS Rules are stored for later use.

For QoS Rules related to the same IP-CAN session with the same assigned QCI and with the priority sharing indicator enabled (see 3GPP TS 29.214 [10], subclause 4.4.8), the PCRF shall rederive the ARP into a shared ARP for these QoS Rules as follows:

-
The Priority Level shall be set to the lowest value (i.e. highest priority) among the Priority Level values derived for the QoS rules that include the priority sharing indicator;

-
The Pre-emption Capability shall be set to ENABLED if any of the original derived QoS Rules have the Pre-emption-Capability  value set to ENABLED.
-
The Pre-emption Vulnerability shall be set to ENABLED if all the original derived QoS Rules have the Pre-emption Vulnerability value set to ENABLED.

NOTE 1:
Having the same setting for the ARP parameter in the QoS rules with the priority sharing indicator set enables the usage of the same bearer. Furthermore, a combined modification of the ARP parameter in the QoS Rules ensures that a bearer modification is triggered when a media flow with higher service priority starts.

If the QCI and/or ARP related to any of the QoS Rules that share priority is changed (e.g. based on local policies), the PCRF shall rederive the ARP for the impacted QoS Rules following the same procedure as defined in this subclause.

The PCRF shall provision the QoS Rules according to the rederived ARP information as described in subclause 4a.5.2.1.

Editor’s Note:
PCRF behaviour when the BBERF reports that the resource allocation has failed is FFS.

NOTE x:
The ARP priority level can be used in addition to the QCI to determine the transport level packet marking, e.g. to set the DiffServ Code Point of the associated EPS bearer, as described in 3GPP TS 23.401 [32].
*** 3rd Change ***

G.5.1.7
Default QoS control
The BBF AAA may provide a default Access Profile QoS for the IP-CAN session that may contain QoS information.

The PCRF may provide the default QoS for the IP-CAN session to the PCEF over Gx. The IP Edge/PCEF shall enforce the default QoS provisioned over Gx.
NOTE:
The IP Edge/PCEF does not enforce the default Access Profile QoS provided by the Broadband Fixed Access Network if PCRF is deployed.

The default QoS is included in the Default-QoS-Information AVP provided at command level as defined in clause 5.3.103.

The IP Edge/PCEF shall be able to convert default QoS into Fixed Broadband Access QoS attribute values. In the IP Edge, the QCI and optionally the ARP priority level is used to determine the DSCP code value or other transport specific information element and the MBR is used for bandwidth limitation for the DSCP code value. The PCEF/IP Edge shall enforce first the QoS for the packets that matches a service data flow template in an installed PCC Rule for which specific QoS enforcement actions are provided then the IP Edge/PCEF shall enforce the default QoS for all downlink and uplink traffic for the IP-CAN session.

The IP Edge/PCEF shall be able to convert the Fixed Broadband Access QoS attributes values into the default QoS included in the Default-QoS-Information AVP.
*** End of Changes ***

