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	Reason for change:
	RAN3 is working on the WID of Flexible eNB-ID and Cell-ID in E-UTRAN to support number of eNB beyond 1.04 million in a PLMN and support more cells in an eNB, while keeping the length of the E-UTRAN CGI unchanged. RAN3 have decided to include two additional choices of eNB ID:

· Long Macro eNB ID : 21 bits 

· Short Macro eNB ID: 18 bits 

In TS 29.274 we do not distinguish between long and short Macro eNB ID, the length is set to a fixed length of 20 bits.

Possible solutions:

1) Extend existing Macro eNodeB ID by one bit using spare bit and add an indication length is 18, 20 or 21 bits. This would be a backward incompatible change. As legacy nodes would interpret only 20 of the 21 bits and ingnore the most significant bit 
2) Define new IE Macro eNodeB ID for 21 and 18 bit long Macro eNodeB ID's
In the CR solution 2 is proposed.

TS 29.217 is refering to the definition in 29.274 of Macro eNodeB ID.



	
	

	Summary of change:
	A new AVP Extended eNodeB-Id AVP is introduced to support the new choices of eNodeB ID.

	
	

	Consequences if not approved:
	The new choices of eNB ID of eNodeB ID cannot be supported.
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	5.3.1, 5.3.8, 5.3.x (new)
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	Other comments:
	eNodeB ID is referenced by TS 29.272, TS 29.336 


* * * 1st Change * * * *

5.3.1
General
Table 5.3.1.1 describes the Diameter AVPs defined for the Np reference point, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted and which supported features the AVP is applicable to. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5.3.1.1: Np specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (NOTE 1)
	
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (NOTE 2)
	Must
	May
	Should not
	Must not
	May Encr.
	Applicability
(NOTE 3)

	Aggregated-Congestion-Info
	4000
	5.3.2
	Grouped
	V, M
	P
	
	
	Y
	

	Aggregated-RUCI-Report
	4001
	5.3.3
	Grouped
	V, M
	P
	
	
	Y
	

	Congestion-Level-Definition
	4002
	5.3.4
	Grouped
	V
	P
	
	M
	Y
	ReportRestriction

	Congestion-Level-Range
	4003
	5.3.5
	Unsigned32
	V
	P
	
	M
	Y
	ReportRestriction

	Congestion-Level-Set-Id
	4004
	5.3.6
	Unsigned32
	V
	P
	
	M
	Y
	ReportRestriction

	Congestion-Level-Value
	4005
	5.3.7
	Unsigned32
	V, M
	P
	
	
	Y
	

	Congestion-Location-Id
	4006
	5.3.8
	Grouped
	V
	P
	
	M
	Y
	ReportRestriction

	Conditional-Restriction
	4007
	5.3.9
	Unsigned32
	V
	P
	
	M
	Y
	ReportRestriction

	eNodeB-Id
	4008
	5.3.10
	OctetString
	V, M
	P
	
	
	Y
	

	IMSI-List
	4009
	5.3.11
	OctetString
	V, M
	P
	
	
	Y
	

	RCAF-Id
	4010
	5.3.12
	DiameterIdentity
	V, M
	P
	
	
	Y
	

	Reporting-Restriction
	4011
	5.3.13
	Unsigned32
	V
	P
	
	M
	Y
	ReportRestriction

	RUCI-Action
	4012
	5.3.14
	Unsigned32
	V
	P
	
	M
	Y
	ReportRestriction

	Extended eNodeB-Id
	40xx
	5.3.x
	OctetString
	V, M
	P
	
	
	Y
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 6733 [18].

NOTE 2:
The value types are defined in IETF RFC 6733 [18].
NOTE 3:
AVPs marked with a supported feature (e.g. "ReportRestriction") are applicable as described in clause 5.4.2. 


* * * 2nd Change * * * *

5.3.8
Congestion-Location-Id AVP

The Congestion-Location -Id AVP (AVP code 4006) is of type Grouped, and it indicates the identifier of a congested location in which the UE is currently located. The congested location is one of the following: the eNodeB, E-UTRAN cell or Service Area serving the UE. If ECGI is included in the 3GPP-User-Location-Info AVP within Congestion-Location-Id AVP, then the eNodeB identifier within eNodeB-Id AVP or Extended eNodeB-Id AVP shall not be included in this AVP. This AVP is provided in the RUCI per user id and APN. If the eNodeB identifier has a length of 18 or 21 bits it shall be provided in the Extended eNodeB-Id AVP other wise in the eNodeB-Id.
AVP Format:

Congestion-Location-Id ::=     < AVP Header: 4006 >

                         [ 3GPP-User-Location-Info ]

                         [ eNodeB-Id ]
                         [ Extended eNodeB-Id ]
                        *[ AVP ]
* * * 3rd Change * * * *

5.3.x
Extended eNodeB-Id AVP

The Extended eNodeB-Id AVP (AVP code xxxx) is of type OctetString, and indicates the eNodeB in which the UE is currently located. The AVP shall be coded as in clause 8.51 of 3GPP TS 29.274 [12] for Type Extended Macro eNodeB.
* * * End of Changes * * * *

