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1. Introduction
Service detection and bearer binding (UL bearer binding verification and mapping of DL traffic to bearers) shall be supported over the Sxb and Sxc reference points, as specified in subclause 4.3.1 of 3GPP TS 23.214. 
2. Reason for Change
Service detection refers to the process that identifies the packets belonging to a service data flow or application. See subclauses 6.2.2.2 and 6.8.1 of 3GPP TS 23.203.

Bearer binding is the procedure that associates a service data flow to an IP-CAN bearer deemed to transport the service data flow. See subclause 6.1.1.4 of 3GPP TS 23.203. UL bearer binding verification refers to the process of discarding uplink packets due to no matching service data flow template for the uplink direction.

Service data flow templates and service detection are defined as follows:

"Each PCC rule contains a service data flow template, which defines the data for the service data flow detection as a set of service data flow filters or an application identifier referring to an application detection filter. Each service data flow filter is applicable uplink, downlink or both uplink and downlink.

Service data flow filters identifying the service data flow may:

-
be a pattern for matching the IP 5 tuple (source IP address or IPv6 network prefix, destination IP address or IPv6 network prefix, source port number, destination port number, protocol ID of the protocol above IP). In the pattern:

-
a value left unspecified in a filter matches any value of the corresponding information in a packet;

-
an IP address may be combined with a prefix mask;

-
port numbers may be specified as port ranges.

-
the pattern can be extended by the Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask;

-
consist of the destination IP address and optional mask, protocol ID of the protocol above IP, the Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask and the IPSec Security Parameter Index (SPI);

-
consist of the destination IP address and optional mask, the Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask and the Flow Label (IPv6).

NOTE 7:
The details about the IPSec Security Parameter Index (SPI), the Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask and the Flow Label (IPv6) are defined in TS 23.060 [12] clause 15.3.

-
extend the packet inspection beyond the possibilities described above and look further into the packet and/or define other operations (e.g. maintaining state). Such service data flow filters must be predefined in the PCEF.

NOTE 8:
Such filters may be used to support filtering with respect to a service data flow based on the transport and application protocols used above IP. This shall be possible for HTTP and WAP. This includes the ability to differentiate between TCP, Wireless-TCP according to WAP 2.0, WDP, etc, in addition to differentiation at the application level. Filtering for further application protocols and services may also be supported.

For downlink traffic, the downlink parts of all the service data flow templates associated with the IP‑CAN session for the destination address are candidates for matching in the detection process.
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Figure 6.4: The service data flow template role in detecting the downlink part of a service data flow and mapping to IP‑CAN bearers

For uplink traffic, the uplink parts of all the service data flow templates associated with the IP‑CAN bearer (details according to clause A), are candidates for matching in the detection process.
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Figure 6.5: The service data flow template role in detecting the uplink part of a service data flow

NOTE 9:
To avoid the PCEF discarding packets due to no matching service data flow template, the operator may apply open PCC rules (with wild-carded service data flow filters) to allow for the passage of packets that do not match any other candidate service data flow template.

Service data flow templates shall be applied in the order of their precedence.
"
The Flow-Information AVP in subclause 5.3.53 of TS 29.212 specifies the information for a single IP flow packet filter.
"The Flow-Description, ToS-Traffic-Class, Security-Parameter-Index and Flow-Label AVPs specify the parameters to be used for matching payload packets. If any of these AVPs is present, then the Flow-Direction AVP shall also be included. If the Flow-Information AVP includes any of the Flow-Description, ToS-Traffic-Class, Security-Parameter-Index or Flow-Label AVPs, these values replace any previous value for all the Flow-Description, ToS-Traffic-Class, Security-Parameter-Index and Flow-Label AVPs.
Flow-Information ::= < AVP Header: 1058 >








 [ Flow-Description ]








 [ Packet-Filter-Identifier ]








 [ Packet-Filter-Usage ]







 [ ToS-Traffic-Class ]








 [ Security-Parameter-Index ]








 [ Flow-Label ]








 [ Flow-Direction ]








 [ Routing-Rule-Identifier ]







*[ AVP ]

"
TS 23.214 specifies the following Packet Detection Information parameter in a PDR:
	Packet Detection information
	PDN instance
	Identifies the PDN instance associated with the incoming packet. Needed e.g. in case one UP function supports multiple APN with overlapping IP addresses.
	
	
	X
	X

	
	Source interface 
	Contains at least the values “access side”, “core side” or "SGi-LAN"
	Identifies whether the rule applies to incoming packets from the access side (i.e. up-link), the core side (i.e. down-link) or the SGi-LAN side (the packet has experienced SGi-LAN Service Functions)
	X
	X
	X

	
	UE IP address 
	One IPv4 address and/or one IPv6 prefix with prefix length
	Combination of UE IP address, F-TEID, SDF filters, application ID for traffic detection:

SGW UL: Local F-TEID 

SGW DL: Local F-TEID 

PGW UL: Local F-TEID + UE IP address + SDF/applicat.ID

PGW DL: UE IP address + SDF/application ID

TDF UL (solicited mode): UE IP address + SDF/application ID

TDF DL (solicited mode): UE IP address + SDF/application ID 

TDF UL/DL (unsolicited mode): application ID
	
	X
	X

	
	Local F-TEID 
	
	
	X
	X
	

	
	SDF Filter
	
	
	
	X
	X

	
	Application ID
	
	
	
	X
	X


3. Conclusions

Service detection is controlled over the Sx reference points by the Packet Detection Information in PDRs. The Packet Detection Information shall allow to encode all the possible service data flows described above or an application identifier. 

The mapping of DL traffic to bearers is achieved by configuring and associating FARs to the PDRs, such as to forward to downstream bearers (S5/S8 or S1/S12/S4/Iu) the traffic required to be mapped to these bearers.

Uplink bearer binding verification is achieved by configuring Packet Detection Information in uplink PDRs containing the local F-TEID of the uplink bearer, the UE IP address, and the SDF filter or Application ID. As a result, uplink packets that would match these SDF filter or Application but that would not be received on the intended uplink bearer are discarded. 

It is also proposed that the CP function provides all the match fields of the PDI, when updating the PDI in an Sx Session Modification Request. 
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.244 v0.2.0.
* * * First Change * * * *

2
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3GPP TS 29.281: "General Packet Radio System (GPRS) Tunnelling Protocol User Plane (GTPv1-U)".

[4]
IETF RFC 768: "User Datagram Protocol".

[5]
IETF RFC 791: "Internet Protocol".

[6]
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3GPP TS 23.203: "Policy and charging control architecture; Stage 2".
[y]
3GPP TS 29.212: “Policy and Charging Control (PCC); Reference points”.

* * * Next Change * * * *

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

CP function
Control Plane function

IP
Internet Protocol

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6 

PFCP
Packet Forwarding Control Protocol

FAR
Fowarding Action Rule

PDI
Packet Detection Information

PDR
Packet Detection Rule

PGW
PDN Gateway

PGW-C
PDN Gateway Control plane function
PGW-U
PDN Gateway User plane function
QER
QoS Enforcement Rule
SDF
Service Data Flow
SGW
Serving Gateway

SGW-C
Serving Gateway Control plane function
SGW-U
Serving Gateway User plane function
TDF-C
Traffic Detection Function Control plane function
TDF-U
Traffic Detection Function User plane function
UDP
User Datagram Protocol

UP function
User Plane function
* * * Next Change * * * *

5.x
Policy and Charging Control

5.x.y
Service Detection and Bearer binding
Service detection refers to the process that identifies the packets belonging to a service data flow or application. See subclauses 6.2.2.2 and 6.8.1 of 3GPP TS 23.203 [x].

Bearer binding is the procedure that associates a service data flow to an IP-CAN bearer deemed to transport the service data flow. UL bearer binding verification refers to the process of discarding uplink packets due to no matching service data flow template for the uplink direction. See subclauses 6.1.1.4 and 6.2.2.2 of 3GPP TS 23.203 [x].
Service detection is controlled over the Sx reference points by configuring Packet Detection Information in PDRs to match the intended service data flows or application. 

The mapping of DL traffic to bearers is achieved by configuring and associating FARs to the downlink PDRs, such as to forward to downstream bearers (S5/S8 or S1/S12/S4/Iu) the traffic intended to be mapped to these bearers.

Uplink bearer binding verification is achieved by configuring Packet Detection Information in uplink PDRs containing the local F-TEID of the uplink bearer, the UE IP address, and the SDF filter or the Application ID. As a result, uplink packets that would match these SDF filter or Application but that would not be received on the intended uplink bearer are discarded. 

* * * Next Change * * * *

7.5.2
Sx Session Establishment Request

The Sx Session Establishment Request shall be sent over the Sxa, Sxb and Sxc interface by the CP function to establish a new Sx session context in the UP function.

Table 7.5.2-1: Information Elements in an Sx Session Establishment Request

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Session-ID
	M
	This IE shall uniquely identify the Sx session in the CP function
	X
	X
	X
	

	Create PDR
	M
	This IE shall include one or more PDRs to be associated to the Sx session. 
See Table 7.5.2-2.
	X
	X
	X
	Create PDR

	Create FAR
	M
	This IE shall include one or more FARs to be associated to the Sx session. 
See Table 7.5.2-4.
	X
	X
	X
	Create FAR

	Create URR
	O
	This IE may include one or more URRs to be associated to the Sx session. 

See Table 7.5.2-7.
	X
	X
	X
	Create URR

	Create QER
	O
	This IE may include one or more QERs to be associated to the Sx session.
See Table 7.5.2-8.
	-
	X
	X
	Create QER


Editor’s note: IEs and conditions of IEs are FFS.
Editor’s note: It needs to be decided how to structure the session ID. 
It needs to be decided if Session ID should be moved to the message header.
It is FFS how the UP and CP identify uniquely an Sx session.
Table 7.5.2-2: Create PDR IE within Sx Session Establishment Request
	Octet 1 and 2
	
	Create PDR IE Type = 1(decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	PDR ID
	M
	This IE shall uniquely identify the PDR among all the PDRs configured for that Sx session.
	X
	X
	X
	PDR ID

	Precedence
	M
	This IE shall indicate the PDR's precedence to be applied by the UP function when looking for a PDR matching an incoming packet.
	X
	X
	X
	

	PDI
	M
	This IE shall contain the PDI against which incoming packets will be matched. 
See Table 7.5.2-3.
	X
	X
	X
	PDI

	FAR ID 
	M
	This IE shall contain the FAR IDs to be associated to the PDR.
	
	
	
	FAR ID

	URR ID
	C
	This IE shall be present over the Sxa, Sxb and Sxc interface if a measurement action shall be applied to packets matching this PDR.

When present, this IE shall contain the URR IDs to be associated to the PDR.
	
	
	
	URR ID

	QER ID 
	C
	This IE shall be present over the Sxb and Sxc interface if a QoS enforcement action shall be applied to packets matching this PDR.

When present, this IE shall contain the QER IDs to be associated to the PDR.
	
	
	
	QER ID

	Application start/Stop Notification 
	C
	This IE shall be present over the Sxb and Sxc interface if the CP function requests the UP function to report an application start and stop. 
	
	
	
	Application Notification


Editor'sNote:
It needs to be clarified if Precedence in the PDR is associated to all PDR belonging to a session or if this is relevant for the node. This depends on how UP is designed to detect a packet looking for session and in second step for matching PDR. Or if UP detects packet based on precedence of the PDRs active in the UP.

Table 7.5.2-3: PDI IE within Sx Session Establishment Request
	Octet 1 and 2
	
	PDI IE Type = 2 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Source Interface 
	M
	This IE shall identify whether the PDR applies to incoming packets from the access side (i.e. UL traffic), the core or SGi-LAN side (i.e. DL traffic), or the CP function side (i.e. data forwarded from the CP function).
	X
	X
	X
	Source Interface

	Local F-TEID 
	C
	This IE may be present . When present, this IE shall identify the local F-TEID to match for an incoming packet. 

The CP function shall set the CHOOSE (CH) bit to 1  if  the UP function supports the allocation of F-TEID and the CP function requests the UP function to assign a local F-TEID to the PDR.
See NOTE 1.
	X
	X
	-
	F-TEID

	PDN Instance
	C
	This IE may be present . When present, this IE shall identify the PDN instance to match for the incoming packet.
See NOTE 1.
	-
	X
	X
	PDN Instance

	UE IP address 
	C
	This IE may be present . When present, this IE shall identify the source or destination IP address to match for the incoming packet. 
See NOTE 1.
	-
	X
	X
	UE IP address

	SDF Filter
	C
	This IE may be presentWhen present, this shall identify the SDF filter to match for the incoming packet. 
Several IE with the same IE type may be included to represent a list of SDF filters.
See NOTE 1.
	-
	X
	X
	SDF Filter

	Application ID
	C
	This IE may be presentWhen present, this IE shall identify the Application ID to match for the incoming packet. 
See NOTE 1.
	-
	X
	X
	Application ID

	NOTE 1:
At least one of these IEs shall be present.


Editor’s note: additional IEs and conditions of IEs are FFS.
Table 7.5.2-4: Create FAR IE within Sx Session Establishment Request
	Octet 1 and 2
	
	Create FAR IE Type = 3 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	FAR ID
	M
	This IE shall uniquely identify the FAR among all the FARs configured for that Sx session.
	
	
	
	FAR ID

	Apply Action
	M
	This IE shall indicate the action to apply to the packets, See subclause 4.x.
	
	
	
	Apply Action

	Forwarding parameters
	
	This IE shall be present when the Apply-Action requests the packets to be forwarded. It may be present otherwise. 

When present, it shall contain the forwarding instructions to be applied by the UP function when the Apply-Action requests the packets to be forwarded. 

See table 7.5.2-5.
	
	
	
	Forwarding Parameters

	Buffering parameters
	
	This IE may be present. 

When present, it shall contain the buffering instructions to be applied by the UP function when the Apply-Action requests the packets to be buffered. See table 7.5.2-6.
	
	
	
	Buffering Parameters


Editor’s note: IEs and conditions of IEs are FFS.
Table 7.5.2-5: Forwarding Parameters IE in FAR 
	Octet 1 and 2
	
	Forwarding Parameters IE Type = 4 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Interface direction
	M
	This IE shall identify whether the outgoing packet is sent to the "access side" (i.e. DL traffic), the "core side" (i.e. UL traffic), the "CP function side" (i.e. data forwarded to the CP function) or to "SGi-LAN".
	X
	X
	X
	

	Precedence
	C
	This IE shall be present if the PDR is associated to more than one FAR. When present, this IE shall indicate the FAR's precedence among all the FARs associated to the PDR, i.e. the order in which to apply the FAR.
	X
	X
	-
	

	PDN instance
	O
	When present, this IE shall identify the PDN instance towards which to send the outgoing packet.
	-
	X
	-
	

	Outer header removal 
	O
	This IE may be present over Sxa and Sxb. 
	X
	X
	-
	

	Outer header creation 
	O
	If present it shall contain the F-TEID of the remote PFCP peer.
	X
	X
	-
	

	Outer header marking 
	
	
	
	
	
	

	Forwarding policy 
	
	
	
	
	
	

	Container for header enrichment
	
	
	
	
	
	


Editor’s note: IEs and conditions of IEs are FFS.
Table 7.5.2-6: Buffering Parameters IE in FAR 
	Octet 1 and 2
	
	Buffering-Parameters IE Type = 5 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	
	
	
	
	
	
	


Editor’s note: IEs and conditions of IEs are FFS.
Table 7.5.2-7: Create URR IE within Sx Session Establishment Request 
	Octet 1 and 2
	
	Create URR IE Type = 6 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	URR ID
	M
	This IE shall uniquely identify the URR among all the URRs configured for that Sx session.
	
	
	
	URR ID

	Measurement Key
	
	
	
	
	
	

	Reporting Triggers
	
	
	
	
	
	


Editor’s note: additional and conditions of IEs are FFS.
Table 7.5.2-8: Create QER IE within Sx Session Establishment Request 
	Octet 1 and 2
	
	Create QER IE Type = 7 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	QER ID
	M
	This IE shall uniquely identify the QER among all the QER configured for that Sx session
	X
	X
	X
	QER ID

	Precedence
	
	
	
	
	
	

	Gate status UL/DL 
	
	
	
	
	
	

	Maximum bitrate
	
	
	
	
	
	

	Guaranteed bitrate
	
	
	
	
	
	

	Transport level marking
	
	
	
	
	
	

	Extension Header
	
	
	
	
	
	


Editor’s note: additional and conditions of IEs are FFS.
Editor’s note:
Extension Header may be in the FAR as outer header marking.
* * * Next Change * * * *

7.5.4
Sx Session Modification Request 

The Sx Session Modification Request is used over the Sxa, Sxb and Sxc interface by the CP function to request the UP function to modify the Sx session.

Table 7.5.4-1: Information Elements in a Sx Session Modification Request
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Session-ID
	M
	
	X
	X
	X
	

	Remove PDR
	C
	This IE when present may contain one ore more PDR Rules which are requested to be removed. See Table 7.5.4-3.
	
	
	
	Remove PDR

	Remove FAR
	C
	This IE when present may contain one or more FAR Rules which are requested to be removed. See Table 7.5.4-3.
	
	
	
	Remove FAR

	Remove URR
	C
	This IE when present may contain one or more URR Rules which are requested to be removed. See Table 7.5.4-3.
	
	
	
	Remove URR

	Remove QER
	C
	This IE when present may contain one or more QER Rules which are requested to be removed. See Table 7.5.4-3.
	
	
	
	Remove QER

	Create PDR
	C
	PDRs which need to be created. 

See Table 7.5.2-2.
	
	
	
	Create PDR

	Create FAR
	C
	FARs which need to be created. 

See Table 7.5.2-4.
	
	
	
	Create FAR

	Create URR
	C
	URRs which need to be created. 

See Table 7.5.2-7.
	
	
	
	Create URR

	Create QER
	C
	QERs which need to be created. 

See Table 7.5.2-8.
	
	
	
	Create QER

	Update PDR
	C
	PDRs which need to be modified. 

See Table 7.5.4-2.
	
	
	
	Update PDR

	Update FAR
	C
	FARs which need to be modified. 

See Table 7.5.4-4.
	
	
	
	Update FAR

	Update URR
	C
	URRs which need to be modified. 

See Table 7.5.4-7.
	
	
	
	Update URR

	Update QER
	C
	QERs which need to be modified. 
See Table 7.5.4-8.
	
	
	
	Update QER


Editor’s note: 
additional and conditions of IEs are FFS.
Editor’s note: 
The modification procedure it is assumed that only the delta changes are provided, it need to be clarified how to perform change of values, add new values and cancel values..

Editor’s note: 
It needs to be decided how to structure the session ID. 
It needs to be decided if Session ID should be moved to the message header.
It is FFS how the UP and CP identifying uniquely a session.
Table 7.5.4-2: Update PDR IE within Sx Session Modification Request
	Octet 1 and 2
	
	Update PDR IE Type = 9 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	PDR ID
	M
	
	X
	X
	X
	

	Precedence
	C
	This IE shall be present if there is a change in the PDR's precedence to be applied by the UP function when looking for a PDR matching an incoming packet.
	
	
	
	

	PDI
	C
	This IE shall be present if there is a change within the PDI against which incoming packets will be matched. When present, this IE shall contain all the match fields of the updated PDI. See Table 7.5.2-3.
	X
	X
	X
	PDI

	FAR ID 
	
	If present, this IE shall contain the FAR IDs to be associated to the PDR which are new.
	
	
	
	FAR ID

	URR ID 
	
	This IE shall be present if a measurement action shall be applied to packets matching this PDR.

When present, this IE shall contains the URR IDs to be associated to the PDR which are new.
	X
	X
	X
	URR ID

	QER ID 
	
	This IE shall be present if a QoS enforcement action shall be applied to packets matching this PDR.

When present, this IE shall contain the QER IDs to be associated to the PDR which are new.
	-
	X
	X
	QER ID

	Application start/Stop Notification 
	C
	This IE shall be present if the CP function requests a change in the UP function to report an application start and stop. 
	-
	X
	X
	Application Notification


Editor’s note: additional IEs and conditions are FFS.
Editor’s note: It needs to be clarified how to remove Rule ID from a PDR.

	
	
	

	
	
	

	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	

	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	



Table 7.5.4-4: Update FAR IE within Sx Session Modification Request 
	Octet 1 and 2
	
	Update FAR IE Type = 11 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	FAR ID
	M
	If present, this IE shall identify whether the PDR applies to incoming packets from the access side (i.e. UL traffic), the core side (i.e. DL traffic), or the CP function side (i.e. data forwarded from the CP function).
	X
	X
	X
	FAR ID

	Apply Action
	
	
	
	
	
	Apply Action

	Updated Forwarding parameters
	
	See table 7.5.4-5.
	
	
	
	Update Forwarding Parameters

	Updated Buffering parameters
	
	See Table 7.5.4-6.
	
	
	
	Update Buffering Parameters


Editor’s note: additional IEs and conditions are FFS.
Table 7.5.4-5: Update Forwarding Parameters IE in FAR 
	Octet 1 and 2
	
	Update Forwarding Parameters IE Type = 12 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Interface direction
	
	
	
	
	
	

	Precedence
	
	
	
	
	
	

	PDN instance
	
	
	
	
	
	

	Outer header removal 
	
	
	
	
	
	

	Outer header creation 
	
	
	
	
	
	

	Outer header marking 
	
	
	
	
	
	

	Forwarding policy 
	
	
	
	
	
	

	Container for header enrichment
	
	
	
	
	
	


Editor’s note: IEs and conditions of IEs are FFS.
Table 7.5.4-6: Update Buffering Parameters IE in FAR 
	Octet 1 and 2
	
	Update Buffering Parameters IE Type = 13 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	
	
	
	
	
	
	


Editor’s note: IEs and conditions of IEs are FFS.
Table 7.5.4-7: Update URR IE within Sx Session Modification Request 
	Octet 1 and 2
	
	Update URR IE Type = 14 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Rule ID
	M
	This IE shall uniquely identify the URR among all the URRs configured for that Sx session
	X
	X
	X
	URR ID

	Measurement Key
	
	
	
	
	
	

	Reporting triggers
	
	
	
	
	
	


Editor’s note: additional IEs and conditions are FFS.
Table 7.5.4-8: Update QER IE within Sx Session Modification Request 
	Octet 1 and 2
	
	Update QER IE Type = 15 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Rule ID
	M
	This IE shall uniquely identify the URR among all the URRs configured for that Sx session
	X
	X
	X
	QER ID

	Precedence
	
	
	
	
	
	

	QER correlation ID
	
	
	
	
	
	

	Gate status UL/DL 
	
	
	
	
	
	

	Maximum bitrate
	
	
	
	
	
	

	Guaranteed bitrate
	
	
	
	
	
	

	Transport level marking
	
	
	
	
	
	

	Extension Header
	
	
	
	
	
	


Editor’s note: additional IEs and conditions of IEs are FFS.
Table 7.5.4-9: Remove PDR IE within Sx Session Modification Request 
	Octet 1 and 2
	
	Remove PDR IE Type = 16 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	PDR ID
	M
	Identifies the PDRs to be deleted.


	
	
	
	PDR ID


Editor’s note: IEs and conditions of IEs are FFS.
Table 7.5.4-10: Remove FAR IE within Sx Session Modification Request 
	Octet 1 and 2
	
	Remove FAR IE Type = 17 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	FAR ID
	M
	Identifies the FARs to be deleted.
	
	
	
	FAR ID


Editor’s note: IEs and conditions of IEs are FFS.
Table 7.5.4-11: Remove URR IE within Sx Session Modification Request 
	Octet 1 and 2
	
	Remove URR IE Type = 18 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	URR ID
	M
	Identifies the URRs to be deleted.
	
	
	
	URR ID


Editor’s note: IEs and conditions of IEs are FFS.
Table 7.5.4-12: Remove QER IE Sx Session Modification Request 
	Octet 1 and 2
	
	Remove QER IE Type = 19 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	QER ID
	M
	Identifies the QERs to be deleted.
	
	
	
	QER ID


Editor’s note: IEs and conditions of IEs are FFS.
* * * Next Change * * * *

8
Information Elements

8.x
Source Interface
The Source Interface IE type shall be coded as shown in Figure 8.x-1. It indicates the type of the interface from which an incoming packet is received.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = xxx (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 
	Spare
	Interface value
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.x-1: Source Interface
The Interface value shall be coded as a 4 bits binary integer as specified in in Table 8.x-1.
Table 8.x-1: Interface value
	Interface value
	Values (Decimal)

	Access
	0

	Core
	1

	SGi-LAN
	2

	CP-function
	3

	Spare
	4 to 15


8.x
F-TEID
The F-TEID IE type shall be coded as shown in Figure 8.x-1. It indicates an F-TEID.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = xxx (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 
	Spare
	CH
	V6
	V4
	

	
	6 to 9 
	TEID
	

	
	m to (m+3) 
	IPv4 address
	

	
	p to (p+15) 
	IPv6 address
	

	
	k to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.x-1: F-TEID

The following flags are coded within Octet 5:

-
Bit 1 – V4: If this bit is set to "1" and the CH bit is not set, then the IPv4 address field shall be present, otherwise the IPv4 address field shall not be present.

-
Bit 2 – V6: If this bit is set to "1" and the CH bit is not set, then the IPv6 address field shall be present, otherwise the IPv6 address field shall not be present.
-
Bit 3 – CH (CHOOSE): If this bit is set to "1", then the UP function shall assign an F-TEID with an IP4 or an IPv6 address if the V4 or V6 bit is set respectively. 
At least one of the V4 and V6 flags shall be set to "1", and both may be set to "1".

Octet 6 to 9 (TEID) shall contain a GTP-U TEID. If both IPv4 and IPv6 addresses are present in the F-TEID IE, then the TEID value shall be shared by both addresses.

Octets "m to (m+3)" and/or "p to (p+15)" (IPv4 address / IPv6 address fields), if present, shall contain the respective IP address values.

8.x
PDN Instance
The PDN Instance IE type shall be coded as shown in Figure 8.x-1. It indicates a PDN instance.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = xxx (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 
	PDN Instance
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.x-1: PDN Instance
Editor's Note: the encoding of the PDN Instance value is FFS.
8.x
SDF Filter
The SDF Filter IE type shall be coded as shown in Figure 8.x-1. It contains an SDF Filter.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = xxx (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to x
	SDF Filter value
	

	
	y to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.x-1: SDF Filter
Editor's Note: the encoding of this the SDF Filter value is FFS.
8.x
Application ID
The Application ID IE type shall be coded as shown in Figure 8.x-1. It contains an Application Identifier referencing an application detection filter in the UP function (e.g. its value may represent an application such as a list of URLs).
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = xxx (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to (n+4)
	Application Identifier
	


Figure 8.x-1: Application ID

The Application Identifier shall be encoded as an OctetString (see 3GPP TS 29.212 [y]).
* * * End of Changes * * * *
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