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Abstract of the contribution:
This discussion paper shows how service URNs are already used at the IBCF throughout different 3GPP specifications.
0. Abbreviations
NGCN	Next Generation Corporate Network
PSAP	Public Safety Answering Point
1. TS 24.229 V14.1.0 (2016-09) “IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP)”
[bookmark: _Toc462936437]2	References
[...]
[69]	RFC 5031 (January 2008): "A Uniform Resource Name (URN) for Emergency and Other Well-Known Services".
[...]
[bookmark: _Toc462936905]5.10.3	IBCF as an entry point
[...]
[bookmark: _Toc462936908]5.10.3.2	Initial requests
[...]
Upon receipt of:
-	an initial request for a dialog;
-	a request for a standalone transaction except the REGISTER request; or
-	a request for an unknown method that does not relate to an existing dialog;
the IBCF shall:
[...]
2C)	if the request is an initial request for a dialog, or a standalone request, and the Request-URI contains an 	emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in 	RFC 5031 [69] and a P-Private-Network-Indication valid within the trust domain is not included, 	include a topmost Route header field set to the URI associated with an E-CSCF. If the network uses the 	Resource-Priority header field to control the priority of emergency calls, the IBCF shall add a 	Resource-Priority header field containing a namespace of "esnet" as defined in RFC 7135 [197];
[bookmark: _Toc462936924]5.11	Procedures at the E-CSCF
[...]
[bookmark: _Toc462936926]5.11.2	UE originating case
[...]
Upon receipt of an initial request for a dialog, or a standalone transaction, or an unknown method including a Request-URI with an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69], or an emergency number the E-CSCF shall:
1)	if:
a)	the topmost Route header field of the received SIP INVITE request contains an E-CSCF URI inserted by a P-CSCF, an AS or an IBCF;
NOTE 1:	The E-CSCF is identified by two URIs, one preconfigured in the P-CSCF, AS or IBCF 		and one used to receive the request from EATF.
b)	the Contact header field includes an instance-id feature tag containing an IMEI URN as specified in RFC 7254 [153] or an MEID URN as specified in draft-atarius-device-id-meid-urn [187]. Only the IMEI shall be used for generating an instance ID for a multi-mode UE that supports both 3GPP and 3GPP2 defined radio access networks; and
[...]
	then:
[...]
d)	route the request based on SIP routeing procedures and do not continue with the rest of the steps;
[...]
2)	if the PSAP is the next hop, store the value of the "icid-value" header field parameter received in the P-Charging-Vector header field and remove the received information in the P-Charging-Vector header field, else keep the P-Charging-Vector if the next hop is an exit IBCF or a BGCF;
3)	if the PSAP is the next hop remove the P-Charging-Function-Addresses header fields, if present, else keep the P-Charging-Function-Addresses header fields if the next hop is an exit IBCF or an BGCF;
4)	if an IBCF or a BGCF is the next hop, delete any received "orig-ioi" header field parameter, and insert a type 2 "orig-ioi" header field parameter into the P-Charging-Vector header field. The E-CSCF shall set the type 2 "orig-ioi" header field parameter to a value that identifies the sending network. The E-CSCF shall not include the "term-ioi" header field parameter;
[...]
8)	if due to local policy or if the PSAP requires interconnect functionalities (e.g. PSAP address is of an IP address type other than the IP address type used in the IM CN subsystem), put the address of the IBCF to the topmost Route header field, in order to forward the request to the PSAP via an IBCF in the same network;
[...]
13)	route the request based on SIP routeing procedures.
[...]
[bookmark: _Toc462937354]A.1.3	Roles
[...]
Table A.3: Roles specific to this profile
	Item
	Roles
	Reference
	RFC status
	Profile status

	[...]

	9
	IBCF
	5.10
	n/a
	o.1

	9A
	IBCF (THIG)
	5.10.4
	n/a
	c4

	9B
	IBCF (IMS-ALG)
	5.10.5, 5.10.7
	n/a
	c4

	9C
	IBCF (Screening of SIP signalling)
	5.10.6
	n/a
	c4

	9D
	IBCF (Privacy protection)
	5.10.8
	n/a
	c4

	[...]

	[...]
c4: 	IF A.3/9 THEN o.3 ELSE n/a - - IBCF.
[...]
o.1:	It is mandatory to support exactly one of these items.
[...]
o.3:	It is mandatory to support at least one of these items.
[...]



[bookmark: _Toc462937358]A.2.1.2	Major capabilities
[bookmark: UAmajorcapability]Table A.4: Major capabilities
	Item
	Does the implementation support
	Reference
	RFC status
	Profile status

	[...]

	52
	a uniform resource name for services?
	[69]
	n/a
	c39

	[...]

	[...]
c39:	IF A.3/1 THEN m ELSE IF A.3/7B OR A.3/7D OR A.3/9 THEN o ELSE n/a - - UE, AS acting as an originating UA, or AS acting as third-party call controller, IBCF.
[...]



2. TS 24.525 V13.1.0 (2016-06) “Business trunking; Architecture and functional description”
[bookmark: _Toc454547197]6.2	Peering-based business trunking
[bookmark: _Toc454547198]6.2.1	Introduction
The NGCN site shall appear to the NGN as if it were an IBCF complying with the requirements identified in 3GPP TS 24.229 [18], subclause 4.1 for this functional entity.
[...]
[bookmark: _Toc454547222]6.2.10	Emergency calls
The NGCN site will normally identify an emergency call as an emergency call and ensure that it is received in the NGN with a Request-URI set to an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in IETF RFC 5031 [24]. An additional sub-service type can be added if information on the type of emergency service is known. Requests identified with this indication will be routed to an E-CSCF.
The IBCF will handle requests identified as emergency calls and which are public network traffic by routeing them to an E-CSCF.
NOTE 1:	The above constitutes an extension to the IMS architecture which still needs to be studied as to its inclusion in the main IMS architecture documents.
For requests identified as private network traffic, the IBCF handles such requests according to normal routeing procedures for requests, or handle the request as if it was public network traffic.
NOTE 2:	Such emergency calls are handled within some other NGCN site, which can either provide the emergency service routeing proxy, or the emergency answer point. Further study is required for what policy applies in selecting the one of the above options, and whether this choice is applicable to all or some identification of emergency calls, or handle the request as if it was public network traffic.
An NGCN site will normally provide a geolocation in conjunction with such calls, using the procedures of IETF RFC 6442 [30].
The presence of the private network indication can modify the emergency call handling at the IBCF. This is necessary if emergency calls relating to private network traffic are to be routed to a separate PSAP (a "private PSAP"), to the PSAP used for emergency calls relating to public network traffic.
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