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Proposed changes:
*** 1st Change ***
[bookmark: _Toc462830565]4b.5.1.1	General
If PCRF decides, based on subscriber's profile configuration, that the TDF session should be established with the TDF per corresponding IP-CAN session, during the IP-CAN session establishment or at any point of time when the PCRF decides that the session with TDF is to be established (e.g. subscriber profile changes), the PCRF shall indicate via the Sd reference point, the ADC rules to be applied at the TDF. The TDF-Information AVP shall be either received over Gx within initial CC-Request received from PCEF or pre-provisioned at PCRF. Each ADC rule shall include TDF-Application-Identifier AVP which references the corresponding application for which the rule applies.
When establishing the session with the TDF, the PCRF shall send a TS-Request with the PDN information, if available, within the Called-Station-Id AVP, the UE Ipv4 address within the Framed-IP-Address and/or the UE Ipv6 prefix within the Framed-Ipv6-Prefix AVP. These parameters shall uniquely identify the session between the PCRF and the TDF. Additionally, if available (i.e. received from the PCEF or the BBERF), the PCRF may include the following information: the user identification within the Subscription-Id AVP, the type of IP-CAN within the IP-CAN-Type AVP, the type of the radio access technology within the RAT-Type AVP if applicable and AN-Trusted AVP if applicable, the device information within User-Equipment-Info AVP, the SGSN address within either 3GPP-SGSN-Address AVP or 3GPP-SGSN-Ipv6-Address AVP, the user location information within 3GPP-User-Location-Info or within 3GPP2-BSID, the Routing Area Identity within RAI AVP, the Ipv4 and/ or Ipv6 address(es) of the access node gateway (SGW for 3GPP and AGW for non-3GPP networks) in the AN-GW-Address AVPs, the MCC and the MNC of the SGSN/S-GW in the 3GPP-SGSN-MCC-MNC AVP, the UE time zone information within 3GPP-MS-TimeZone AVP, the presence reporting area identifier within the Presence-Reporting-Area-Information AVP, the charging characteristics within 3GPP-Charging-Characteristics AVP, control plane P-GW address(es) within 3GPP-GGSN-Address AVP and/or 3GPP-GGSN-Ipv6-Address AVP, 3GPP-Selection-Mode AVP indicating how the APN was selected, Dynamic-Address-Flag AVP and Dynamic-Address-Flag-Extension AVP defining whether IP address(es) where statically or dynamically allocated and PDN-Connection-Charging-ID AVP containing the charging identifier to identify different records belonging to the same PDN connection. For xDSL IP-CAN Type, the Logical-Access-ID AVP and the Physical-Access-ID AVP may be provided.
NOTE:	For PDN type Ipv4v6, in case the UE Ipv4 address is not available in the PCRF , the PCRF initiates the TDF session establishment providing the UE Ipv6 prefix, and will subsequently provide UE Ipv4 address to the TDF using Event-Report-Indication AVP (as specified in clause 4b.5.8) to the TDF.
The ADC rules may be transferred to the TDF by using one of the following procedures:
-	PUSH procedure (Unsolicited provisioning): The PCRF may decide to provision ADC rules at TDF session establishment within TS-Request or at any point of time within active TDF session by using RA-Request. To provision ADC rules, the PCRF shall include those ADC rules in either TS-Request or RA-Request message; or
-	PULL procedure (Provisioning solicited by the TDF): In response to a request for ADC rules being made by the TDF, as described in the clause 4b.5.2, the PCRF shall provision ADC rules in the CC-Answer.
For each request from the TDF or upon the unsolicited provision, the PCRF shall provision zero or more ADC rules. The PCRF may perform an operation on a single ADC rule by one of the following means:
-	To activate or deactivate an ADC rule that is predefined at the TDF, the PCRF shall provision a reference to this ADC rule within an ADC-Rule-Name AVP and indicate the required action by choosing either the ADC-Rule-Install AVP or the ADC-Rule-Remove AVP.
-	To install or modify a PCRF-provisioned ADC rule, the PCRF shall provision a corresponding ADC-Rule-Definition AVP within an ADC-Rule-Install AVP.
-	To remove an ADC rule which has previously been provisioned by the PCRF, the PCRF shall provision the name of this ADC rule as value of an ADC-Rule-Name AVP within an ADC-Rule-Remove AVP.
As an alternative to providing a single ADC rule, the PCRF may provide an ADC-Rule-Base-Name AVP within an ADC-Rule-Install AVP or the ADC-Rule-Remove AVP as a reference to a group of ADC rules predefined at the TDF. With an ADC-Rule-Install AVP, a predefined group of ADC rules is activated. With an ADC-Rule-Remove AVP, a predefined group of ADC rules is deactivated.
The PCRF may combine multiple of the above ADC rule operations in a single command.
To activate a predefined ADC rule at the TDF, the rule name within an ADC-Rule-Name AVP shall be supplied within an ADC-Rule-Install AVP as a reference to the predefined rule. To activate a group of predefined ADC rules within the TDF, an ADC-Rule-Base-Name AVP shall be supplied within an ADC-Rule-Install AVP as a reference to the group of predefined ADC rules.
To install a new or modify an already installed PCRF defined ADC rule, the ADC-Rule-Definition AVP shall be used. If an ADC rule with the same rule name, as supplied in the ADC-Rule-Name AVP within the ADC-Rule-Definition AVP, already exists at the TDF, the new ADC rule shall update the currently installed rule. If the existing ADC rule already has attributes also included in the new ADC rule definition, the existing attributes shall be overwritten. Any attribute in the existing ADC rule not included in the new ADC rule definition shall remain valid.
For deactivating single predefined or removing PCRF-provided ADC rules, the ADC-Rule-Name AVP shall be supplied within an ADC-Rule-Remove AVP. For deactivating a group of predefined ADC rules, the ADC-Rule-Base-Name AVP shall be supplied within an ADC-Rule-Remove AVP.
The TDF shall apply the ADC rules to the user plane traffic with the IP address(es) matching the UE Ipv4 address within the Framed-IP-Address and/or the UE Ipv6 prefix within the Framed-Ipv6-Prefix AVP received over Sd interface and report the detected ultiplegapplication information via the corresponding TDF session.
If the provisioning of ADC rules fails, the TDF informs the PCRF as described in clause 4b.5.5 ADC Rule Error Handling. Depending on the cause, the PCRF may decide if re-installation, modification, removal of ADC rules or any other action applies.
*** 2nd Change ***
[bookmark: _Toc454185619]4b.5.8	Provisioning of Event Report Indication
The TDF may request from the PCRF to be informed about specific changes occurred in the location information/access network information in either a TSA, a CCR or an RAA command. In this case, the PCRF shall subscribe to the appropriate event triggers in the PCEF according to clause 4.5.3 or in the BBERF according to clause 4a.5.8.
NOTE 1: In case the IP flow mobility feature is enabled, the TDF doesn't have accurate information about the location and the type of RAT the user is attached to.
After receiving the reply of the event subscription from the PCEF or the BBERF, the PCRF shall send the event related information to the TDF by using a RAR command.
When PCRF is notified that an event is triggered in the PCEF or the BBERF, if the TDF has previously requested to be informed of the specific event, the PCRF shall notify the TDF about the event occurred together with additional related information (i.e. the parameter value). This notification shall be done by using the Event-Report-Indication AVP. There may be neither ADC Rule provisioning nor Event Trigger provisioning together with event report indication in this message.
When PCRF is notified by PCEF that either an UE_IP_ADDRESS_ALLOCATE or an UE_IP_ADDRESS_RELEASE event of the IP-CAN session occurs in the PCEF, the PCRF shall notify the TDF about the event for the corresponding TDF session. The Framed-IP-Address AVP shall also be provided. This notification shall also be done by using the Event-Report-Indication AVP within a RAR command. There may be neither ADC Rules nor Event Triggers in this message. If the PCRF notifies of the new UE Ipv4 address to the TDF, the TDF shall additional ly apply the ADC rules to the user plane traffic with the IP address matching the new UE Ipv4 address and report the detected ultiplegapplication information via the corresponding TDF session. If the PCRF notifies to the TDF that the UE Ipv4 address has been released, the TDF shall stop applying the ADC rule to the user plane traffic with IP address matching the released UE Ipv4 address.
NOTE 2:	The TDF does not need to subscribe the notification of the UE_IP_ADDRESS_ALLOCATE and UE_IP_ADDRESS_RELEASE.
Whenever the TDF subscribes to an event report indication by using the TSA, CCR or RAA command, the PCRF shall only send the corresponding currently applicable values which have been updated (e.g. 3GPP-User-Location-Info, 3GPP2-BSID, etc.) to the TDF in the RAR or CCA if available. In this case, the Event-Trigger AVPs shall not be included.
NOTE 3:	The PCRF can get the currently applicable values during the IP-CAN session establishment procedure or during the information reporting from the BBERF when the BBERF gets event subscription from the PCRF as defined in clause 5.3.7.
*** 3rd Change ***
[bookmark: _Toc462830601][bookmark: _Toc454185646]4b.5a.4	TDF session to Gx session linking
When the PCRF receives the CCR command with the CC-Request-Type set to the value "INITIAL_REQUEST", the PCRF links the TDF session to a Gx session, if the UE Ipv4 address orUE Ipv6 address of the TDF session matches the UE Ipv4 address or UE Ipv6 prefix of the Gx session. The PDN information if available in the Called-Station-Id AVP may also be used for this session linking.
When the PCRF checks if APNs within Called-Station-Id AVPs match each other, the PCRF shall apply the APN matching procedures in Annex H of 3GPP TS 29.213 [8].
The TDF should handle each UE Ipv4 address and UE Ipv6 prefix, assuming the max prefix length used in the access network, within a separate TDF session. The PCRF shall link the separate UE Ipv4 address related TDF session and UE Ipv6 address related TDF session to the same IP-CAN session and correlate the TDF sessions.
NOTE 1:	In the scenario where the TDF performs initial Application Detection on multipleultiple simultaneous traffic flows for the same UE Ipv6 prefix (i.e. two or more traffic flows from UE Ipv6 addresses of the same IP-CAN session) the TDF could not be aware that those flows belong to the same IP-CAN session until a response is received from the PCRF, containing the UE Ipv6 prefix. This leads to using separate TDF sessions for the UE Ipv6 addresses for the same IP-CAN session. The TDF reports new application detection information related to that UE Ipv6 prefix via any of the TDF sessions at a later stage.
*** 4th Change ***
4c.4.4	UE IPv4 Address Provisioning
When PCRF is notified by PCEF that either an UE_IP_ADDRESS_ALLOCATE or an UE_IP_ADDRESS_RELEASE event of the IP-CAN session occurs in the PCEF, the PCRF shall notify the TSSF about the event for the corresponding St session by including the UE_IP_ADDRESS_ALLOCATE or the UE_IP_ADDRESS_RELEASE event trigger within the Event-Reporting-Indication AVP which is included in a TSR command with the Request-Type AVP set to "1 (update request)". The Framed-IP-Address AVP shall also be provided within the Event-Report-Indication AVP when the UE_IP_ADDRESS_ALLOCATE event trigger is included. If the PCRF notifies of the new UE Ipv4 address to the TSSF, the TSSF shall additionally apply the ADC rules to the user plane traffic with the IP address matching the new UE Ipv4 address. If the PCRF notifies to the TSSF that the UE Ipv4 address has been released, the TSSF shall stop applying the ADC rule to the user plane traffic with IP address matching the released UE Ipv4 address.
NOTE 1:	It is possible not to include ADC Rules in the TSR command.
NOTE 2:	The TSSF does not need to subscribe the notification of the UE_IP_ADDRESS_ALLOCATE and UE_IP_ADDRESS_RELEASE.
*** End of Changes ***
