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1. Introduction
In CT#73 plenary meeting, it was approved to use new specification TS 29.250 for Nu reference point. The protocol over Nu interface should be decided firstly before we start other work. This contribution analyzes some possible solutions and aims at selecting an appropriate protocol for Nu reference point. 
2. Requirements

2.1 PFD definition

PFD (Packet Flow Description) as defined in 3GPP TS 23.682 [1], is a set of information enabling the PCEF/TDF to perform accurate application detection when the PFDs are managed by a third party SP (via the SCEF and the PFDF). It contains PFD id, a 3-tuple (protocol type, IP address and port number from the server), and/or the significant parts of the URL to be matched, and/or a Domain name matching criteria.
2.2 PFD management 
The PFDs may be managed by the third party SCS/AS into the operator network via the SCEF over the Nu interface, this procedure is described in 3GPP TS 23.682 [1].

For PFD management, the message context, provisioned by the SCEF to the PFDF (i.e. SCS/AS Identifier, SP Reference ID, external Application Identifier and one or more sets of PFDs and PFD operation, Allowed Delay) is very similar to the corresponding context provisioned from the third party SCS/AS to the PFDF (i.e. SCEF ID, SCEF Reference ID(s), Application Identifier, one or more sets of PFDs and PFD operation, Allowed Delay).
3. Candidate protocols
3.1 REST
The REST (Representational State Transfer) [2] interface is developed to be efficient for large-grain hypermedia date transfer. Currently, REST architecture is implemented by mostly using JSON format, which is relatively lightweight, for data interchange. High efficiency of date exchanging can be easily achieved without awareness of message contents. The REST web APIs are usually opened on the Internet and for public networks. In PCC architecture, the third party SCS/AS provisions traffic detection informations to the SCEF by using REST interface.
3.2 SOAP
SOAP (Simple Object Access Protocol) [3] is a web services access protocol and rely on standard well-established rules, utilizing HTTP or SMTP [4] for its message negotiation and transmission and XML for its data exchange format. SOAP usually associated with web services and WSDL [5] to build up web service interfaces implemented in internal system of some large enterprises. Cmplete semantic definitions in SOAP can be used to automatically generate client/server framework according to WSDL definition file. It is tool-friendly but unfriendly to program developers, hard to interpret in tranditional design-development model.
SOAP allows security policies to be enforced on data transferring. In CT system, it is always used for authorization and authentication of user subscription purpose. The XML parsing is more tedious and time-consuming, especially serious when the request/response contains great amount of data.

4. Conclusions
Both REST and SOAP are web services access protocols and rely on well-established rules. However, because REST is more lightweight and utilized between the third party SCS/AS and the SCEF, it is desirable to reuse and easy to be implemented the REST interface between the SCEF and the PFDF over the Nu interface. Consequently, REST is proposed as the protocol selected for Nu reference point.
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