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*** 1st Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".

[3]
3GPP TS 29.329: "Sh Interface based on the Diameter protocol".

[4]
IETF RFC 791: "Transmission Control Protocol".

[5]
IETF RFC 2234: "Augmented BNF for syntax specifications".

[6]
IETF RFC 3588: "Diameter Base Protocol".

[7]
IETF RFC 4006: "Diameter Credit Control Application".

[8]
IETF RFC 4960: "Stream Control Transmission Protocol".

[9]
IETF RFC 5719: "Updated IANA Considerations for Diameter Command Code Allocations".

[10]
3GPP TS 33.210: "Network Domain Security (NDS); IP network layer security".

[11]
3GPP TS 33.310: "Network Domain Security (NDS); Authentication Framework (AF)".

[12]
3GPP TS 29.336: "Home Subscriber Server (HSS) diameter interfaces for interworking with packet data networks and applications".

[13]
3GPP TS 29.303: "Domain Name System Procedures; Stage 3".

[14]
3GPP TS 23.003: "Numbering, addressing and identification".
[15]
3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".

[16]
3GPP TS 29.229: "Cx and Dx interfaces based on the Diameter protocol".

[17]
3GPP TS 29.337: "Diameter-based T4 interface for communications with packet data networks and applications".

[18]
IETF RFC 6733: "Diameter Base Protocol".
[aa]
3GPP TS 29.338: "Diameter based protocols to support SMS capable MMEs".

*** 2nd Change ***

4.2.2
MTC-IWF

The MTC-IWF resides in the HPLMN. An MTC-IWF could be a standalone entity or a functional entity of another network element. The MTC-IWF hides the internal PLMN topology and relays or translates information sent over Tsp to invoke specific functionality in the PLMN.

An MTC-IWF can be connected to one or more SCSs.
The functionality of the MTC-IWF includes the following:

-
terminates the Tsp, S6m, T4 and Rf/Ga reference points;

-
supports ability to authorize the SCS before communication establishment with the 3GPP network;

-
supports ability to authorize control plane requests from an SCS;

-
supports the following device trigger functionality:

-
reception of a device trigger request from SCS;

-
reception of a device trigger recall/replace request from SCS;

-
reporting to the SCS the acceptance or non-acceptance of the device trigger request;

-
reporting to the SCS the acceptance or non-acceptance of the device trigger recall/replace request;

-
reports to the SCS the success, failure or unconfirmed outcome of a device trigger delivery;

-
reports to the SCS the success, failure or unconfirmed outcome of the device trigger recall/replace request;

-
provides load control information to SCS as part of the response to trigger requests;
-
for MSISDN-less MO-SMS, delivers a payload and application port ID and the external ID of the UE to the SCS;
-
supports ability for secure communication between the 3GPP network and the SCS.

The architecture allows the use of multiple MTC-IWFs within a HPLMN.
*** 3rd Change ***

5.1
General

The following procedures apply over the Tsp reference point:

-
Request and confirmation of a device trigger

-
Notification of a device trigger

-
Recalling or replacing of an already submitted device trigger
-
Delivery of a MSISDN-less MO-SMS
*** 4th Change ***

5.x
Delivery of a MSISDN-less MO-SMS
If the MTC-IWF supports the "MSISDN-less MO-SMS Delivery" feature and receives an MSISDN-less MO-SMS via T4, the MTS will use the IMSI of the UE and application port ID received over T4 to query the HSS/HLR for an external ID, and the MTC-IWF shall then notify the SCS identified with the destination SME address (long/short code of the SCS/AS) received on the T4 interface by sending a Device-Notification-Request command to the SCS with the following AVPs in the Device-Notification AVP:

a)
Action-Type AVP set to the value "MSISDN-less MO-SMS Delivery (5)".
b) SM-RP-UI AVP containing the short message transfer protocol data unit as received on the T4 interface.
c) Application-Port-Identifier AVP containing the Application Port as received on the T4 interface, and
d)
External-Id AVP set to the identifier of the of the UE sending the SMS, as received from the HSS/HLR.
The SCS shall acknowledge the receipt of the Device-Notification-Request command by sending to the MTC-IWF a Device-Notification-Answer command.

*** 5th Change ***

6.4.3
Device-Notification AVP

The Device-Notification AVP (AVP code 3002) is of type Grouped. It is used by the MTC-IWF to report any action requested by the SCS.

AVP Format:

Device-Notification ::=             < AVP Header: 3002 >

                                    [ External-Id ]

                                    [ MSISDN ]

                                    [ SCS-Identity ]

                                    { Reference-Number }

                                    { Action-Type }

                                    [ Request-Status ]

                                    [ MTC-Error-Diagnostic ]

                                    [ Delivery-Outcome ]
                                    [ SM-RP-UI ]
                                    [ Application-Port-Identifier ]
                                   *[ AVP ]

*** 6th Change ***

6.4.6
Action-Type AVP

The Action-Type AVP (AVP code 3005) is of type Enumerated, and informs the MTC-IWF of what action type is required in the request and also informs the SCS of what action type is reported.

The following values are defined:

Device Trigger Request (1)

This value indicates a device trigger request and is used:

-
in the Device-Action AVP of the Device-Action-Request command;

-
in the Device-Notification AVP of the Device-Action-Answer command.

Delivery Report (2)

This value indicates a delivery report sent from MTC-IWF to the SCS and is used:

-
in the Device-Notification AVP of the Device-Notification-Request command.

Device Trigger Recall (3)

This value indicates a device trigger recall request and is used:

-
in the Device-Action AVP of the Device-Action-Request command;

-
in the Device-Notification AVP of the Device-Action-Answer command.

Device Trigger Replace (4)

This value indicates a device trigger replace request and is used:

-
in the Device-Action AVP of the Device-Action-Request command;

-
in the Device-Notification AVP of the Device-Action-Answer command.
MSISDN-less MO-SMS Delivery (5)


This value indicates the delivery of an MSISDN-less MO-SMS and is used in the Device-Notification AVP of the Device-Notification-Request command.

*** 7th Change ***

6.5.1
General

Table 6.5.1.1 lists the Diameter AVPs re-used by the Tsp reference point from existing Diameter Applications, reference to their respective specifications and a short description of their usage within the Tsp reference point. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 6.5.1.1, but they are re-used for the Tsp reference point. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings. For all AVPs which contain bit masks and are of the type Unsigned32, bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 should be used.

Table 6.5.1.1: Tsp re-used Diameter AVPs

	Attribute Name
	Reference
	Description
	Applicability (Note 1)

	MSISDN 
	TS 29.329 [3]
	MSISDN of the device.
	

	External-Id
	TS 29.336 [12]
	External identifier has the form username@realm.
	

	SCS-Identity
	TS 29.336 [12]
	This Information Element shall contain the identity of the Service Capability Server that is requesting a device trigger to the UE.
	

	Validity-Time
	IETF RFC 4006 [7]
	The validity time in seconds for the specific action requested.
	

	Supported-Features
	TS 29.229 [16]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange.
	

	MTC-Error-Diagnostic
	TS 29.337 [17]
	If present, this AVP provides additional information about the failure ocured in the SMS-SC. 
	

	SM-RP-UI
	TS 29.338 [aa]
	This information element shall contain the short message transfer protocol data unit.
	MSISDN-less MO-SMS Delivery

	NOTE 1:
AVPs marked with a supported feature are applicable as described in clause 6.4.12.


*** 8th Change ***

6.5.2.2
Supported-Feature-List AVP for the Tsp application

The syntax of this AVP is defined in TS 29.229 [16].

For the Tsp application, the meaning of the bits shall be as defined in table 6.5.2.2/1 for the Supported-Feature-List-ID of 1.

Table 6.5.2.2/1: Features of Feature-List-ID 1 used in Tsp

	Feature bit
	Feature
	M/O
	Description

	0
	Device-Trigger-Recall-Replace
	O
	This Feature indicates the support of the applicability to support the functionality for device trigger recall and device trigger replace.

This Feature is applicable for the DAR/DAA command pair.

If an MTC-IWF or SCS does not indicate the support of the feature the SCS shall not send device trigger recall requests to an MTC-IWF and SCS shall treat the device trigger replace as a new device trigger.

	1
	MSISDN-less MO-SMS Delivery
	O
	This Feature indicates the support of the functionality for the delivery of a MSISDN-less MO-SMS.

This Feature is applicable for the DNR/DNA command pair.

	Feature bit: The order number of the bit within the Supported-Features AVP, e.g. "1".

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Device-Trigger-Recall-Replace".

M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").

Description: A clear textual description of the feature.


*** 9th Change ***

A.X
Delivery of a MSISDN-less MO-SMS
This sub clause illustrates the Tsp Message Sequence Diagram for delivery of an MSISDN-less MO-SMS upon reception of such an SMS over T4.
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Figure A.X.1: Delivery of a MSISDN-less MO-SMS
The flow consists of the following operations:

1.
For small data delivery, an UE without MSISDN sends an SMS that is forwarded to the SMS-SC.
2.
The SMS-SC extracts the SMS payload, Application port ID, and IMSI of the UE and delivers them to MTC-IWF via T4 along with the destination SME address.

3.
The MTC-IWF uses the IMSI of the UE and application port ID to query the HSS/HLR for external ID.

4.
The MTC-IWF notifies the SCS of the received SMS by sending a Device-Notification-Request command with Action-Type AVP set to the value "MSISDN-less MO-SMS Delivery (5)", SM-RP-UI AVP, Application-Port-Identifier AVP, and External-Id AVP s.

5.
The SCS acknowledges to the MTC-IWF that is has successfully received the outcome of the device trigger request by sending a Device-Notification-Answer command.

6.
The MTC-IWF responds back to the SMS-SC that is has successfully transferred the SMS.

*** End of Changes ***
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