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	Reason for change:
	
In the subclause 6.12.2 of 23.203, it is described as follows:

“At creation of a NBIFOM routing rule, the PCEF provides the NBIFOM routing rule information to the PCRF. The PCRF checks if there is a PCC Rule with a corresponding service data flow template installed in the PCEF. If it is so, the PCRF updates the Allowed Access Type in this PCC Rule according to the Routing Access Information. Otherwise a new PCC Rules is created with a service data flow filter equal to the Routing Filter, a precedence according to the Routing Rule Priority and the Allowed Access Type set to the Routing Access Information and then installed in the PCEF. The PCRF may also reject a NBIFOM routing rule according to operator policy.
The removal of a NBIFOM routing rule is used by the PCRF to remove the corresponding PCC Rule if the PCC rule creation was triggered by this NBIFOM routing rule. Otherwise, the PCRF removes only the Allowed Access Type in this PCC Rule.”
And also in agreed SA2 CR (S2-164055), it is described as follows:
“When the UE wants to request the network to allocate resources for one or more IP flows in the non-default NBIFOM access, the UE shall provide a corresponding Routing Rule in the same request.”
According to above descriptions, the PCRF shall consider following scenarios when it makes the NBIFOM decision.

1) If the PCRF receives the the Event-Trigger AVP set to RESOURCE_MODIFICATION_REQUEST in the same CCR command.
2) If a PCC Rule with a corresponding service data flow template installed in the PCEF 

	
	

	Summary of change:
	1) 
3) In the UE-initiated IP flow mobility procedure or UE requested IP flow mapping procedure,  if the PCRF receives the the Event-Trigger AVP set to RESOURCE_MODIFICATION_REQUEST in the same CCR command, the PCRF shall firstly make a PCC rule decision as defined in subclause 4.5.1 and then make the NBIFOM decision; otherwise, the PCRF shall make a decision based on the NBIFOM routing rule. In this case, for creation of NBIFOM routing rule, the PCRF checks if there is a PCC Rule with a corresponding service data flow template installed in the PCEF. If it is so, the PCRF shall determine the allowed access type for the PCC rule according to the NBIFOM routing rule; otherwise, the PCRF shall make a new PCC rule according to the NBIFOM rule and local policy, i.e. a service data flow filter equal to the Routing Filter, a precedence according to the precedence of NBIFOM routing rule, QoS parameter based on the local policy and determine the allowed access type according to the NBIFOM routing rule; for deletion of NBIFOM routing rule, if the PCC rule creation was triggered by this NBIFOM routing rule. the PCRF shall remove the corresponding PCC rule Otherwise, the PCRF removes only the Allowed Access Type in this PCC Rule.the PCRF shall remove the corresponding PCC rule by including the Charging-Rule-Remove AVP with the Charging-Rule-Name AVP containing the identity of the PCC rules to be removed in the CCA command; otherwise the PCRF shall remove allowed access type for the corresponding PCC rules by including the Charging-Rule-Install AVP containing one or more PCC rules within Charging-Rule-Definition AVP(s) without IP-CAN-Type AVP.
2) 
3) 

	
	

	Consequences if not approved:
	PCRF can’t perform the PCC rule creation, modification and deletion correctly.
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Proposed changes:

*** 1st Change ***

4.5.25.2.4
Network-initiated IP flow mobility within a PDN connection (Network-initiated NBIFOM mode)

When a multi access IP-CAN session has been set-up in Network-initiated mode, the PCRF may at any time determine that flows should be moved from a source access to a target access. In that case, the PCRF shall send a RAR or respond with a CCA to the PCEF including Charging-Rule-Install AVP which includes the updated PCC Rules within the Charging-Rule-Definition AVP(s) with the new allowed access type within the IP-CAN-Type AVP and the PCRF shall also assign and include the NBIFOM routing rule identifier in the Routing-Rule-Identifier AVP(s) within the Flow-Information AVP(s). The PCEF shall derive the NBIFOM routing rules from the PCC rules and send them to the UE as defined 3GPP TS 29.274 [22].

The PCRF may also at any time determine that flows need to be created/modified/deleted. In that case, the PCRF shall send a RAR or respond with a CCA .
For creation/modification the PCRF shall include within the Charging-Rule-Install AVP the allowed access type within the IP-CAN-Type AVP (if new or changed), the new/modified PCC Rules within the Charging-Rule-Definition AVP(s) and the NBIFOM routing rule identifier in the Routing-Rule-Identifier AVP within the Flow-Information AVP(s).
NOTE x:
If a PCC rule is intended to be bounded to the default access, the allowed access type can be omitted when the PCC rule is installed or modified.
The PCEF shall derive the NBIFOM routing rules from the PCC rules and send them to the UE as defined 3GPP TS 29.274 [22] and keep the mapping between the NBIFOM routing rule identifier provided by the PCRF and the routing filter identifier of the corresponding NBIFOM routing rule in GTP.
For deletion the PCRF shall include the Charging-Rule-Remove AVP with the Charging-Rule-Name AVP(s) containing the identity of the PCC rule(s) to be removed.
The UE may reject the NBIFOM routing rule provided by the PCRF due to local radio conditions. In that case, the PCEF shall report the rejection to the PCRF by including the Charging-Rule-Report AVP with the Charging-Rule-Identifier AVP and the Rule-Failure-Code set to the value according to the cause received from the GTP as specified in 3GPP TS 29.274 [22].
NOTE y:
The UE is not allowed to request modification or deletion of  NBIFOM routing filters initiated by the network. The UE can request to modify the access type of NBIFOM routing rules initiated by the network.

*** 2nd Change ***

4.5.25.2.5
UE-initiated IP flow mobility within a PDN connection (UE-initiated NBIFOM mode)

When the PCEF receives a decision from the UE to create/replace/delete NBIFOM routing rules as defined in 3GPP TS 29.274 [22], the PCEF shall send a CCR command to the PCRF including the Event-Trigger AVP set to ROUTING_RULE_CHANGE. Additionally,

-
if the UE requested to create new NBIFOM routing rules, the PCEF shall include the Routing-Rule-Install AVP with one or more Routing-Rule-Definition AVPs containing the new NBIFOM in the CCR command.The PCEF shall assign NBIFOM routing rule identifier value(s) for each received NBIFOM routing rule identifier in GTP and include that in the Routing-Rule-Identifier AVP(s) within the Routing-Rule-Definition AVP(s).
- 
if the UE requested to modify existing NBIFOM routing rules, the PCEF shall include the Routing-Rule-Install AVP with one or more Routing-Rule-Definition AVPs containing updated NBIFOM routing rule(s). The PCEF shall include the NBIFOM routing rule identifier(s) corresponding to each received  NBIFOM routing rule identifier in GTP in the Routing-Rule-IdentifierAVP(s) within the Routing-Rule-Definition AVP(s).
-
if the UE requested to delete existing NBIFOM routing rules, the PCEF shall include the Routing-Rule-Remove AVP(s) with the Routing-Rule-Identifier AVP(s) corresponding to each received  NBIFOM routing rule identifier in GTP.
NOTE x: If UE initiates a resource modification procedure to add a new packet filter which is the same as the packet filter of the new NBIFOM routing rule, modify an existing packet filter which is the same as the packet fitler of the modified NBIFOM routing rule or delete an existing packet filter which is same as  the packet filter of the removed NBIFOM routing rule in the same request, the PCEF performs the procedure as defined in subclause 4.5.1 in the same CCR command.
-
if the UE requested the default NBIFOM access, the PCEF shall indicate the default NBIFOM access selected by the UE by including the type of default access within the Default-Access AVP.
The PCRF may reject NBIFOM routing rules received from the UE by including the Routing-Rule-Report AVP with the rejected NBIFOM routing rule identifier within the Routing-Rule-Identifier AVP and the Routing-Rule-Failure-Code AVP set to the corresponding value in the CCA command. Otherwise the PCRF shall behave as follows:

-
If the PCRF receives the Event-Trigger AVP set to RESOURCE_MODIFICATION_REQUEST in the same command, 

-
for creation of NBIFOM routing rule, the PCRF shall make a new PCC rule as defined in sublcause 4.5.1 and determine the allowed access for the PCC rule according to the NBIFOM rule. And then the PCRF shall include the Charging-Rule-Install AVP containing the allowed access type within the IP-CAN-Type AVP and thePCC rules within Charging-Rule-Definition AVP in the CCA command, 
-
for modification of NBIFOM routing rule, the PCRF shall update the PCC rule as defined in subclause 4.5.1 and determine the new allowed access type of the corresponding PCC rule according to the NBIFOM routing rule. And then the PCRF shall include the Charging-Rule-Install AVP containing the new allowed access type within the IP-CAN-Type AVP and the PCC rules within Charging-Rule-Definition AVP in the CCA command, and/or
-
for deletion of NBIFOM routing rule, the PCRF shall remove the corresponding PCC rule and include the Charging-Rule-Remove AVP with the Charging-Rule-Name AVP containing the identity of the PCC rules to be removed in the CCA command.
-
Otherwise,

-
for creation of NBIFOM routing rule, the PCRF checks if there is a PCC Rule with a corresponding service data flow template installed in the PCEF. If it is so, the PCRF shall determine the allowed access type for the PCC rule according to the NBIFOM routing rule; otherwise, the PCRF shall make a new PCC rule according to the NBIFOM rule and local policy, i.e. a service data flow filter equal to the Routing Filter, a precedence according to the precedence of NBIFOM routing rule, QoS parameter based on the local policy and determine the allowed access type according to the NBIFOM routing rule. And then the PCRF shall include the Charging-Rule-Install AVP containing the allowed access type within the IP-CAN-Type AVP and thePCC rule(s) within one or more Charging-Rule-Definition AVP(s) in the CCA command, 
-
for modification of NBIFOM routing rule, the PCRF shall determine the new allowed access type of the corresponding PCC rule according to the NBIFOM routing rule. And then the PCRF shall include the Charging-Rule-Install AVP containing the new allowed access type within the IP-CAN-Type AVP and the PCC rule(s) within one or more Charging-Rule-Definition AVP(s) in the CCA command, and/or
-
for deletion of NBIFOM routing rule, if the PCC rule creation was triggered by this NBIFOM routing rule. the PCRF shall remove the corresponding PCC rule Otherwise, the PCRF removes only the Allowed Access Type in this PCC Rule.the PCRF shall remove the corresponding PCC rule by including the Charging-Rule-Remove AVP with the Charging-Rule-Name AVP containing the identity of the PCC rules to be removed in the CCA command; otherwise the PCRF shall remove allowed access type for the corresponding PCC rules by including the Charging-Rule-Install AVP containing one or more PCC rules within Charging-Rule-Definition AVP(s) without IP-CAN-Type AVP.
NOTE y:
If a PCC rule is intended to be bounded to the default access, the allowed access type can be omitted when the PCC rule is installed or modified.
If the UE requested the default NBIFOM access, the PCRF shall verify whether the default NBIFOM access provided by the UE complies with the subscription. The PCRF shall indicate the default NBIFOM access by including the type of default access within the Default-Access AVP.

*** 2nd Change ***

4.5.25.2.6
UE Requested IP Flow Mapping (Network-initiated NBIFOM mode)

This procedure is only used in Network-initiated NBIFOM mode when the UE wants to request the network to apply specific mappings of IP flows to an access as defined 3GPP TS 23.161 [51].

When the PCEF receives a decision from the UE to create/modify/delete UE Requested IP Flow Mapping as defined in 3GPP TS 29.274 [22], the PCEF shall send a CCR command to the PCRF including the Event-Trigger AVP set to ROUTING_RULE_CHANGE. Additionally,

-
if the UE requested to create a new UE Requested IP Flow Mapping, the PCEF shall include the, Routing-Rule-Install AVP with one or more Routing-Rule-Definition AVPs that containing the new and updated NBIFOM routing rule(s) in the CCR command. The PCEF shall include a new assigned NBIFOM routing rule identifier in the Routing-Rule-Identifier AVP(s) within the Routing-Rule-Definition AVP(s).
-
if the UE requested to modify a UE Requested IP Flow Mapping and there is corresponding NBIFOM routing rule(s) over Gx interface, the PCEF shall include the Routing-Rule-Install AVP with one or more Routing-Rule-Definition AVP(s) containing the NBIFOM routing rule(s).The PCEF shall include NBIFOM routing rule identifier(s) corresponding to the received NBIFOM routing rule identifier(s) in GTP in the Routing-Rule-Identifier AVP(s) within the Routing-Rule-Definition AVP(s).
-
if the UE requested to modify a UE Requested IP Flow Mapping(s) for changing the allowed access type and there is no corresponding NBIFOM routing rule(s) over Gx interface, the PCEF shall include the Routing-Rule-Install AVP with one or more Routing-Rule-Definition AVP(s) containing the NBIFOM routing rule(s) with the IP-CAN-Type AVP containing the requested access type in the IP Flow Mapping.The PCEF shall include NBIFOM routing rule identifier(s) corresponding to the received NBIFOM routing rule identifier(s) in GTP in the Routing-Rule-Identifier AVP(s) within the Routing-Rule-Definition AVP(s). 
-
if the UE requested to remove a UE Requested IP Flow Mapping the PCEF shall include NBIFOM routing rule identifier(s) corresponding  to the received NBIFOM routing rule identifier(s) in GTP in the Routing-Rule-Identifier AVP(s) within the Routing-Rule-Remove AVP.
NOTE 1:
For the case when the PCEF receives a decision from the UE to create UE Requested IP Flow Mapping no rule identifier(s) is provided by the UE. In this case the rule identifier to be used in communication with the UE is assigned by the  PCEF.
NOTE x: If UE initiates a resource modification procedure to add a new packet filter which is the same as the packet filter of the new NBIFOM routing rule, modify an existing packet filter which is the same as the packet fitler of the modified NBIFOM routing rule or delete an existing packet filter which is same as  the packet filter of the removed NBIFOM routing rule in the same request, the PCEF performs the procedure as defined in subclause 4.5.1 in the same CCR command.
The PCRF may reject NBIFOM routing rules received from the PCEF by including the NBIFOM-Routing-Rule-Report AVP with the rejected NBIFOM routing rule identifier within the Routing-Rule-Identifier AVP and the Routing-Rule-Failure-Code AVP set to the corresponding value in the CCA command. 
Otherwise the PCRF shall behave as follows:
-
If the PCRF receives the Event-Trigger AVP set to RESOURCE_MODIFICATION_REQUEST in the same command, 
-
and if creation of new NBIFOM routing rule with NBIFOM routing rule identifier provided by the PCEF is received, the PCRF shall make a new PCC rule as defined in sublcause 4.5.1 and determine the allowed access for the PCC rule according to the NBIFOM rule, and then the PCRF shall the PCRF shall include the Charging-Rule-Install AVP containing the new allowed access type within the IP-CAN-Type AVP and new PCC rule within the Charging-Rule-Definition AVP in the CCA command.
-
and if modification of a existing NBIFOM routing rule with NBIFOM routing rule identifier provided by the PCEF is received, the PCRF shall update the PCC rule as defined in subclause 4.5.1 and determine the new allowed access type of the corresponding PCC rule according to the NBIFOM routing rule. And then the PCRF shall include the Charging-Rule-Install AVP containing the new allowed access type within the IP-CAN-Type AVP and the PCC rules within Charging-Rule-Definition AVP in the CCA command,.
-
If removal of NBIFOM routing rule is received for an NBIFOM routing rule with the NBIFOM routing rule identifier provided by the PCEF, the PCRF shall remove the corresponding PCC rule and include the Charging-Rule-Remove AVP with the Charging-Rule-Name AVP containing the identity of the PCC rules to be removed in the CCA command.
-
Otherwise,
-
and ff creation of new NBIFOM routing rule with NBIFOM routing rule identifier provided by the PCEF is received, the PCRF shall make a new PCC rule according to the NBIFOM rule and local policy, i.e. a service data flow filter equal to the Routing Filter, a precedence according to the precedence of NBIFOM routing rule, QoS parameter based on the local policy and determine the allowed access type according to the NBIFOM routing rule. And then the PCRF shall include the Charging-Rule-Install AVP containing the new allowed access type within the IP-CAN-Type AVP and new PCC rule within the Charging-Rule-Definition AVP in the CCA command.
-
and ff creation of a new NBIFOM routing rule or modification of an existing NBIFOM routing rule with NBIFOM routing rule identifier provided by the PCRF is received, the PCRF shall check whether only one packet filter exists in the correponding PCC rule, If so, the PCRF shall include the Charging-Rule-Install AVP containing the new allowed access type within the IP-CAN-Type AVP and updated PCC rule within the Charging-Rule-Definition AVP; Otherwise, the PCRF shall include one Charging-Rule-Install AVP containing the existing allowed access type within the IP-CAN-Type AVP and updated PCC rule which removes the packet filter identified by the NBIFOM routing rule identifier within the Charging-Rule-Definition AVP and one Charging-Rule-Install AVP containing the new allowed access type within the IP-CAN-Type AVP and the PCC rule which includes the packet filter identified by the NBIFOM routing rule identifier.
-
If modification of a existing NBIFOM routing rule with NBIFOM routing rule identifier provided by the PCEF is received, the PCRF shall include the Charging-Rule-Install AVP containing the new allowed access type within the IP-CAN-Type AVP and updated PCC rule within the Charging-Rule-Definition AVP.
-
If removal of NBIFOM routing rule is received for an NBIFOM routing rule with the NBIFOM routing rule identifier provided by the PCEF, and if the corresponding PCC rules are created by the NBIFOM routing rule, the PCRF shall delete corresponding PCC rule and include the Charging-Rule-Remove AVP with one or more Charging-Rule-Name AVP(s) containing the identity of the PCC rule(s) to be removed; otherwise, the PCRF shall remove the allowed access type for the PCC rule by  including the Charging-Rule-Install AVP containing one or more PCC rules within Charging-Rule-Definition AVP(s) without IP-CAN-Type AVP.
NOTE y:
In Network-initiated NBIFOM mode the PCRF can initiate a creation, modification and/or deletion of additional PCC rules in the same response. If the PCRF does that, the PCEF initiates additional IP-CAN specific procedures to provide the NBIFOM routing rules derived from the additional PCC rules.
NOTE z:
If a PCC rule is intended to be bounded to the default access, the allowed access type can be omitted when the PCC rule is installed or modified.

*** End of Changes ***

