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*** 1st Change ***

4.3.1.1
General

This clause contains the detailed procedures for:

· Requesting one-time or continuous network status report;

· Continuous reporting of network status; 
· Cancellation of continuous reporting of network status.

*** 2nd Change ***

5.2
Initialization, maintenance and termination of connection and session
The initialization and maintenance of the connection between each SCEF and RCAF pair is defined by the underlying protocol. Establishment and maintenance of connections between Diameter nodes is described in IETF RFC 3588 [3].
After establishing the transport connection, the SCEF and the RCAF shall advertise the support of the Ns specific Application by including the value of the application identifier in the Auth-Application-Id AVP and the value of the 3GPP (10415) in the Vendor-Id AVP of the Vendor-Specific-Application-Id AVP contained in the Capabilities‑Exchange-Request and Capabilities-Exchange-Answer commands. The Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands are specified in the Diameter Base Protocol (IETF RFC 3588 [3]).
The Ns Diameter session shall consist of a single request and answer pair. The Ns Diameter session is terminated after each request and answer pair interaction. In order to indicate that the session state is not to be maintained, the Diameter client and server shall include the Auth-Session-State AVP with the value set to NO_STATE_MAINTAINED (1), in the request and in the answer messages (see IETF RFC 3588 [3]).
*** 3rd Change ***

5.3.3
Ns-Request-Type AVP

The Ns-Request-Type AVP (AVP code 4102) is of type Unsigned32, and contains the reason for sending a request message.

The following values are defined:

0
(initial request)

An initial request is used to initiate a one time or continuous reporting and contains information that is relevant to initiation.

1
(cancellation request)


A cancellation request is used to cancel an ongoing continuous reporting.
*** 4th Change ***

5.6.2
Network-Status-Request (NSR) command

The NSR command, indicated by the Command-Code field set to 8388724 and the 'R' bit set in the Command Flags field, is sent by the SCEF to the RCAF as part of the one time or continuous network status reporting procedure and as part of the cancellation of continuous reporting of network status procedure.
Message Format:

<NS-Request> ::= <Diameter Header: 8388724, REQ, PXY >

                 < Session-Id >
                 [ DRMP ]

                 { Vendor-Specific-Application-Id }

                 { Auth-Session-State }
                 { Origin-Host }
                 { Origin-Realm }
                 { Destination-Realm }
                 [ Destination-Host ]
                 [ Origin-State-Id ]
                 [ OC-Supported-Features ]
                 { Ns-Request-Type }
                 [ SCEF-Reference-ID]
                 [ Network-Area-Info-List ] 

                 [ Congestion-Level-Range] 
                 [ Monitoring-Duration]


                *[ Proxy-Info ]

                *[ Route-Record ]

                *[ Supported-Features ]

                *[ AVP ]
*** 5th Change ***

5.6.3
Network-Status-Answer (NSA) command

The NSA command, indicated by the Command-Code field set to 8388724 and the 'R' bit cleared in the Command Flags field, is sent by the RCAF to the SCEF as part of the one time or continuous network status reporting request procedure and as part of the cancellation of continuous reporting of network status procedure.

Message Format:

<NS-Answer> ::=  < Diameter Header: 8388724, PXY >

                 < Session-Id >
                 [ DRMP ]
                 { Vendor-Specific-Application-Id }

                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]
                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                 [ SCEF-Reference-ID]
                 [ Origin-State-Id ]

                *[ Network-Congestion-Area-Report ] 
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Proxy-Info ]

                *[ Supported-Features ]
                *[ AVP ]
*** 6th Change ***

5.6.5
Network-Status-Continuous-Report-Answer (NCA) command

The NCA command, indicated by the Command-Code field set to 8388725 and the 'R' bit cleared in the Command Flags field, is sent by the SCEF to the RCAF as part of the continuous network status reporting procedure.

Message Format:

<NC-Answer> ::=  < Diameter Header: 8388725, PXY >

                 < Session-Id >

                 [ DRMP ]

                 { Vendor-Specific-Application-Id }

                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]

                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Proxy-Info ]

                *[ Supported-Features ]
                *[ AVP ]
*** 7th Change ***
A.3
Cancellation of continuous reporting of network status

This signalling flow is used by SCEF to request the cancellation of continuous reporting of network status.
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Figure A.3.1: Cancellation of continuous reporting of network status
1.
When the SCEF detects that the duration for ongoing continuous reporting of network status is over or is requested to terminate ongoing continuous reporting of network status by the SCS/AS, the SCEF sends a Diameter NSR command to the identified RCAF(s) including the parameters as defined in subclause 4.3.1.4.

2.
The RCAF removes the continuous reporting of network status related instructions meaning that the RCAF will no longer notify the SCEF of the change of the network status, and sends a NSA command to the SCEF.
*** End of Change ***
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