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Proposed changes:

*** 1st Change ***

4c.4.1
Traffic Steering Control Information Provisioning
If the PCRF determines at IP-CAN session establishment or at any later point of time that the traffic steering control is needed for the IP-CAN session, the PCRF shall indicate via the St reference point the traffic steering control to be applied at the TSSF.
To indicate the traffic steering control information, the PCRF shall use the following procedure.

If no active St Diameter session exists for the IP-CAN session, the PCRF shall establish an St Diameter session by sending an TDF-Session-Request (TSR) to the TSSF including the Request-Type AVP set to "0 (initial request)". Within the TSR, the PCRF shall provide the UE IPv4 address within the Framed-IP-Address AVP and/or UE IPv6 prefix within the Framed-IPv6-Prefix AVP and ADC-Rule-Install AVP(s).

NOTE:
How to cover a scenario where the same IP address is related to different PDN connections is not addressed in the present release.
If an active St Diameter session exists for the IP CAN session, the PCRF shall send an TDF-Session-Request (TSR) to the TSSF including the Request-Type AVP set to "1 (update request)" and ADC-Rule-Install AVP(s) and/or ADC-Rule-Remove AVP(s).

The PCRF shall use the ADC rule to contain the traffic steering control information. An ADC rule for traffic steering control, as defined within the ADC-Rule-Definition AVP shall consist of:

-
a rule identifier within the ADC-Rule-Name AVP;

-
either an TDF-Application-Identifier AVP or service data flow filter(s) within an Flow-Information AVP;
-
a Precedence AVP; and
-
Traffic steering policy identifier(s) within the Traffic-Steering-Policy-Identifier-DL AVP and the Traffic-Steering-Policy-Identifier-UL AVP.
The PCRF may perform an operation on a single ADC rule by one of the following means:

-
To activate or deactivate an ADC rule that is predefined at the TSSF, the PCRF shall provision a reference to this ADC rule within an ADC-Rule-Name AVP and indicate the required action by choosing either the ADC-Rule-Install AVP or the ADC-Rule-Remove AVP.

-
To install or modify a PCRF-provisioned ADC rule, the PCRF shall provision a corresponding ADC-Rule-Definition AVP within an ADC-Rule-Install AVP.

-
To remove an ADC rule which has previously been provisioned by the PCRF, the PCRF shall provision the name of this ADC rule as value of an ADC-Rule-Name AVP within an ADC-Rule-Remove AVP.

As an alternative to providing a single ADC rule, the PCRF may provide an ADC-Rule-Base-Name AVP within an ADC-Rule-Install AVP or the ADC-Rule-Remove AVP as a reference to a group of ADC rules predefined at the TSSF. With an ADC-Rule-Install AVP, a predefined group of ADC rules is activated. With an ADC-Rule-Remove AVP, a predefined group of ADC rules is deactivated.

The PCRF may combine multiple of the above ADC rule operations in a single command.
To activate a predefined ADC rule at the TSSF, the rule name within an ADC-Rule-Name AVP shall be supplied within an ADC-Rule-Install AVP as a reference to the predefined rule. To activate a group of predefined ADC rules within the TSSF, an ADC-Rule-Base-Name AVP shall be supplied within an ADC-Rule-Install AVP as a reference to the group of predefined ADC rules.
To install a new or modify an already installed PCRF defined ADC rule, the ADC-Rule-Definition AVP shall be used. If an ADC rule with the same rule name, as supplied in the ADC-Rule-Name AVP within the ADC-Rule-Definition AVP, already exists at the TSSF, the new ADC rule shall update the currently installed rule. If the existing ADC rule already has attributes also included in the new ADC rule definition, the existing attributes shall be overwritten. Any attribute in the existing ADC rule not included in the new ADC rule definition shall remain valid.

For deactivating single predefined or removing PCRF-provided ADC rules, the ADC-Rule-Name AVP shall be supplied within an ADC-Rule-Remove AVP. For deactivating a group of predefined ADC rules, the ADC-Rule-Base-Name AVP shall be supplied within an ADC-Rule-Remove AVP.
The TSSF shall apply the ADC rules to the user plane traffic with the IP address(es) matching the UE Ipv4 address within the Framed-IP-Address and/or the UE Ipv6 prefix within the Framed-Ipv6-Prefix AVP.
If the provisioning of ADC rules fails, the TSSF informs the PCRF as described in subclause 4c.4.3. Depending on the cause, the PCRF may decide if re-installation, modification, removal of ADC rules or any other action applies.

When a combination of PCEF/TDF with traffic steering control feature and TSSF is deployed, the PCEF/TDF is utilized for application detection and packet marking while traffic steering is done using TSSF. The packet marking identifier within Packet-Marking-Identifier-DL AVP and Packet-Marking-Identifier-UL AVP, the traffic steering policy identifier(s) within the Traffic-Steering-Policy-Identifier-DL AVP and the Traffic-Steering-Policy-Identifier-UL AVP shall be included over St reference point for traffic steering control. The value used for packet marking at the PCEF/TDF (according to the Traffic steering policy identifier within Traffic-Steering-Policy-Identifier-DL AVP and the Traffic-Steering-Policy-Identifier-UL AVP received from the PCRF) shall be the same as the packet marking identifier within Packet-Marking-Identifier-DL AVP and Packet-Marking-Identifier-UL AVP that is sent to the TSSF and used for traffic steering. 
*** 2nd Change ***

5.3.53
Flow-Information AVP (All access types)

The Flow-Information AVP (AVP code 1058) is of type Grouped, and it is sent from the PCRF to the PCEF and contains the information from a single IP flow packet filter.
The Flow-Description, ToS-Traffic-Class, Security-Parameter-Index and Flow-Label AVPs specify the parameters to be used for matching payload packets. If any of these AVPs is present, then the Flow-Direction AVP shall also be included. If the Flow-Information AVP includes any of the Flow-Description, ToS-Traffic-Class, Security-Parameter-Index or Flow-Label AVPs, these values replace any previous value for all the Flow-Description, ToS-Traffic-Class, Security-Parameter-Index and Flow-Label AVPs.
The Flow-Information AVP shall include the Flow-Direction AVP, declaring in what direction(s) the filter applies.

The PCRF shall only assign the packet filter identifier in the Packet-Filter-Identifier AVP for PCC rules created as a result of UE-initiated resource allocation.
NOTE 1:
The UE can only modify packet filters that the UE has introduced and associated resources. The packet filter identifiers are only needed for packet filters created by the UE.
For PCC rules modified as a result of UE-initiated resource modification that include the modified Flow-Information AVP, the PCRF shall include the packet filter identifier in the Packet-Filter-Identifier AVP.

The Flow-Direction AVP shall be included unless no other AVPs other than Packet-Filter-Identifier AVP are included within the Flow-Information AVP.

The Routing-Rule-Identifier AVP shall be included in the case of NBIFOM and when the PCRF initiates/has initiated the NBIFOM routing rule(s). It is used by the PCEF as routing rule identifier for the corresponding NBIFOM routing rule sent over Gx interface when the PCEF receives an UE-requested IP flow mapping modification request for therouting rule. See subclause 4.5.25.2 for further details.
NOTE 2:
For 3GPP accesses, the possible combinations of Flow-Description, Type-of-Service/Traffic Class, the IPSec SPI, and the Flow Label in the TFT filter are defined in 3GPP TS 23.060 [17].
AVP Format:

Flow-Information ::= < AVP Header: 1058 >








 [ Flow-Description ]







 [ Packet-Filter-Identifier ]








 [ Packet-Filter-Usage ]







 [ ToS-Traffic-Class ]








 [ Security-Parameter-Index ]








 [ Flow-Label ]








 [ Flow-Direction ]







 [ Routing-Rule-Identifier ]








[ Packet-Marking-Identifier-DL ]








[ Packet-Marking-Identifier-UL ]







*[ AVP ]
*** 3rd Change ***

5.3.x
Packet-Marking-Identifier-DL AVP
The Packet-Marking-Identifier (AVP code xxx) is of type OctetString and is used to mark the downlink packet for traffic steering control at the TSSF.
*** 4th Change ***

5.3.y
Packet-Marking-Identifier-UL AVP
The Packet-Marking-Identifier (AVP code yyy) is of type OctetString and is used to mark the uplink packet for traffic steering control at the TSSF.
5c.3.1
General

Table 5c.3.1.1 describes the Diameter AVPs defined for the St reference point, their AVP Code values, types, possible flag values, and whether or not the AVP may be encrypted. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).
Table 5c.3.1.1: St specific Diameter AVPs
	
	
	
	
	AVP Flag rules (NOTE 1)
	
	Applicability (NOTE 3)

	Attribute Name
	AVP Code
	Clause defined
	Value Type (NOTE 2)
	Must
	May
	Should not
	Must not
	May Encr.
	

	Packet-Marking-Identifier-DL
	xxx
	5.3.x
	OctetString
	M,V
	P
	
	
	Y
	

	Packet-Marking-Identifier-UL
	yyy
	5.3.y
	OctetString
	M,V
	P
	
	
	Y
	

	Request-Type
	2838
	5c.3.2
	Unsigned32
	M,V
	P
	
	
	Y
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [5].
NOTE 2:
The value types are defined in IETF RFC 3588 [5].
NOTE 3:
AVPs marked with a supported feature are applicable as described in subclause 5c.4.2.


*** End of Changes ***

