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*** 1st Change ***

4.5.x
Resource reservation for services sharing priority
If the PCRF supports the resource reservation for services sharing priority, and when the PCRF receives the  priority sharing indicator and optional pre-emption vunerability indicator in addition to the application identifier and the service priority, the PCRF generates a PCC rules for every affected media flows based on the current procedures as specified in 3GPP TS 29.213 [8]. The priority sharing indicator and the pre-emption vulnerability indicator are stored for later use.
For PCC rules with the same QCI assigned and the priority sharing indicator set, the PCRF shall set the ARP of these PCC rules as follows:
-
The priority is set to the highest priority among all the PCC Rules that include the priority sharing indicator;

-
The ARP pre-emption capability is set if any of the original PCC rules have the ARP pre-emption capability set;

-
The ARP pre-emption vulnerability is set if all the original PCC rules have the ARP pre-emption vulnerability set.

 NOTE 1:
Having the same setting for the ARP parameter in the PCC rules with the priority sharing indicator set enables the usage of the same bearer. Furthermore, a combined modification of the ARP parameter in the PCC rules ensures that a bearer modification is triggered when a media flow with higher service priority starts.
If the PCRF receives an indication that a PCC Rule provisioning or modification failed (due to resource reservation failure), the PCRF shall check if the pre-emption vulnerability indicator is set for each active PCC Rule associated with the priority sharing indicator. If it is so, the PCRF shall remove the PCC Rule(s) with the lowest priority value and retry the PCC Rule provisioning or modification.
NOTE 2:
Enabling the PCRF to remove PCC Rule(s) for ongoing services (according to the pre-emption vulnerability indicator) in case of failure in PCC Rule provisioning or modification (triggered by a media flow with higher service priority and priority sharing indicator set) reduces the overall delay. 
NOTE 3:
It is expected that the PCRF will only retry the PCC/QoS Rule provisioning or modification once in case of resource reservation failure. The PCRF can take into account the bitrate of the media flows received over Rx when retrying. 
*** 2nd Change ***

4a.5.x
Resource reservation for services sharing priority
If the PCRF supports the resource reservation for services sharing priority, and when the PCRF receives the  priority sharing indicator and optional pre-emption vunerability indicator in addition to the application identifier and the service priority, the PCRF generates QoS rules for every affected media flows based on the current procedures as specified in 3GPP TS 29.213 [8]. The priority sharing indicator and the pre-emption vulnerability indicator are stored for later use.
For QoS rules with the same QCI assigned and the priority sharing indicator set, the PCRF shall set the ARP of these PCC rules as follows:

-
The priority is set to the highest priority among all the QoS Rules that include the priority sharing indicator;

-
The ARP pre-emption capability is set if any of the original QoS rules have the ARP pre-emption capability set;

-
The ARP pre-emption vulnerability is set if all the original QoS rules have the ARP pre-emption vulnerability set.

 NOTE 1:
Having the same setting for the ARP parameter in the QoS rules with the priority sharing indicator set enables the usage of the same bearer. Furthermore, a combined modification of the ARP parameter in the QoS rules ensures that a bearer modification is triggered when a media flow with higher service priority starts.

If the PCRF receives an indication that a QoS Rule provisioning or modification failed (due to resource reservation failure), the PCRF shall check if the pre-emption vulnerability indicator is set for each active QoS Rule associated with the priority sharing indicator. If it is so, the PCRF shall remove the QoS Rule(s) with the lowest priority value and retry the QoS Rule provisioning or modification.

NOTE 2:
Enabling the PCRF to remove QoS Rule(s) for ongoing services (according to the pre-emption vulnerability indicator) in case of failure in QoS Rule provisioning or modification (triggered by a media flow with higher service priority and priority sharing indicator set) reduces the overall delay. 
NOTE 3:
It is expected that the PCRF will only retry the QoS Rule provisioning or modification once in case of resource reservation failure. The PCRF can take into account the bitrate of the media flows received over Rx when retrying.
*** End of Change ***

