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	Reason for change:
	In Release 12 it was introduced the reporting of RAN/NAS cause(s) to the AF under certain cases. One of those cases was related to the termination of the IP-CAN session or the termination of the last bearer related to an AF session. In that case, it was agreed that the PCRF would provide the RAN/NAS cause(s) and location information as part of the STR command that followed the ASR/ASA interaction. Clause 4.4.6.1 includes the functionality for the IP-CAN session termination. 4.4.6.2 refers to clause 4.4.4 instead.

Additionally it was allowed that the PCRF could report the location when RAN-NAS-cause feature was supported when the AF session termination was initiated by the AF. This is covered in clause 4.4.4.

The following text in 4.4.4 creates some misunderstanding:

“Additionally, if the PCRF received from the PCEF the RAN cause and/or NAS cause, TWAN cause or untrusted WLAN cause due to IP-CAN session/bearer termination, the PCRF shall provide the received cause(s) in the RAN-NAS-Release-Cause AVP in the ST-Answer command.”
This text is unclear, since it can be interpreted as if the RAN/NAS cause could be reported as part of a bearer termination initiated as part of an AF Session termination. This is however not true, since the PCRF is not aware of that.

On the other hand, the functionality related to the IP-CAN session termination is already covered in 4.4.6.1.

It is proposed to update clause 4.4.4 to cover all cases for AF session termination and also to refer to the AF session termination clause from IP-CAN Session Termination clause for the AF session termination part.


	
	

	Summary of change:
	AF session termination procedure is updated to remove error cases when the IP-CAN session termination and bearer termination are initiated by the network to make it more generic. 

IP-CAN session clause is updated to only refer to AF session termination clause for the AF session termination part.

	
	

	Consequences if not approved:
	The reporting of RAN/NAS cause(s) when the AF terminates a session on its own is not correct.
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* * * 1st Change * * * *
4.4.4
AF Session Termination

When an AF session is terminated, if the AF had received a successful AA-Answer for the initial AA-Request, the AF shall send a Session-Termination-Request command to the PCRF. Otherwise, the AF shall wait for the initial AA-Answer to be received prior to sending the Session-Termination-Request command to the PCRF.
When the PCRF receives a ST-Request from the AF, indicating an AF session termination, it shall acknowledge that request by sending a ST-Answer to the AF. Afterwards, it shall free the resources allocated for the corresponding Service Data Flow(s). In order to do that, the PCRF shall initiate the request for the removal of any related PCC/QoS rules from the PCEF/BBERF and for the update of the Authorized QoS for the affected IP-CAN bearer following the corresponding procedures specified at 3GPP TS 29.212 [8]. However, if the AF requests the reporting of access network information within the ST-Request or if the AF provided a threshold for the sponsored data connectivity, the PCRF shall defer sending the ST-Answer as described below.
If the AF session being terminated corresponds to an MPS session, the PCRF may revoke the actions related to the prioritization of the MPS session in the corresponding IP-CAN as defined in 3GPP TS 29.212 [8]. For Multimedia Priority Service handling, see Annex A.9.
If the AF session being terminated corresponds to the last Group Communication session for the IP-CAN session, the PCRF may revoke the actions related to the prioritization of the Group Communication session as specified in 3GPP TS 29.212 [8].

For sponsored data connectivity, and if a volume threshold was provided for the sponsored data connection at initial provisioning of session information (clause 4.4.1) or modification of session information (clause 4.4.2) procedures, the PCRF shall provide the volume consumed to the AF. For such purpose, the PCRF shall initiate the IP-CAN session modification procedure according 3GPP TS 29.212 [8] in order to obtain the consumed volume. The PCRF shall send then the ST-Answer to the AF including the Used-Service-Unit AVP for reporting accumulated usage within the Sponsored-Connectivity-Data AVP.
If the AF requires access network information at this step, the AF shall include the Required-Access-Info AVP within the ST-Request command, indicating the required information. In this case, the PCRF shall initiate the IP-CAN session modification procedure according to 3GPP TS 29.212 [8]. The PCRF shall send then the ST-Answer to the AF including the required data within the 3GPP-User-Location-Info AVP (if available), TWAN-Identifier AVP (if available), User-Location-Info-Time AVP (if available), 3GPP-SGSN-MCC-MNC AVP (if location info is not available) and/or 3GPP-MS-TimeZone AVP (if available).
If the RAN-NAS-Cause feature is supported and the AF initiated the termination of the AF session, upon reception of the ST-Request command, the PCRF shall initiate the IP-CAN session modification procedure according to 3GPP TS 29.212 [8]. 
If the RAN-NAS-Cause feature is supported, upon reception of the ST-Request command due to IP-CAN session termination as described in subclause 4.4.6.1 or due to service data flow deactivation as described as described in subclause 4.4.6.2 or when the IP-CAN session modification initiated due to an AF-initiated session termination is completed, the PCRF shall send the ST-Answer to the AF including the access network information within the 3GPP-User-Location-Info AVP (if available), TWAN-Identifier (if available and Netloc-Trusted-WLAN feature is supported) User-Location-Info-Time AVP (if available), 3GPP-SGSN-MCC-MNC AVP (if location info is not available) and/or 3GPP-MS-TimeZone AVP (if available). Additionally, if the PCRF received from the PCEF the RAN cause and/or NAS cause, TWAN cause or untrusted WLAN cause, the PCRF shall provide the received cause(s) in the RAN-NAS-Release-Cause AVP in the ST-Answer command.
* * * 2nd Change * * * *
4.4.6.1
IP-CAN Session Termination

When an IP-CAN session is terminated, the PCRF shall inform the AF about the IP-CAN session termination by sending an ASR (abort session request) command to the AF on each active Rx Diameter session.

When the AF receives the ASR command, it shall acknowledge the command by sending an ASA (abort session answer) command to the PCRF. After that the AF shall initiate an AF session termination procedure as defined in subclause 4.4.4.

Signalling flows for IP-CAN session termination cases are presented in 3GPP TS 29.213 [9].
* * * End of Change * * * *
