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Abstract of the contribution: This discussion paper proposes to enhance the 3GPP TS 29.212 and 3GPP TS 29.214 in order to effectively improve the end-user’s VoLTE experiences in some poor RF environments.
Introduction

In case a temporary radio link failure occurs and in particular for Voice over PS operations the voice call could be saved in many situations, if the network is patient enough and if the other party is patient enough [C4-152133].
Discussion

Reasoning to include the RAN/NAS Cause Code IE in the Delete Bearer Response message 
AT&T's discussion paper "Additional Delivery Vehicle For RAN-NAS Cause Codes" [C3-152133] gives the following reasoning to include the RAN/NAS Cause Code IE in the Delete Bearer Response message:

"In order to give the UE a chance to recover from the temporary Radio Link failure and to retain the ongoing VoLTE call, an operator may implement a safeguard mechanism in the MME such that the MME might wait several seconds after receiving the “S1AP UE Context Release Request” with the RAN cause = Radio Connection With UE Lost and before initiating the Dedicated Bearer Context Deactivation procedure.  This safeguard period proved to be very effective to improve the end-user’s VoLTE experiences in some poor RF environments.
On the other hand, the special use cases arise when the far-end party is not patient enough and hang up the call within these several seconds or when an IMS implementation (e.g., media codecs) is not able to survive several seconds of media interruption. In those cases, the removing bearer indication would come from the IMS core and/or PCRF/PGW. In other words, the PGW sends the Delete Bearer Request message to the MME before MME even could send the Delete Bearer Command towards the PGW during the safeguard period. In order to avoid unnecessary signaling load in the Packet Core network, most MME implementations will stop the subsequent Delete Bearer Command procedure and respond to this separate PGW initiated Delete Bearer Request message. Then in those cases, the MME would not be able to forward the failure RAN/NAS cause code related to the local party. Those call terminations would become the “normal” call termination in the core network CDRs, which skew the true user QoE of the IMS Voice Service over the LTE."  
For information the following figure shows the PDN GW initiated Bearer Deactivation and the  usage of the Deleate Bearer Respons message [3GPP TS 23.401].
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Figure 5.4.4.1-1: PDN GW Initiated Bearer Deactivation

Impact
3GPP TS 29.213 (Signalling Flow)
The RAN/NAS Cause in the Delete Bearer Response message is already specified in 3GPP TS 23.401 [S2-154382] and 3GPP TS 29.274 [C4-152219] for 3GPP Release 13. Therefore, the handling on the Gx and the Rx interface should also be introduced on the Gx and Rx interface for 3GPP Release 13.
The triggers to initiate the procedure is the radio link failure for one party and the far-end party hangs-up the call due to the loss of communication. The session will be terminated based on the protocol defined in 3GPP TS 29.213, subclause 4.3.1.2.3.   
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Figure 4.3.1.2.3.1.1: Removal of PCC/QoS Rules at AF session release (AF in HPLMN)

Step 5 provides the RAN/NAS cause information  to the PCRF by the RAR message (see next figure). Only in case that the AF requests access network information or the AF provides a threshold for sponsored data connectivity, the PCRF will provide the RAN/NAS cause to the AF by the STA.
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Figure 4.3.1.1.1: Interactions between BBERF, PCEF, TDF, OCS, TSSF and PCRF for PCRF-Initiated IP-CAN Session Modification
For step 14 it is mentioned: If the AF, in step 1, has requested notifications from the PCRF, e.g. in the case of access network information the PCEF initiates an IP-CAN session modification procedure to provide the requested information as described in clause 4.3.2. 
This means, although the PCC rules are removed after step 6 by the PCEF the PCRF can get access network information by a sub-session modification within a CCR. The access network information can no more be transported by a Charging-Rule-Report AVP due to the missing reference. Therefore it should be transported on command level to the PCRF.

An enhancement to 3GPP TS 29.213 is not required because the specification already allows a deferred STA in case the far-end party hangs-up the call and the AF requests access network information.
3GPP TS 29.214 (Rx Interface)
3GPP TS 29.214 specifies in subclause 4.4.4 the AF session termination procedure. This subclause seems not clear enough to cover the case of a normal session termination. The use case described above requires that the RAN/NAS cause is provided during a normal session termination, which is not triggered by ASR. This requirement should be mentioned clearly.

Therefore, a clarifcatiion should be added to subclause 4.4.4, which could be similar to the following text:

NOTE: 
The AF can request access network information independent of the ST-Request message trigger (normal session termination intitiated by the AF or session termination due to abort session request). If the AF has requested notifications from the PCRF, e.g. in the case of access network information within a normal session termination, the PCEF initiates an IP-CAN session modification procedure after the acknowledgement to remove PCC rules form the PCEF to provide the requested information. In this case the PCRF defers the ST-Answer until it gets the access information by a CCR.
3GPP TS 29.212 (Gx interface)
The general principle of an IP-CAN bearer termination is specified in 3GPP TS 29.212, subclause 4.5.8. The PCEF answers with the RAA command, which can include the RAN-NAS-Release-Cause AVP at Charging-Rule-Report AVP level today. 3GPP TS 29.212, subclause 4.5.12 mentions that the Charging-Rule-Report AVP will typically be available in the RAA, if the installation/activation of one or more PCC rules fails. In addition the clause specifies that the removal of a PCC rule shall not fail, even if the IP-CAN session procedures with the UE fail. For the use case in question the PCC rules are removed after the first RAR by the PCEF (see above). This means that the RAN-NAS-Release-Cause is not provided on Gx for the use case in question (cause provided to the PCEF by Delete Bearer Response).

Different solutions would be possible to overcome this issue. The easiest solution seems that the access network information is included in the CCR command on command level for the use case (see above).
Conclusion

The proposed clarification effectively improves the end-user’s VoLTE experiences in some poor RF environments in 3GPP Release 13.
It is proposed to enhance the 3GPP TS 29.212 and 3GPP TS 29.214 as indicated in the discussion paper.
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