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Introduction

At the last CT3 meeting, the discussion paper in C3-155013 raised the possible need to provide notification messages from TSSF to PCRF that can be used for instance for error handling when traffic steering rules can no longer be enforced. It was also observed that such notification messages can not be added to the Diameter St Application without backward compatibility problems (A new Diameter Application ID would be required,), and therefore appear desirable also from the perspective of extensability. CT3 thus added "Inclusion of the error handling over St" as an open item into the exception sheet in C3-155394.

The present discussion paper compares different possible encodings for this notification, as proposed during the last CT3 meeting. A related normative CR is containbed in C3-160164.
Possible encodings

1. CCR as on the Sd interface

For the Diameter Sd Application, the CCR command is sent by the TDF to the PCRF in order to request ADC rules or to inform PCRF about the application detection.

Thus, also applying the CCR command in the Diameter St application for notifications from TSSF to PCRF would increase the communalities between St and Sd Diamter application.
According to RFC 4006, the CCR is sent from the Diameter credit-control client to the credit-control server.

However, Terminology "server" and "client" is unclear for the Diameter St application.

Possible interpretations:

a. "TSSF as server, and PCRF as client".
Reasoning: The PCRF sends the first Diameter message to the TSSF.
However, RFC 7423 [Diameter Applications Design Guidelines] also mentions Q.3303 where "the Diameter server" starts a session in push mode.

b. "PCRF as server, and TSSF as client".
Reasoning: RFC 6733 states: "In this document, a Diameter client is a device at the edge of the network that performs access control, such as a Network Access Server (NAS) or a Foreign Agent (FA).  ... A Diameter server performs authentication and/or authorization of the user." While this text does not perfectly fit for the St application, it is clear that the TSSF provides enforcement for policies provided by the PCRF as controller.

As a furter disadvantage, the CCR contains some mandatory AVPs specific to DCC, i.e. the CC-Request-Type AVP and CC-Request-Number not well suited for the Sd requirements.

2. RAR

According to Diameter base protocol, RFC 3588/RFC 6733 RAR is sent from server to client.
Again, as the Terminology "server" and "client" is unclear for the Diameter St application (see above), it is unclear which would be the appropriate directionality on the St interface.

On the Sd interface, the RAR is sent by the PCRF to the TDF. Sending the RAR from the TSSF to the PCRF on the St interface would be a substantial derivation from the Sd protocol and a potential source for confusion.
3. a new Diameter command
This allows to avoid issues with different interpretations of Diameter Server and Client roles and to get rid of unnecessry dunctionality inherited from DCC.
However, suitable parts of the Sd functionality can ber reused in the form of AVPs.
Proposals
1. Standardise a notification messages from TSSF to PCRF that can be used for error handling when traffic steering rules can no longer be enforced.

2. Define a new Diameter message for that purpose (encoding proposal 3).
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