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*** 1st Change ***

4c.4.3
ADC Rule Error Handling

If the installation/activation of one or more ADC rules fails, the TSSF shall include one or more ADC-Rule-Report AVP(s) in the corresponding TSA command for the affected ADC rules. Within each ADC-Rule-Report AVP, the TSSF shall identify the failed ADC rule(s) by including the ADC-Rule-Name AVP(s) or ADC-Rule-Base-Name AVP(s), shall identify the failed reason code by including a Rule-Failure-Code AVP, and shall include the PCC-Rule-Status AVP as described below:

If the installation/activation of one or more new ADC rules (i.e., rules which were not previously successfully installed) fails, the TSSF shall set the PCC-Rule-Status to INACTIVE.

If the modification of a currently active ADC rule fails, the TSSF shall retain the existing ADC rule as active without any modification unless the reason for the failure has an impact also on the existing ADC rule.
Depending on the value of the Rule-Failure-Code, the PCRF may decide whether retaining of the old ADC rule, re-installation, modification, removal of the ADC rule or any other action applies.
If an ADC rule was successfully installed/activated, but can no longer be enforced by the TSSF, the TSSF shall send the PCRF a new TPR command and include an ADC-Rule-Report AVP. The TSSF shall include the Rule-Failure-Code AVP within the ADC-Rule-Report AVP and shall set the PCC-Rule-Status to INACTIVE.
*** 2nd Change ***

5c.6.x
TSC-Policy-Request (TPR) Command

The TPR command, indicated by the Command-Code field set to xxxx and the 'R' bit set in the Command Flags field, is sent by the TSSF to the PCRF in order to report the status of the traffic steering control policy(i.e. ADC rule).

Message Format:

<TP-Request> ::= < Diameter Header: xxxx, REQ, PXY >





 < Session-Id >





 [ DRMP ]




 { Vendor-Specific-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 [ Destination-Host ]





 [ Origin-State-Id ]




 [ OC-Supported-Features ]




*[ Supported-Features ]





*[ ADC-Rule-Report]





 [ Trace-Data ]





 [ Trace-Reference ]




*[ Proxy-Info ]





*[ Route-Record ]




*[ AVP ]
*** 2nd Change ***

5a.6.y
TSC-Policy-Answer (TPA) Command

The TPA command, indicated by the Command-Code field set to xxxx and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the TSSF in response to the TPR command. 

Message Format:

<TP-Answer> ::=  < Diameter Header: xxxx, PXY >





 < Session-Id >





 [ DRMP ]




 { Vendor-Specific-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 [ OC-Supported-Features ]





 [ OC-OLR ]




*[ Supported-Features ]





 [ Origin-State-Id ]





*[ Redirect-Host ]





 [ Redirect-Host-Usage ]

 



 [ Redirect-Max-Cache-Time ]




 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
*** 2nd Change ***

