Page 1



3GPP TSG-CT WG3 Meeting #84
C3-160062
15 - 19 February 2016, Jeju Island,South Korea
(revision of C3-16xxxx)
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	29.215
	CR
	0397
	rev
	-
	Current version:
	12.8.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Vendor-Specific-Application-Id AVP for S9/S9a commands

	
	

	Source to WG:
	ZTE

	Source to TSG:
	C3

	
	

	Work item code:
	BBAI_BBI-CT
	
	Date:
	2016-02-15

	
	
	
	
	

	Category:
	A
	
	Release:
	Rel-12

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	TER/TEA for S9/S9a application are 3GPP specific. The S9/S9a application identifier shall be inlcuded in the Auth-Application-Id AVP within the Vendor-Specific-Application-Id AVP.

	
	

	Summary of change:
	The Auth-Application-Id AVP is replaced by the Vendor-Specific-Application-Id AVP in the TEA command.

	
	

	Consequences if not approved:
	The commands can’t be correctly recognized.

	
	

	Clauses affected:
	5.5.1, 5.5.7, A.7.6.1, A.7.6.6

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


*** 1st Change ***

5.5.1
S9 Application

S9 Messages are carried within the Diameter Application(s) described in subclause 5.1.

In addition to the TER/TEA commands, existing Diameter command codes from the Diameter base protocol RFC 3588 [6] and the Diameter Credit Control Application RFC 4006 [19] are used with the S9 specific AVPs specified in clause 5.3. The Diameter Credit Control Application AVPs and AVPs from other Diameter applications that are re-used are defined in clause 5.4. Due to the definition of these commands there is no possibility to skip the Auth-Application-Id AVP and use the Vendor-Specific-Application-Id AVP instead. Therefore the S9 application identifier shall be included within the Auth-Application-Id AVP for the reused commands. The S9 application identifier shall be included in the Auth-Application-Id AVP within the Vender-Specific-Application-Id grouped AVP contained in TER command.
NOTE:
Some of the AVPs included in the messages formats below are in bold to highlight that these AVPs are used by this specific protocol and do not belong to the original message definition in the DCC Application RFC 4006 [19] or Diameter Base Protocol RFC 3588 [6].

*** 2nd Change ***

5.5.7
Trigger-Establishment-Request (TER) Command

The TER command, indicated by the Command-Code field set to 8388656 and the 'R' bit set in the Command Flags field, is sent by the H-PCRF to the V-PCRF in order to trigger the S9 Session Establishment. It is also sent by the H-PCRF to the V-DRA in order to remove the DRA binding information created during the S9 Session Establishment Trigger procedure.

Message Format:

<TE-Request> ::= < Diameter Header: 8388656, REQ, PXY >





 < Session-Id >





 { Vender-Specific-Application-Id }




 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 [ Auth-Session-State ]





 [ Origin-State-Id ]




 [ Subscription-Id ]





 [ Called-Station-Id ]




 [ UE-Local-IP-Address ]





 [ HeNB-Local-IP-Address ]




[ DRA-Binding ]





 [ UDP-Source-Port ]  




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
*** 3rd Change ***

A.7.6.1
S9a Application
S9a Messages are carried within the Diameter Application(s) described in subclause A.7.1.

In addition to the TER/TEA commands, existing Diameter command codes from the Diameter base protocol, IETF RFC 3588 [6], and the Diameter Credit Control Application, IETF RFC 4006 [9], are used with the S9a specific AVPs specified in subclause A.7.3. The Diameter Credit Control Application AVPs and AVPs from other Diameter applications that are re-used are defined in subclause A.7.4. Due to the definition of these commands there is no possibility to skip the Auth-Application-Id AVP and use the Vendor-Specific-Application-Id AVP instead. Therefore the S9a application identifier shall be included within the Auth-Application-Id AVP for the reused commands. The S9a application identifier shall be included in the Auth-Application-Id AVP within the Vender-Specific-Application-Id grouped AVP contained in TER command.
NOTE:
Some of the AVPs included in the messages formats below are in bold to highlight that these AVPs are used by this specific protocol and do not belong to the original message definition in the DCC Application, IETF RFC 4006 [9], or Diameter base protocol, IETF RFC 3588 [6].
*** 4th Change ***

A.7.6.6
Trigger-Establishment-Request (TER) Command

The TER command, indicated by the Command-Code field set to 8388656 and the 'R' bit set in the Command Flags field, is sent by the PCRF to the BPCF in order to trigger the S9a Session Establishment. 

Message Format:

<TE-Request> ::= < Diameter Header: 8388656, REQ, PXY >





 < Session-Id >





 { Vender-Specific-Application-Id }




 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 [ Auth-Session-State ]





 [ Origin-State-Id ] 





 [ Subscription-Id ]





 [ Called-Station-Id ]




 [ PCRF-Address ]




 [ UE-Local-IP-Address ]





 [ HeNB-Local-IP-Address ]





 [ UDP-Source-Port ]             




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

*** End of Change ***

