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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AF
Application Function 

ARR
Aggregated RUCI Report Request
ARA
Aggregated RUCI Report Answer

DRMP
Diameter Routing Message Priority
MUR
Modify Uecontext Request

MUA
Modify Uecontext Answer

NRR
Non-Aggregated RUCI Report Request
NRA
Non-Aggregated RUCI Report Answer

PCRF
Policy and Charging Rule Function

RCAF
RAN Congestion Awareness Function

RUCI
RAN User Plane Congestion Information

V-PCRF
Visited PCRF
* * * Next Change * * * *

5.4.1
General
Table 5.4.1.1 lists the Diameter AVPs re-used by the Np reference point from other existing Diameter Applications, reference to their respective specifications, short description of their usage within the Np reference point and which supported features the AVP is applicable to. AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 5.5.1, but they are re-used for the Np reference point. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings. Where RADIUS VSAs are re-used, unless otherwise stated, they shall be translated to Diameter AVPs as described in RFC 4005 [4] with the exception that the 'M' flag shall be set and the 'P' flag may be set.

Table 5.4.1.1: Np re-used Diameter AVPs
	Attribute Name
	Reference
	Description
	Applicablity


	Called-Station-Id
	IETF RFC 4005 [4]
	The address the user is connected to (i.e. the PDN identifier). 
	

	DRMP
	IETF  draft-ietf-dime-drmp  [xx]
	Allows Diameter endpoints to indicate the relative priority of Diameter transactions.
	

	OC-OLR
	IETF draft-ietf-dime-ovli-02 [15]
	Contains the necessary information to convey an overload report.
	

	OC-Supported-Features
	IETF draft-ietf-dime-ovli-02 [15]
	Defines the support for the Diameter overload indication conveyence by the sending node.
	

	PCRF-Address
	TS 29.215 [10]
	The identity, which indicates the destination PCRF.
	

	Subscription-Id
	IETF RFC 4006 [5]
	The identification of the subscription (i.e. IMSI)
	

	Supported-Features
	TS 29.229 [6]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange
	

	3GPP-User-Location-Info
	TS 29.061 [11], clause 16.4.7.2.
	Indicates details of where the UE is currently located. Only SAI (Geographic Location Type set to 1) or ECGI (Geographic Location Type set to 129) is included in this information.
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5.6.1
Non-Aggregated-RUCI-Report-Request (NRR) command

The NRR command, indicated by the Command-Code field set to xxxxxx and the 'R' bit set in the Command Flags field, is sent by the RCAF to the PCRF as part of the Non-aggregated RUCI report procedure.
Message Format:

<NR-Request> ::= <Diameter Header: xxxxxx, REQ, PXY >

                 < Session-Id >
                 [ DRMP ]
                 { Auth-Application-Id }

                 { Auth-Session-State }
                 { Origin-Host }
                 { Origin-Realm }
                 { Destination-Realm }
                 [ Destination-Host ]
                 [ Origin-State-Id ]
                 [ Subscription-Id ]

                 [ Called-Station-Id ]
                 [ Congestion-Level-Value ]
                 [ Congestion-Level-Set-Id ]

                 [ Congestion-Location-Id ]
                 [ OC-Supported-Features ]
                 [ RCAF-Id ]
                *[ Proxy-Info ]

                *[ Route-Record ]
                *[ Supported-Features ]
                *[ AVP ]
5.6.2
Non-Aggregated-RUCI-Report-Answer (NRA) command

The NRA command, indicated by the Command-Code field set to xxxxxx and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the RCAF as part of the Non-aggregated RUCI report procedure.

Message Format:

<NR-Answer> ::=  < Diameter Header: xxxxxx, PXY >

                 < Session-Id >

                 [ DRMP ]
                 { Auth-Application-Id }

                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]
                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                 [ Reporting-Restriction ]
                 [ Conditional-Restriction ]
                 [ RUCI-Action ]
                *[ Congestion-Level-Definition ]
                 [ PCRF-Address ]
                 [ Origin-State-Id ]

                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Proxy-Info ]
                *[ Supported-Features ]
                *[ AVP ]
5.6.3
Aggregated-RUCI-Report-Request (ARR) command

The ARR command, indicated by the Command-Code field set to xxxxxx and the 'R' bit set in the Command Flags field, is sent by the RCAF to the PCRF as part of the Aggregated RUCI report procedure.
Message Format:

<AR-Request> ::= <Diameter Header: xxxxxx, REQ, PXY >

                 < Session-Id >

                 [ DRMP ]
                 { Auth-Application-Id }

                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 [ Destination-Host ]

                 [ Origin-State-Id ]

                *[ Aggregated-RUCI-Report ]
                 [ OC-Supported-Features ]
                *[ Proxy-Info ]

                *[ Route-Record ]

                *[ Supported-Features ]

                *[ AVP ]
5.6.4
Aggregated-RUCI-Report-Answer (ARA) command

The ARA command, indicated by the Command-Code field set to xxxxxx and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the RCAF as part of the Aggregated RUCI report procedure.

Message Format:

<AR-Answer> ::=  < Diameter Header: xxxxxx, PXY >

                 < Session-Id >

                 [ DRMP ]
                 { Auth-Application-Id }

                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]

                 [ Origin-State-Id ]
                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Proxy-Info ]
                *[ Supported-Features ]
                *[ AVP ]
5.6.5
Modify-Uecontext-Request (MUR) command
The MUR command, indicated by the Command-Code field set to xxx and the 'R' bit set in the Command Flags field, is sent by the PCRF to the RCAF in order to request congestion reporting restrictions for a specific UE and PDN ID.
Message Format:

< Modify-Uecontext‑Request > ::= < Diameter Header: xxx, REQ, PXY >

                 < Session-Id >

                 [ DRMP ]
                 { Auth-Application-Id }
                 { Auth-Session-State }
                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 { Destination-Host }
                 [ Origin-State-Id ]
                 [ Subscription-Id ]
                 [ Called-Station-Id ]
                 [ OC-Supported-Features ]
                 [ Reporting-Restriction ]
                 [ Conditional-Restriction ]
                 [ RUCI-Action ]
                *[ Congestion-Level-Definition ]
                *[ Proxy-Info ]

                *[ Route-Record ]

                *[ AVP ]
5.6.6
Modify-Uecontext-Answer (MUA) command
The MUA command, indicated by the Command-Code field set to yyy and the 'R' bit set in the Command Flags field, is sent by the RCAF to the PCRF as a response to the request for congestion reporting restrictions to a specific UE and PDN ID.
Message Format:

< Modify-Uecontext‑Answer > ::= < Diameter Header: yyy, REQ, PXY >

                 < Session-Id >

                 [ DRMP ]
                 { Auth-Application-Id }
                 { Auth-Session-State }
                 { Origin-Host }

                 { Origin-Realm }
                 [ Result-Code ]

                 [ Experimental-Result ]

                *[ Failed-AVP ]
                 [ Origin-State-Id ]
                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]
                *[ Proxy-Info ]

                *[ AVP ]
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