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Annex X (normative):
Diameter message priority mechanism

X.1
General

The support of the Diameter message priority mechanism by PCC functional elements is optional. Unless otherwise stated, the procedures defined in this Annex assume that a PCC functional element supports the Diameter message priority mechanism.

IETF draft-ietf-drmp-01 [xx] specifies the Diameter message priority mechanism that allows Diameter nodes to indicate the relative priority of Diameter transactions. With this information, other Diameter nodes can leverage the relative priority of Diameter messages into resource allocation and also abatement decisions when overload control is applied. This includes the definition of Diameter message priority related AVPs and the Diameter message priority related behaviour.
Editor’s Note: The decision that IETF DiME work group will take about the range of values for the DRMP AVP and about the default priority (i.e. when no DRMP AVP is present in a request) needs to be assessed.
X.2
PCC functional element behaviour

A PCC functional element may include the DRMP AVP indicating a priority level in the requests it sends. It may include the DRMP AVP in the answers to received requests having a DRMP AVP. These PCC functional element decisions are taken by implementation specific means. 

A PCC functional element supporting the Diameter message priority mechanism should send requests related to high priority traffic (e.g. MPS) and emergency with a DRMP AVP indicating a high priority value which is operator dependent.
* * * End of Changes * * * *

