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* * * First Change * * * 

4.3.1
PCC Rule Definition

The purpose of the PCC rule is to:

-
Detect a packet belonging to a service data flow.

-
The service data flow templates within the PCC rule are used for the selection of downlink IP CAN bearers.

-
The service data flow filters within the PCC rule are used for the enforcement that uplink IP flows are transported in the correct IP CAN bearer.
NOTE 1:
For aPCC rule that contains an application identifier referencing an application detection filter, the PCRF can inspect traffic on multiple bearers in the uplink direction. Such detected traffic counts as detection by that PCC rule.
-
Identify the service the service data flow contributes to.

-
Provide applicable charging parameters for a service data flow.

-
Provide policy control for a service data flow.

The PCEF shall check each received packet against the service data flow filters of each PCC rule in the order of the precedence of the PCC rules. When a packet matches a service data flow filter, the packet matching process for that packet is completed, and the corresponding PCC rule shall be applied. For PCC rules that contain an application identifier referencing an application detection filter, the precedence is only relevant for the rule enforcement, i.e. when the detected application packet matches multiple PCC rules, only the enforcement, reporting of application starts and stops, usage monitoring, and charging actions of the PCC rule with the highest precedence shall be applied.
There are two different types of PCC rules as defined in 3GPP TS 23.203 [7]:

-
Dynamic PCC rules. Dynamically provisioned by the PCRF to the PCEF via the Gx interface. These PCC rules may be either predefined or dynamically generated in the PCRF. Dynamic PCC rules can be installed, modified and removed at any time.
-
Predefined PCC rules. Preconfigured in the PCEF. Predefined PCC rules can be activated or deactivated by the PCRF at any time. Predefined PCC rules within the PCEF may be grouped allowing the PCRF to dynamically activate a set of PCC rules over the Gx reference point.

NOTE 2:
The operator can define a predefined PCC rule, to be activated by the PCEF. Such a predefined rule is not explicitly known in the PCRF.

A PCC rule consists of:

-
a rule name;

-
service identifier;

-
service data flow filter(s);
-
application identifier;
-
precedence;

-
gate status;

-
QoS parameters;
-
indication for PS to CS session continuity; 
-
charging key (i.e. rating group);
-
other charging parameters;

-
monitoring key;
-
sponsor identity;

-
application service provider identity;
-
indication of access network information reporting;
-
redirect.
-
traffic steering policy identifier(s).
The rule name shall be used to reference a PCC rule in the communication between the PCEF and the PCRF.

The service identifier shall be used to identify the service or the service component the service data flow relates to.

The service data flow filter(s) or the application detection filter shall be used to select the traffic for which the rule applies. Either service data flow filter(s) or application identifier shall exist in a PCC rule. It shall be possible to define wildcarded service data flow filter(s), both for the dynamic and predefined PCC rules.
The application identifier shall be used to reference an application detection filter, which is predefined in the PCEF. The same application identifier value can occur in more than one PCC rule. If so, the PCRF shall ensure that there is at most one PCC rule active per application identifier value and IP CAN session at any time.
NOTE 3:
The application identifier can only be used for PCEF enhanced with ADC. The same application identifier value could be used for a dynamic PCC rule and a pre-defined PCC rule or for multiple pre-defined PCC rules.
The gate status indicates whether the service data flow may pass (gate is open) or shall be discarded (gate is closed) in uplink and/or in downlink direction.

The QoS information includes the QoS class identifier (authorized QoS class for the service data flow), the Allocation and Retention Priority (ARP), authorized bitrates for uplink and downlink and rule activation/deactivation times.
The PS to CS session continuity indicates that the service data flow may be handed over to the CS domain as defined in 3GPP TS 23.216 [40].
The charging parameters define whether online and offline charging interfaces are used, what is to be metered in offline charging, on what level the PCEF shall report the usage related to the rule, etc.

For different PCC rules with overlapping service data flow filter, the precedence of the rule determines which of these rules is applicable. For PCC rules with application detection filter, the precedence of the rule is only relevant for the enforcement or charging of the detected application.When a dynamic PCC rule and a predefined PCC rule have the same precedence, the dynamic PCC rule takes precedence. For dynamic PCC rules that contain an application identifier, the precedence shall be either preconfigured at the PCEF or provided dynamically by the PCRF within the PCC Rules.
NOTE 4:
Whether precedence for dynamic PCC rules that contain an application identifier is preconfigured in PCEF or provided in the PCC rule from the PCRF depends on network configuration.
PCC rule also includes Application Function record information for enabling charging correlation between the application and bearer layer if the AF has provided this information via the Rx interface. For IMS this includes the IMS Charging Identifier (ICID) and flow identifiers.

The monitoring key for a PCC rule identifies a monitoring control instance that shall be used for usage monitoring control of the service data flows controlled by the predefined PCC rule or dynamic PCC rule.
If sponsored data connectivity is supported, the sponsor identity for a PCC rule identifies the 3rd party organization (the sponsor) willing to pay for the operator's charge for connectivity required to deliver a service to the end user.

If sponsored data connectivity is supported, the application service provider identity for a PCC rule identifies the 3rd party organization (the ASP) that is delivering the service to the end user.
If Access Network Information Reporting is supported, the value of Required-Access-Info AVP for a PCC rule identifies the Access Network Information parameters requested by the AF.
The redirect indicates whether the uplink part of the detected application traffic shall be redirected to a controlled address. The target redirect address may also be included.
NOTE 5:
The redirect is applicable when application identifier exists in the PCC rule.
The traffic steering policy identifier(s) is a reference to a pre-configured traffic steering policy at the PCEF as defined in clause 4.4.2.

* * * Next Change * * * 

4.5.13
Time of the day procedures 

PCEF shall be able to perform PCC rule request as instructed by the PCRF. To do so, the PCRF shall provide the Event-Trigger AVP with the value REVALIDATION_TIMEOUT (17) if the event trigger is not previously set and in addtition the Revalidation-Time AVP when set by the PCRF. This shall cause the PCEF to trigger a PCRF interaction to request PCC rules from the PCRF for an established IP CAN session. The PCEF shall stop the timer once the PCEF triggers an REVALIDATION_TIMEOUT event. The PCEF should send the PCC rule request during a preconfigured period before the indicated revalidation time.

NOTE 1:
The PCRF is expected to be prepared to provide a new policy, as desired for the revalidation time, during a preconfigured period before the revalidation time.The preconfigured periods in the PCEF and PCRF need to be aligned.
PCRF shall be able to provide a new value for the revalidation timeout by including Revalidation-Time AVP in CCA or RAR. The PCRF may provide the Revalidation-Time AVP together with the event trigger REVALIDATION_TIMEOUT or in a subsequent PCC rule provisioning.
PCRF shall be able to stop the revalidation timer by disabling the REVALIDATION_TIMEOUT event trigger.
NOTE 2:
By disabling the REVALIDATION_TIMEOUT the revalidation time value previously provided to the PCEF is not applicable anymore.

The PCRF may control at what time the status of a PCC rule changes.

1)
If Rule-Activation-Time is specified only and has not yet occurred, then the PCEF shall set the PCC rule inactive and make it active at that time. If Rule-Activation-Time has passed, then the PCEF shall immediately set the PCC rule active.

2)
If Rule-Deactivation-Time is specified only and has not yet occurred, then the PCEF shall set the PCC rule active and make it inactive at that time. If Rule-Deactivation-Time has passed, then the PCEF shall immediately set the PCC rule inactive.

3)
If both Rule-Activation-Time and Rule-Deactivation-Time are specified, and the Rule-Activation-Time occurs before the Rule-Deactivation-Time, and also when the PCC rule is provided before or at the time specified in the Rule-Deactivation-Time, the PCEF shall handle the rule as defined in 1) and then as defined in 2).
4)
If both Rule-Activation-Time and Rule-Deactivation-Time are specified, and the Rule-Deactivation-Time occurs before the Rule-Activation-Time, and also when the PCC rule is provided before or at the time specified in the Rule-Activation-Time, the PCEF shall handle the rule as defined in 2) and then as defined in 1).
5)
If both Rule-Activation-Time and Rule-Deactivation-Time are specified but time has already occurred for both, and the Rule-Activation-Time occurs before the Rule-Deactivation-Time, then the PCEF shall immediately set the PCC rule inactive.
6)
If both Rule-Activation-Time and Rule-Deactivation-Time are specified but time has passed for both, and the Rule-Deactivation-Time occurs before the Rule-Activation-Time, then the PCEF shall immediately set the PCC rule active.
PCC Rule Activation or Deactivation will not generate any CCR commands with Charging-Rule-Report since PCRF is already aware of the state of the rules.

If Rule-Activation-Time or Rule-Deactivation-Time is specified in the Charging-Rule-Install then it will replace the previously set values for the specified PCC rules. If Rule-Activation-Time AVP, Rule-Deactivation-Time AVP or both AVPs are omitted, then any previous value for the omitted AVP is no longer valid.
The 3GPP-MS-TimeZone AVP, if available, may be used by the PCRF to derive the Rule-Activation-Time and Rule-Deactivation-Time.
If the PCC rule(s) that include the Rule-Activation-Time AVP are bound to a bearer that will require traffic mapping information to be sent to the UE, the PCEF shall report the failure to the PCRF by including the Charging-Rule-Report AVP with the Rule-Failure-Code set the value "NO_BEARER_BOUND (15)" for the affected PCC rule(s) identified by the Charing-Rule-Name AVP in either a CCR or an RAA command.

NOTE 3:
This limitation prevents dependencies on the signalling of changed traffic mapping information towards the UE.

The PCC rules including Rule-Activation-Time and Rule-Deactivation-Time shall not be applied for changes of the QoS or service data flow filter information.
The PCRF may modify a currently installed PCC rule, including setting, modifying or clearing its deferred activation and/or deactivation time. When modifying a dynamic PCC rule with a prior and/or new deferred activation and/or deactivation time, the PCRF shall provide all attributes of that rule in the Charging-Rule-Definition AVP, including attributes that have not changed.
NOTE 4:
In this case, the PCRF omission of an attribute that has a prior value will erase that attribute from the PCC rule.
The QoS information group on command level may specifiy the Rule-Activation-Time together with the APN-Aggregate-Max-Bitrate-UL and APN-Aggregate-Max-Bitrate-DL. The OoS information group on command level may specify the Rule-Deactivation-Time in addition. The following applies: 
1)
If only the Rule-Activation-Time is specified with APN-Aggregate-Max-Bitrate-UL and APN-Aggregate-Max-Bitrate-DL and the activation time has not yet occurred, then the PCEF shall set the APN-Aggregate-Max-Bitrate-UL and the APN-Aggregate-Max-Bitrate-DL to the provided values at that time. If the Rule-Activation-Time has passed, then the PCEF shall immediately set the APN-Aggregate-Max-Bitrate-UL and the APN-Aggregate-Max-Bitrate-DL to the provided values.

2)
The rule deactivation shall only be done after a previous activation. If the Rule-Deactivation-Time is specified only and has not yet occurred, then the PCEF shall set APN-Aggregate-Max-Bitrate-UL and the APN-Aggregate-Max-Bitrate-DL to the previous values at that time. If the Rule-Deactivation-Time has passed, then the PCEF shall immediately set the APN-Aggregate-Max-Bitrate-UL and the APN-Aggregate-Max-Bitrate-DL to the previous values.

3)
If the Rule-Activation-Time together with APN-Aggregate-Max-Bitrate-UL and APN-Aggregate-Max-Bitrate-DL and the Rule-Deactivation-Time are specified, the PCEF shall apply the rule as defined in 1) and then as defined in 2).
4)
If the Rule-Activation-Time with APN-Aggregate-Max-Bitrate-UL and APN-Aggregate-Max-Bitrate-DL and Rule-Deactivation-Time are specified but the time has already occurred for both times, then the PCEF shall keep the existing APN-Aggregate-Max-Bitrate-UL and APN-Aggregate-Max-Bitrate-DL values.
5)
If no activation time is specified, the APN-Aggregate-Max-Bitrate-UL and APN-Aggregate-Max-Bitrate-DL apply immediately.
6)
The PCEF shall always use the latest QoS information group. If the PCEF received a new QoS information group and the rule activation time or the rule deactivation specified in a previous group have already past the new QoS information group replaces the previous one and the PCEF applies the rules specified above.

* * * Next Change * * * 

5.3.16
QoS-Information AVP (All access types)

The QoS-Information AVP (AVP code 1016) is of type Grouped, and it defines the QoS information for resources requested by the UE, an IP-CAN bearer, PCC rule, QCI or APN. When this AVP is sent from the PCEF to the PCRF, it indicates the requested QoS information associated with resources requested by the UE, an IP CAN bearer or the subscribed QoS information at APN level. When this AVP is sent from the PCRF to the PCEF, it indicates the authorized QoS for:

-
an IP CAN bearer (when appearing at CCA or RAR command level or 
-
a service data flow (when included within the PCC rule) or 
-
a QCI (when appearing at CCA or RAR command level with the QoS-Class-Identifier AVP and the Maximum-Requested-Bandwidth-UL AVP and/or the Maximum-Requested-Bandwidth-DL AVP) or

-
an APN (when appearing at CCA or RAR command level with APN-Aggregate-Max-Bitrate-UL, APN-Aggregate-Max-Bitrate-DL activation and deactivation time).
The QoS class identifier identifies a set of IP-CAN specific QoS parameters that define QoS, excluding the applicable bitrates and ARP. It is applicable both for uplink and downlink direction.

The Max-Requested-Bandwidth-UL defines the maximum bit rate allowed for the uplink direction.

The Max-Requested-Bandwidth-DL defines the maximum bit rate allowed for the downlink direction.

The Guaranteed-Bitrate-UL defines the guaranteed bit rate allowed for the uplink direction.

The Guaranteed-Bitrate-DL defines the guaranteed bit rate allowed for the downlink direction.
The APN-Aggregate-Max-Bitrate-UL defines the total bandwidth usage for the uplink direction of non-GBR QCIs at the APN.

The APN-Aggregate-Max-Bitrate-DL defines the total bandwidth usage for the downlink direction of non-GBR QCIs at the APN.
The Rule-Activation-Time AVP or Rule-Deactivation-Time AVP may be included in the QoS-Information AVP in order to indicate the NTP time at which the APN-Aggregate-Max-Bitrate-UL and the APN-Aggregate-Max-Bitrate-DL has to be enforced at the APN respectively at which the APN-Aggregate-Max-Bitrate-UL and the APN-Aggregate-Max-Bitrate-DL has to stop at the APN.
The Conditional-APN-Aggregate-Max-Bitrate defines total bandwidth usage for the uplink and downlink direction of non-GBR QCIs at the APN, with condition.
The Bearer Identifier AVP shall be included as part of the QoS-Information AVP if the QoS information refers to an IP CAN bearer initiated by the UE and the PCRF performs the bearer binding. The Bearer Identifier AVP identifies this bearer. Several QoS-Information AVPs for different Bearer Identifiers may be provided per command.

When the QoS-Information AVP is provided within the CCR command along with the RESOURCE_MODIFICATION_REQUEST event trigger, the QoS-information AVP includes only the QoS-Class-Identifier AVP and Guaranteed-Bitrate-UL and/or Guaranteed-Bitrate-DL AVPs.
The Allocation-Retention-Priority AVP is an indicator of the priority of allocation and retention for the Service Data Flow.

If the QoS-Information AVP has been supplied previously but is omitted in a Diameter message or AVP, the previous information remains valid. If the QoS-Information AVP has not been supplied from the PCRF to the PCEF previously and is omitted in a Diameter message or AVP, no enforcement of the authorized QoS shall be performed.

AVP Format:

QoS-Information ::= < AVP Header: 1016 >






 [ QoS-Class-Identifier ]






 [ Max-Requested-Bandwidth-UL ]






 [ Max-Requested-Bandwidth-DL ]






 [ Guaranteed-Bitrate-UL ]






 [ Guaranteed-Bitrate-DL ]






 [ Bearer-Identifier ]






 [ Allocation-Retention-Priority ]






 [ APN-Aggregate-Max-Bitrate-UL ]






 [ APN-Aggregate-Max-Bitrate-DL ]





*[ Conditional-APN-Aggregate-Max-Bitrate ]






 [ Rule-Activation-Time ]





 [ Rule-Deactivation-Time ]





*[ AVP ]
* * * Next Change * * * 

5.3.42
Rule-Activation-Time (ALL Access Types)

The Rule-Activation-Time AVP (AVP code 1043) is of type Time. This value indicates the NTP time at which the PCC rule has to be enforced. The AVP is included in the Charging-Rule-Install AVP and is applicable for all the PCC rules included within the Charging-Rule-Install AVP. The AVP may be included in the QoS-Information AVP and is applicable to indicate the time at which the authorized APN AMBR has to be enforced.  
* * * Next Change * * * 

5.3.43
Rule-Deactivation-Time (ALL Access Types)

The Rule-Deactivation-Time AVP (AVP code 1044) is of type Time. This value indicates the NTP time at which the PCEF has to stop enforcing the PCC rule. The AVP is included in the Charging-Rule-Install AVP and is applicable for all the PCC rules included within the Charging-Rule-Install AVP. The AVP may be included in the QoS-Information AVP and is applicable to indicate the time at which the authorized APN AMBR has to stop.  
* * * End of Changes * * * 

