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5.3
Ns specific AVPs

5.3.1
General
Table 5.3.1.1 describes the Diameter AVPs defined for the Ns reference point, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted and which supported features the AVP is applicable to. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5.3.1.1: Ns specific Diameter AVPs   
	
	
	
	
	AVP Flag rules (NOTE 1)
	
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (NOTE 2)
	Must
	May
	Should not
	Must not
	May Encr.
	Applicability
(NOTE 3)

	Network-Congestion-Area-Report
	mmmm
	5.3.2
	Grouped
	M,V
	P
	
	
	Y
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [x].

NOTE 2:
The value types are defined in IETF RFC 3588 [x].
NOTE 3:
AVPs marked with a supported feature are applicable as described in clause 5.4.1. 


5.3.2
Network-Congestion-Area-Report AVP

The Network-Congestion-Area-Report AVP (AVP code mmmm) is of type Grouped, and includes the Network-Area-Info-List  and the Congestion-Level-Value-AVP. 
AVP Format:

Network-Congestion-Area-Report ::=     < AVP Header: jjjj >







  { Network-Area-Info-List }






  [ Congestion-Level-Value ]
                         *[ AVP ]
Editor´s Note:
It is FFS whether the Congestion-Level-Set-Id AVP from 29.215 shall be used
5.4
Ns re-used AVPs


5.4.1
General
Table 5.4.1.1 lists the Diameter AVPs re-used by the Ns reference point from other existing Diameter Applications, reference to their respective specifications, short description of their usage within the Ns reference point and which supported features the AVP is applicable to. AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings.

Table 5.4.1.1: Ns re-used Diameter AVPs
	Attribute Name
	Reference
	Description
	Applicablity


	OC-OLR
	IETF draft-ietf-dime-ovli-02 [x]
	Contains the necessary information to convey an overload report.
	

	OC-Supported-Features
	IETF draft-ietf-dime-ovli-02 [y]
	Defines the support for the Diameter overload indication conveyence by the sending node.
	

	Supported-Features
	3GPP TS 29.229 [z]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange
	

	Monitoring-Duration
	3GPP TS 29.336 [a]
	It shall contain the number of seconds for which network status reporting shall be performed.
	

	Congestion-Level-Value
	3GPP TS 29.217 [b]
	Indicates the congestion level of a location
	

	Congestion-Level-Range
	3GPP TS 29.217 [b]
	It indicate the list of congestion level(s) 
	

	SCEF-Reference-ID
	3GPP TS 29.336 [a]
	t contains the identifier provided by the SCEF
	

	Network-Area-Info-List
	3GPP TS 29.154 [c]
	It contains the network area information which is coded as specified in 3GPP TS 29.274 [yy] in Presence Reporting Area Action IE, starting from octet 9
	

	


5.4.2
Use of the Supported-Features AVP on the Ns reference point

When new functionality is introduced on the Ns reference point, it should be defined as optional. If backwards incompatible changes cannot be avoided, the new functionality shall be introduced as a new feature and support advertised with the Supported-Features AVP. Unless otherwise stated, the use of the Supported-Features AVP on the Ns reference point shall be compliant to the usage of the Supported-Features AVP on the Cx reference point and consistent with the procedures for the dynamic discovery of supported features as defined in clause 7.2 of 3GPP TS 29.229 [6].

When extending the application by adding new AVPs for a feature, the new AVPs shall have the M bit cleared and the AVP shall not be defined mandatory in the command ABNF.

As defined in 3GPP TS 29.229 [6], the Supported-Features AVP is of type grouped and contains the Vendor-Id, Feature-List-ID and Feature-List AVPs. On the all reference points as specified in this specification, the Supported-Features AVP is used to identify features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-Id AVP shall contain the vendor ID of 3GPP (10415). If there are multiple feature lists defined for the reference point, the Feature-List-ID AVP shall differentiate those lists from one another.
The Supported-Features AVP shall be included in every NSR and NSA command if supported by the RCAF and PCRF respectively.
The Table 5.4.2.1 defines the features applicable to the Ns reference point for the feature list with a Feature-List-ID of 1.
The table below defines the features applicable to the Ns interface for the feature list with a Feature-List-ID of 1.

Table 5.4.2.1: Features of Feature-List-ID 1 used in Ns
	Feature bit
	Feature
	M/O
	Description

	
	
	
	

	Feature bit:
The order number of the bit within the Feature-List AVP where the least significant bit is assigned number "0".

Feature:

A short name that can be used to refer to the bit and to the feature, e.g. "EPS".

M/O:

Defines if the implementation of the feature is mandatory ("M") or optional ("O") in this 3GPP Release. 

Description:
A clear textual description of the feature.


5.5
Ns specific Experimental-Result-Code AVP values
5.5.1
General 
This clause defines result code values that shall be supported by Diameter implementations that conform to this specification.
5.5.2
Success
Result Codes that fall into the Success category are used to inform a peer that a request has been successfully completed. The Result-Code AVP values defined in Diameter BASE IETF RFC 3588 [7] are applied.
5.5.3
Permanent Failures 
Errors that fall into the Failures category shall be used to inform the peer that the request has failed. The Result-Code AVP values defined in Diameter Base Protocol IETF RFC 3588 [7] are applied. 
Editor's note: It is FFS whether Ns specific permanent failure/s are required
5.5.4
Transient Failures

Errors that fall within the transient failures category are used to inform a peer that the request could not be satisfied at the time it was received, but may be able to satisfy the request in the future.

The Result-Code AVP values defined in Diameter Base RFC 3588 [7] are applicable. 
Editor's note: It is FFS whether Ns specific transient failure/s are required
5.6
Ns messages

5.6.1
Command-Code Values

This clause defines the Command-Code values for the Nt interface application as allocated by IANA from the vendor-specific namespace defined in IETF RFC 5719 [x]. Every command is defined by means of the ABNF syntax in IETF RFC 2234 [y], and according to the rules in IETF RFC 3588 [z].

The following Command Codes are defined in this specification:

Table 5.6.1: Command-Code values for Ns
	Command-Name
	Abbreviation
	Code
	Section

	Network-Status-Request
	NSR
	xxxxxxx
	5.6.1

	Network-Status -Answer
	NSA
	xxxxxxx
	5.6.2

	Network –status- continuous Report -Request
	NCR
	xxxxxxx
	5.6.3

	Network- status- Continuous-report-Answer
	NCA
	xxxxxxx
	5.6.4

	Network -status -Report-Cancellation
	NRC
	xxxxxxx
	5.6.5

	Network -status -Report -cancellation- Answer
	NRA
	xxxxxxx
	5.6.6

	
	
	
	


Editor´s Note:
The Diameter Ns Command Codes needs to be requested from IANA by MCC
5.6.1
Network-Status-Request (NSR) command

The NSR command, indicated by the Command-Code field set to xxxxxx and the 'R' bit set in the Command Flags field, is sent by the SCEF to the RCAF as part of the onetime or continuous network status reporting procedure.
Message Format:

<NS-Request> ::= <Diameter Header: xxxxxx, REQ, PXY >

                 < Session-Id >
                 { Vendor-Specific-Application-Id }

                 { Auth-Session-State }
                 { Origin-Host }
                 { Origin-Realm }
                 { Destination-Realm }
                 [ Destination-Host ]
                 [ Origin-State-Id ]
                 [ OC-Supported-Features ]
                 [ SCEF-Reference-ID]




 [ Network-Area-Info-List ] 




 [ Congestion-Level-Range] 
                 [ Monitoring-Duration]


                *[ Proxy-Info ]

                *[ Route-Record ]
                *[ Supported-Features ]
                *[ AVP ]
5.6.2
Network-Status-Answer (NSA)   command

The NSA command, indicated by the Command-Code field set to xxxxxx and the 'R' bit cleared in the Command Flags field, is sent by the RCAF to the SCEF as part of the as part of the onetime or continuous network status reporting request procedure.

Message Format:

<NS-Answer> ::=  < Diameter Header: xxxxxx, PXY >

                 < Session-Id >

                 { Vendor-Specific-Application-Id }

                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]
                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                 [ SCEF-Reference-ID]
                 [ Origin-State-Id ]
  


     [ Network-Congestion-Area-Report ] 
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Proxy-Info ]
                *[ Supported-Features ]
                *[ AVP ]
5.6.3
Network status Continuous-Report (NCR) command

The NCR command, indicated by the Command-Code field set to xxxxxx and the 'R' bit set in the Command Flags field, is sent by the RCAF to the SCEF as part of the continuous network status reporting procedure.
Message Format:

<NC-Report> ::= <Diameter Header: xxxxxx, REQ, PXY >

                 < Session-Id >
                 { Vendor-Specific-Application-Id }

                 { Auth-Session-State }
                 { Origin-Host }
                 { Origin-Realm }
                 { Destination-Realm }
                 [ Destination-Host ]
                 [ Origin-State-Id ]
                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                 [ SCEF-Reference-ID]




 [ Network-Congestion-Area-Report]  
                *[ Proxy-Info ]

                *[ Route-Record ]
                *[ Supported-Features ]
                *[ AVP ]
5.6.4
Network status Continuous report -Answer (NCA)   command

The NCA command, indicated by the Command-Code field set to xxxxxx and the 'R' bit cleared in the Command Flags field, is sent by the SCEF to the RCAF as part of the as part of the continuous network status reporting procedure.

Message Format:

<NC-Answer> ::=  < Diameter Header: xxxxxx, PXY >

                 < Session-Id >

                 { Vendor-Specific-Application-Id }

                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]
                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Proxy-Info ]
                *[ Supported-Features ]
                *[ AVP ]
5.6.5
Network status Report-Cancellation (NRC) command

The NRC command, indicated by the Command-Code field set to xxxxxx and the 'R' bit set in the Command Flags field, is sent by the SCEF to the RCAF as part the continuous network status reporting to cancellation procedure.
Editor´s Note:
It is FFS whether the NSR/NSA commands can be used to cancel network status reporting
Message Format:

<NR-Cancellation> ::= <Diameter Header: xxxxxx, REQ, PXY >

                 < Session-Id >
                 { Vendor-Specific-Application-Id }

                 { Auth-Session-State }
                 { Origin-Host }
                 { Origin-Realm }
                 { Destination-Realm }
                 [ Destination-Host ]
                 [ Origin-State-Id ]
                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                *[ SCEF-Reference-ID]

            *[ Proxy-Info ]

                *[ Route-Record ]
                *[ Supported-Features ]
                *[ AVP ]
5.6.6
Network status Report cancellation- Answer (NR-A)   command

The NSA command, indicated by the Command-Code field set to xxxxxx and the 'R' bit cleared in the Command Flags field, is sent by the RCAF to the SCEF as part of the as part of the continuous network status reporting procedure.

Message Format:

<NR-Answer> ::=  < Diameter Header: xxxxxx, PXY >

                 < Session-Id >

                 { Vendor-Specific-Application-Id }

                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]
                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Proxy-Info ]
                *[ Supported-Features ]
                *[ AVP ]
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