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	Clauses affected:
	new 5c.3, new 5c.4

	
	

	
	Y
	N
	
	

	Other specs
	X
	
	 Other core specifications

	TS 29.212 CR 1358, 1376, 1352

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	Changes against CR 1358 are shown. CR 1358 provides a sceleton with new headings.
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5c.3
St specific AVPs
5c.3.1
General

Table 5c.3.0.1 describes the Diameter AVPs defined for the St reference point, their AVP Code values, types, possible flag values, and whether or not the AVP may be encrypted. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).
Table 5c.3.0.1: St specific Diameter AVPs
	
	
	
	
	AVP Flag rules (NOTE 1)
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (NOTE 2)
	Must
	May
	Should not
	Must not
	May Encr.

	
	
	
	
	
	
	
	
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [5].
NOTE 2:
The value types are defined in RFC 3588 [5].


5c.4
St re-used AVPs
Table 5c.4.1 lists the Diameter AVPs re-used by the St reference point from existing Diameter Applications, reference to their respective specifications, short description of their usage within the St reference point. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 5b.4, but they are re-used for the Streference point. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings. Where 3GPP Radius VSAs are re-used, unless otherwise stated, they shall be translated to Diameter AVPs as described in IETF RFC 4005 [12] with the exception that the 'M' flag shall be set and the 'P' flag may be set.
Table 5c.4.1: Sd re-used Diameter AVPs
	Attribute Name
	Reference
	Description

	ADC-Rule-Base-Name
	5b.3.4
	

	ADC-Rule-Definition
	5b.3.3
	The AVP is used to activate, install or modify ADC rules that contain traffic steering policy rules. Only the ADC-Rule-Definition AVP, the ADC-Rule-Name AVP and the ADC-Rule-Base-Name AVP within the AVP are required on the St reference point.

	ADC-Rule-Install
	5b.3.1
	The AVP is used to define ADC rules that contain traffic steering policy rules. Only the ADC-Rule-Name AVP, the TDF-Application-Identifier AVP, the Flow-Information AVP, the Precedence AVP, the Traffic-Steering-Policy-Identifier-DL AVP and the Traffic-Steering-Policy-Identifier-UL AVP within the AVP are required on the St reference point.

	ADC-Rule-Name
	5b.3.5
	

	ADC-Rule-Remove
	5b.3.2
	

	ADC-Rule-Report
	5b.3.6
	

	Flow-Description
	TS 29.214 [10]
	Defines the service data flow filter parameters for a detected application, if deducible.

	Flow-Direction
	5.3.65
	It indicates the direction/directions that a filter for a detected application is applicable, downlink only, uplink only or both down- and uplink (bidirectional).

	Flow-Information
	5.3.53
	This parameter may be sent from the PCRF to the TSSF as a part of ADC-Rule-Definition. It contains the information for a single IP flow packet filter to be detected. The Packet-Filter-Usage AVP is not required within this AVP on the St reference point.

	Packet-Filter-Identifier
	5.3.55
	The identity of the packet filter.

	PCC-Rule-Status
	5.3.19
	Describes the status of one or a group of ADC rules.

	Precedence
	5.3.11
	Defines, if multiple ADC rules overlap, which ADC Rule shall be applied for the purpose of enforcement, reporting of application start and stop, usage monitoring, and charging.

	Rule-Failure-Code
	5.3.38
	Identifies the reason an ADC rule is being reported.
TSSF is used instead of PCEF, ADC rule is used instead of PCC rule, and ADC-Rule-Definition AVP is used instead of Charging-Rule-Definition AVP.

	Security-Parameter-Index
	5.3.51
	Defines the IPSec SPI

	Session-Release-Cause
	5.3.44
	Indicate the reason of termination initiated by the PCRF. 

	ToS-Traffic-Class
	5.3.15
	Specify the DSCP value for marking of downlink packets of detected application traffic as defined within the corresponding Application Detection and Control (ADC) rule. The first octet contains the DSCP code and the second octet contains the mask field set to 11111100.

	Traffic-Steering-Policy-Identifier-DL
	5.3.xx
	Used to contain a reference to a pre-configured traffic steering policy at the TSSF in the downlink direction.

	Traffic-Steering-Policy-Identifier-UL
	5.3.yy
	Used to contain a reference to a pre-configured traffic steering policy at the TSSF in the uplink direction.


