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1. Introduction
This contribution proposes to define the AVPs of Nt reference point.
2. Reason for Change
Sub-clause of AVP definition over Nt reference point is not defined which needs the initial input of the content.
3. Conclusions

Add AVP definition of both Nt specific AVPs and Nt re-used AVPs which are used in Nt procedures.
4. Proposal

It is proposed to agree the following changes to 3GPP TS29.154.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.203: "Policy and charging control architecture".
[x]
IETF RFC 3588: "Diameter Base Protocol".
[y]
IETF RFC 4006: "Diameter Credit Control Application".
* * * Second Change * * * *

5.3
Nt specific AVPs


5.3.1
General
Table 5.3.1.1 describes the Diameter AVPs defined for the Nt reference point, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted and which supported features the AVP is applicable to. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).
Table 5.3.1.1: Nt specific Diameter AVPs 
	
	
	
	
	AVP Flag rules (Note 1)
	Applicability 

	Attribute Name
	AVP Code
	Clause defined
	Value Type
(Note 2) 
	Must
	May
	Should not
	Must not
	

	ASP-Id
	xxxx
	5.3.2
	OctecString
	M,V
	P
	
	
	

	Data-Volume
	yyyy
	5.3.3
	Unsigned32
	M,V
	P
	
	
	

	Maximum-Aggregated-Bitrate
	zzzz
	5.3.4
	Unsigned32
	M,V
	P
	
	
	

	Network-Area-Info
	aaaa
	5.3.5
	Grouped
	M,V
	P
	
	
	

	Reference-Id
	bbbb
	5.3.6
	Unsigned32
	M,V
	P
	
	
	

	SCEF-Transfer-Request-Type
	cccc
	5.3.7
	Unsigned32
	M,V
	P
	
	
	

	Time-Window
	dddd
	5.3.8
	Unsigned32
	M,V
	P
	
	
	

	Transfer-Policy
	eeee
	5.3.9
	Grouped
	M,V
	P
	
	
	

	UE-Amount
	ffff
	5.3.10
	Unsigned32
	M,V
	P
	
	
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [x].
NOTE 2:
The value types are defined in IETF RFC 3588 [x].


5.3.2
ASP Id
The ASP Id AVP (AVP code xxxx) is of type OctecString, and it identifies the Application Service Provider.
5.3.3
Data-Volume
The Data-Volume AVP (AVP code yyyy) is of type Unsigned32, and it indicates the volume of data to be transferred per UE.
5.3.4
Maximum-Aggregated-Bitrate
The Maximum-Aggregated-Bitrate AVP (AVP code zzzz) is of type Unsigned32, and it indicates the maximum aggregate bit rate in bits per seconds for all involved UEs.
5.3.5
Network-Area-Info
The Network-Area-Info AVP (AVP code aaaa) is of type OctetString, it indicates the geographic area where the background data may be transferred.
5.3.6
Reference-Id
The Reference-Id AVP (AVP code bbbb) is of type Unsigned32. It contains the identifier of a transfer policy. The PCRF correlates a SCS/AS request with the transfer policy retrieved from the SPR via the reference-Id
5.3.7
SCEF-Transfer-Request-Type
The SCEF-Transfer-Request-Type AVP (AVP code cccc) is of type Unsigned32, and contains the reason for sending the BDT-Request message.
The following values are defined:
0 (TRANSFER_POLICY_REQUEST)

The SCEF-Transfer-Request message is sent to initiate a transfer policy negotiation procedure.
1 (TRANSFER_POLICY_NOTIFICATION)

The SCEF-Transfer-Request message is sent to initiate a transfer policy notification procedure.
5.3.8
Time-Window
The Time-Window AVP (AVP code dddd) is of type Unsigned32. It indicates the number of milliseconds which the SCS/AS wants to realize the data transfer.
5.3.9
Transfer-Policy
The Transfer-Policy AVP (AVP code eeee) is of type Grouped. It contains a Time-Window, a Rating-Group and optionally a Maximum-Aggregated-Bitrate
Transfer-Policy ::= < AVP Header: yyyy >
                   { Time-Wondow }

                   { Rating-Group }
                   [ Maximum-Aggregated-Bitrate ]

                   *[ AVP ]
5.3.10
UE-Amount
The UE-Amount AVP (AVP code ffff) is of type Unsigned32. It indicates the expected amount of UEs
* * * Third Change * * * *

5.4
Nt re-used AVPs


Table 5.4.1 lists the Diameter AVPs re-used by the Nt reference point from other existing Diameter Applications, reference to their respective specifications, short description of their usage within the Nt reference point.  Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 5.4.1, but they are re-used for the Nt reference point. Unless otherwise stated, re-used AVPs shall maintain their ‘M’, ‘P’ and ‘V’ flag settings. 
Table 5.4.1: Nt re-used Diameter AVPs
	Attribute Name
	Reference
	Description
	Applicability

	Rating-Group
	IETF RFC 4006 [y]
	The charging key for the aggregated traffic of all involved UEs used for rating purposes
	


* * * End of Changes * * * *

