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*** 1st Change ***

4.5.3.11
NBIFOM support

This procedure takes place if NBIFOM is applied as described in 3GPP TS 23.161 [26]

When the V-PCRF receives a CCR command for IP-CAN Session establishment as defined in clause 4.5.25.2.1 of 3GPP TS 29.212 [3] from the PCEF, the V-PCRF shall send a CCR command to H-PCRF to establish a new S9 subsession by including the Subsession-Enforcement-Info AVP and within the CCR command that contains a new S9 subsession identifier within the Subsession-Id AVP and the Subsession-Operation AVP set to the value "ESTABLISHMENT". Additionally, if the HPLMN operator allows the VPLMN operator to operate the NBIFOM through roaming agreement, the V-PCRF shall handle the NBIFOM locally and without including the NBIFOM-Information AVP in the Subsession-Enforcement-Info AVP; otherwise, the V-PCRF shall include the NBIFOM-Informaiton AVP in the Subsession-Enforcement-Info AVP. If the H-PCRF supports the NBIFOM, the H-PCRF shall include NBIFOM-Information AVP in the Subsession-Decision-Info AVP in the CCA command with the NBIFOM-Support AVP, NBIFOM-Mode AVP if applicable and RAN-Rule-Support AVP if applicable set to the corresponding valuesand the V-PCRF shall forward this information to the PCEF.

If the H-PCRF confirms that the NBIFOM applies with the NBIFOM-Support AVP within the NBIFOM-Information AVP set to the value NBIFOM_SUPPORTED in the CCA command, when the V-PCRF receives the CCR command for "ADDITION_OF_ACCESS" as defined in clause 4.5.25.2.2 of 3GPP TS 29.212 [3] from the PCEF, the V-PCRF shall send a CCR command to H-PCRF to modify the S9 subsession by including the Subsession-Enforcement-Info AVP within the CCR command that contains the information received from the PCEF, the already allocated S9 subsession identifier within the Subsession-Id AVP and the Subsession-Operation AVP set to the value "MODIFICATION"; otherwise, the V-PCRF shall handle the NBIFOM locally without interacting with the H-PCRF as defined in subclause clause 4.5.25.2.2 of 3GPP TS 29.212 [3]. When the H-PCRF receives the CCR command from the V-PCRF, the H-PCRF shall make the decision and send the CCA command including the decision in the Subsession-Decision-Info AVP. The V-PCRF shall forward the information to the PCEF. 
If the H-PCRF confirms that the NBIFOM applies, the V-PCRF shall proxy the NBIFOM information received from the PCEF to the H-PCRF as part of the IP-CAN session modification procedures as defined in subclause 4.5.25.2.3, 4.5.25.2.4, 4.5.25.2.5, 4.5.25.2.6 or 4.5.25.2.7 of 3GPP TS 29.212 [3]; otherwise, the V-PCRF shall handle the NBIFOM locally.
*** 2nd Change ***

5.3.1
Subsession-Decision-Info

The Subsession-Decision-Info AVP (AVP code 2204) is of type Grouped, and it is used to manage PCC/QoS rules and event information within an S9 subsession from the H-PCRF to the V-PCRF.

The information contained within this grouped AVP pertains only to the subsession identified by the Subsession-Id AVP.

The Session-Release-Cause AVP is only applicable when the Subsession-Decision-Info AVP is provided in a RAR.

The Result-Code AVP and Experimental-Result-Code AVP are only applicable when the Subsession-Decision-Info AVP is provided in a CCA. The Result-Code AVP or Experimental-Result-Code AVP may be provided to inform the V-PCRF of possible errors when processing subsession information that was provided in a corresponding CCR command.

AVP Format:

Subsession-Decision-Info ::= < AVP Header: 2200 >

                             { Subsession-Id }

                          0*2[ AN-GW-Address ]

                             [ Result-Code ]

                             [ Experimental-Result-Code ]
                            *[ Charging-Rule-Remove ]

                            *[ Charging-Rule-Install ]

                             [ Event-Report-Indication ]

                            *[ QoS-Rule-Install ]

                            *[ QoS-Rule-Remove ]
                             [ Default-EPS-Bearer-QoS ]

                             [ Framed-Ipv6-Prefix ]
                            *[ Usage-Monitoring-Information ]
                             [ Session-Release-Cause ]
                             [ Bearer-Control-Mode ]
                            *[ Event-Trigger ]
                             [ Revalidation-Time ]



                             [ NBIFOM-Information ]

                            *[ Routing-Rule-Report]
                             [ Online ]

                             [ Offline ]

                            *[ QoS-Information ]

                            *[ AVP ]
*** 3rd Change ***

5.3.2
Subsession-Enforcement-Info

The Subsession-Enforcement-Info AVP (AVP code 2201) is of type Grouped, and it is used to set up and tear down  subsessions, provide information about the subsession, request PCC/QoS rules and report on PCC/QoS rules and related events. This information is sent from the V-PCRF to the H-PCRF. The information contained within this grouped AVP pertains only to the subsession identified by the Subsession-Id AVP.

The following AVPs are only applicable when the Subsession-Enforcement-Info AVP is provided within a CCR: Subsession-Operation AVP, Bearer-Identifier AVP, Bearer-Operation AVP, Packet-Filter-Information AVP, Packet-Filter-Operation AVP, Framed-IP-Address AVP, Framed-IPv6-Prefix AVP, Called-Station-ID AVP,  PDN-Connection-ID AVP, Bearer-Usage AVP, TFT-Packet-Filter-Information AVP, Online AVP, Offline AVP, Charging-Rule-Report  AVP, Application-Detection-Information AVP, Routing-Rule-Install AVP, Routing-Rule-Remove AVP, NBIFOM-Information AVP, Access-Availability-Change-Reason AVP and Credit-Management-Status AVP.
The following AVPs are only applicable when the Subsession-Enforcement-Info AVP is provided within an RAA: Result-Code AVP and Experimental-Result-Code AVP.

The other AVPs are applicable when the Subsession-Enforcement-Info AVP is provided in either a CCR or RAA.
IP-CAN-Type AVP, RAT-Type AVP, 3GPP-SGSN-MCC-MNC AVP, 3GPP-SGSN-Address AVP, 3GPP-SGSN-IPv6-Address AVP, RAI AVP, 3GPP-User-Location-Info AVP, 3GPP2-BSID AVP and User-CSG-Information AVP are only applicable when the MAPCON feature is supported as described in clause 5.4.1.
The Result-Code AVP or Experimental-Result-Code AVP may be provided to inform the H-PCRF of possible errors when processing subsession information that was provided in a corresponding RAR command.

Subsession-Enforcement-Info ::= < AVP Header: 2201 >

                                { Subsession-Id }

                                [ Subsession-Operation ]

                             0*2[ AN-GW-Address ]

                                [ Bearer-Identifier ]

                                [ Bearer-Operation ]

                               *[ Packet-Filter-Information ]
                                [ Packet-Filter-Operation ]
                                [ QoS-Information ]

                                [ Framed-IP-Address ]

                                [ Framed-IPv6-Prefix ]

                               *[ CoA-Information ]

                                [ Called-Station-Id ]

                                [ PDN-Connection-ID ]

                                [ Bearer-Usage ]

                               *[ TFT-Packet-Filter-Information ]

                                [ Online ]

                                [ Offline ]

                                [ Result-Code ]

                                [ Experimental-Result-Code ]

                               *[ Charging-Rule-Report ]

                                [ Credit-Management-Status ]

                               *[ QoS-Rule-Report ]
                               *[ Application-Detection-Information ]
                                [ IP-CAN-Type ]

                                [ RAT-Type ]
                                [ 3GPP-SGSN-MCC-MNC ]

                                [ 3GPP-SGSN-Address ]

                                [ 3GPP-SGSN-IPv6-Address ]

                                [ RAI ]

                                [ 3GPP-User-Location-Info]
                                [ 3GPP2-BSID ]
                                [ User-CSG-Information ]
                                [ Default-EPS-Bearer-QoS ]



                                [ NBIFOM-Information ]
                                [ Access-Availability-Change-Reason ]

                                [ Network-Request-Support ]
                                [ Routing-Rule-Install ]

                                [ Routing-Rule-Remove ]
                                [ User-Location-Info-Time ]
                                [ Logical-Access-ID ]

                                [ Physical-Access-ID ]
                               *[ Usage-Monitoring-Information ]
                                [ Multiple-BBERF-Action ]
                               *[ Event-Trigger ]
                                [ Access-Network-Charging-Address ]
                               *[ Access-Network-Charging-Identifier-Gx ]

                                [ Session-Linking-Indicator ]
                                [ HeNB-Local-IP-Address ]

                                [ UE-Local-IP-Address ]
                                [ UE-Local-IPv6-Prefix ]
                                [ UDP-Source-Port ]
                                [ AN-GW-Status ]
                               *[ AVP ]
*** End of Change ***

