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	Reason for change:
	In the current 3GPP TS 24.607 subclause 4.4 (Syntax requirements), it is clarified that the privacy level "session" and "critical" are not used in OIP/OIR specification. For II-NNI aspect, 3GPP TS 29.165 subclause 12.3 describes the II-NNI requirements specific to OIP/OIR service; however, the above clarification on OIP/OIR specification of priv-value is not considered.

	
	

	Summary of change:
	In order to clarify that the privacy level "session" and "critical" are not used in OIP/OIR specification,

1. TS 24.229 subclause 5.10.8 is added as a reference of service specific requirements over the II-NNI, and

2. added a new note mentioning "session" and "critical" are not used in the OIP/OIR service.

Additionally, minor two editorials in NOTE 2 of subclause 12.3 are corrected.

	
	

	Consequences if not approved:
	Misalignment with TS 24.607 will cause inter-operability problems regarding OIP/OIR services in the interconnection scenario.
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Start of change
12.3
Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR)

Service specific requirements in accordance with TS 24.607 [32] and 3GPP TS 24.229 [5] subclause 5.10.8 shall be supported over the II-NNI.

The P-Asserted-Identity header field and the Privacy header field with values "id", "user", "none", "header" and "critical" shall be supported at the II-NNI.

NOTE 1:
P-Asserted-Identity header fields are intended for end-to-end operation. Removal of such header fields will impact the intended end-to-end operation between the end users. Where a trust relationship exists on the P-Asserted-Identity header field between the two IMS networks, this header field cannot be altered when passing through the II-NNI according to TS 24.229 [5]. Where no trust relationship exists on the P-Asserted-Identity header field between the two IMS networks, the IBCF determines whether to remove the P-Asserted-Identity header field according to procedures described in TS 24.229 [5] clause 4.4.2 referencing IETF RFC 3325 [44] and local policy rules for using additional screening capabilities as defined in TS 24.229 [5] clause 5.10.6.

NOTE 2:
Where a trust relationship exists with the remote domain the From header field will be passed transparently by the IBCF. If a SIP request is received by the terminating network and the application of the OIR service is required with the value "user" for the Privacy header field then the From header field will be anonymised in accordance with IETF RFC 3323 [34] by the terminating network. Where no trust relationship exists with the remote domain, the From header field can be, based on local policy rules, anonymised by the IBCF of the originating network prior passing through the II-NNI using screening capabilities defined in TS 24.229 [5] clause 5.10.6 and clause 5.10.8.

NOTE 3:
The privacy level "session" and "critical" are not used in the OIP/OIR service as described in 3GPP TS 24.607 [32].
SIP based user configuration as described in TS 24.238 [100] shall be supported at the roaming II-NNI.
End of change
