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3.2
Abbreviations

For the purpose of the present document, the abbreviations given in TR 21.905 [1] and the following apply:

ADC
Application Detection and Control

AF
Application Function

ASP
Application Service Provider

AVP
Attribute Value Pair

CRF
Charging Rules Function

DSCP
Differentiated Services Code Point

GCS
Group Communication Service

GCS AS
Group Communication Service Application Server

IP-CAN
IP Connectivity Access Network
MPS
Multimedia Priority Service
NBIFOM
Network-based IP flow mobility
PCC
Policy and Charging Control

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rule Function

PDF
Policy Decision Function

P-CSCF
Proxy-Call Session Control Function

RCAF
RAN Congestion Awareness Function

QoS
Quality of Service

SDF
Service Data Flow

SPR
Subscriber Profile Repository

TDF
Traffic Detection Function
UDC
User Data Convergence
UE
User Equipment
UDR
User Data Repository

XML
Extensible Markup Language
*** Next Change ***

4.4.6.7
Reporting Access Network Information

If the AF requests the PCRF to report the access network information (e.g. user location and/or user timezone information), the AF shall subscribe to the "ACCESS_NETWORK_INFO_REPORT" within the Specific-Action AVP and shall include the required access network information within the Required-Access-Info AVP. The AF may request the PCRF to report the access network information in conjunction with providing the PCRF with the AF session information, refer to clause 4.4.1. Optionally, the AF may request the PCRF to report the access network information without providing service information (see clause A.10.2). In the latter case the AF establishes an Rx session for the AF session upon requesting the access network information from the PCRF with an AA-Request command, containing information required for the session binding in the Framed-IP-Address AVP, the Framed-Ipv6-Prefix AVP Subscription-Id AVP, the Called-Station-Id AVP and/or the IP-Domain-Id AVP.
The AF may also request the PCRF to report the access network information at Rx session termination. To do so, the AF shall include the required access network information within the Required-Access-Info AVP in the corresponding ST-Request.
When the PCRF receives a request to report the access network information from the AF in an AAR command or in an STR command triggered by the AF, if the PCRF determines that the access network does not support the access network information reporting based on the currently used IP-CAN type or the values of RAT-Type AVP and AN-Trusted AVP or the PCEF/BBERF does not support the access network information reporting based on the Supported-Feature AVP, the PCRF shall respond to AF with an AAA or STA command including the NetLoc-Access-Surpport AVP set to the value of 0 (NETLOC_ACCESS_NOT_SUPPORTED); otherwise, it shall immediately configure the PCEF or BBERF to provide such access network information.
When the PCRF then receives the access network information from the PCEF/BBERF, the PCRF shall provide the corresponding access network information to the AF within the 3GPP-User-Location-Info AVP (if available), TWAN-Identifier AVP (if available), User-Location-Info-Time AVP (if available), 3GPP-SGSN-MCC-MNC AVP (if location info is not available) and/or 3GPP-MS-TimeZone AVP in the RAR command if the Rx session is not being terminated or in the STA command if the Rx session is being terminated. If the information is provided in the RAR command, PCRF shall also provide the ACCESS_NETWORK_INFO_REPORT within Specific-Action AVP.

NOTE 1:
The PCRF receives the access network information from the PCEF/BBERF if it is requested by the AF previously or the IP-CAN bearer/IP-CAN session is terminated.
When the PCRF receives the NetLoc-Access-Support AVP set to the value of 0 (NETLOC_ACCESS_NOT_SUPPORTED) from the PCEF/BBERF, the PCRF shall send a RAR command including the Specific-Action AVP set to INDICATION_OF_ACCESS_NETWORK_INFO_REPORTING_FAILURE and the NetLoc-Access-Support AVP set to the value of 0 (NETLOC_ACCESS_NOT_SUPPORTED) if the AF requested the access network information in an AAR command or send an STA command including the NetLoc-Access-Support AVP set to the value of 0 (NETLOC_ACCESS_NOT_SUPPORTED) if the AF requested the access network information in an STR command.

NOTE 2:
The 3GPP GPRS, 3GPP EPS and Trusted WLAN support access network information reporting in this release.
The PCRF shall not send an RAR command with the ACCESS_NETWORK_INFO_REPORT value within a Specific-Action AVP to report any subsequently received access network information to the AF, unless the AF sends a new request for access network information.
If NBIFOM as defined in 3GPP TS 23.161 [xx] applies, when the PCRF has received a request to report access network information from the AF and PCC rules related with the AF request are bound to multiple accesses, the PCRF should first select the PCC rule bound to the 3GPP access to request the access network information. If the PCRF cannot get the access network information from the 3GPP access side, the PCRF may try to get the access network information from the non-3GPP side.  
NOTE x:
Using the 3GPP access reduces the risk of getting no trustable location information from the S2b access of the IP-CAN session
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