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* * * First Change * * * *

D.4
EPC-based Untrusted WLAN Access

For EPC-based untrusted WLAN Access the BBERF does not apply.

For an IP-CAN session set-up over an untrusted WLAN access over S2b the following applies:

At IP-CAN Session Establishment the PCEF provides the PCRF with the IP-CAN-Type AVP indicating Non-3GPP-EPS, the RAT-Type AVP indicating the access technology type as provided by the access network and the AN-Trusted AVP set to "Untrusted". The PCEF provides also the PCRF with location information within the 3GPP-User-Location-Info AVP which may have received from the ePDG.
IP-CAN_CHANGE and RAT_CHANGE event triggers as defined in clause 5.3.7 apply in this access. When reporting these events, the PCEF shall, in addition to the IP-CAN-Type AVP and/or RAT-Type AVP, provide the AN-Trusted AVP set to "Untrusted".

NOTE X1:
The PCEF reports these events to the PCRF when a Create Session Request is received including information that the UE moved to an untrusted WLAN access.
ACCESS_NETWORK_INFO_REPORT event trigger as defined in clause 5.3.7 apply in this access.  When reporting these event, the PCEF shall provided the required access network information to the PCRF as defined in 4.5.22. If the user location information within the 3GPP-User-Location-Info AVP is provided by PCEF, it may contain:
-
The local IP address detected by the ePDG as the source of the UE traffic over Swu.  
-
WLAN Location Information defined in TS 23.402 [23]

NOTE X2: When the Access Network Information reported by the PCRF to the AF corresponds to the local IP address used by the UE to reach the ePDG, this information cannot be considered as reliable.
NOTE X3: When WLAN location Information is available, the local IP address detected by the ePDG as the source of the UE traffic over Swu is not provided to the AF.
* * * End of Changes * * * *

