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* * * First Change * * * *

5.2.2
Registration via IC SIP proxies

The registration procedure between the visited network and the home network uses an IC network which provides SIP proxy nodes to relay SIP traffic between these networks.

For the registration the UE addresses an FQDN in the home network domain which reflects the registrar (i.e. the S‑CSCF of the home network). With this FQDN the IBCF acting as an exit point in the visited network chooses an IC provider and routes to a SIP proxy of the selected IC provider.

The SIP layer signalling is served by the IC provider’s SIP proxy. The SIP proxy decides on the next SIP proxy towards the home network and routes to the next SIP proxy or to the IBCF acting as an entry point in the home network, if no further SIP proxy is required.

NOTE 1:
The call flows just show scenarios with a single IC network and a single SIP proxy.

The user A at UE-A is roaming into a visited network vA. The user A is a subscriber of operator hA.
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Figure 5.2.2-1: Message flow for Registration via IC SIP proxy

Call flow details:

1.
REGISTER request (UE-A to P-CSCF-vA1) - see example in table 5.2.2-1.

The user A at UE-A initiates registration. The UE-A sends an initial REGISTER request to the P-CSCF‑vA1 according to TS 24.229 [4].

Table 5.2.2-1: REGISTER request (UE-A to P-CSCF-vA1)

REGISTER sip:home-A.net SIP/2.0

P-Access-Network-Info: 3GPP-E-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From: <sip:userA_public1@home-A.net>;tag=4fa3

To: <sip:userA_public1@home-A.net>

Contact: <sip:[5555::aaa:bbb:ccc:ddd]>;reg-id=1; +sip.instance="<urn:gsma:imei:90420156-025763-0>";expires=600000
Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

CSeq: 1 REGISTER

Supported: path

Other SIP header fields are set according to 3GPP TS 24.229 [4].

Request-URI:
The Request-URI sip:home-A.net (the URI that follows the method name, "REGISTER", in the first line) indicates the destination domain of this REGISTER request which is the home network.
From:
Set to the SIP URI that is the default public user identity of the user A i.e. userA_public1@home-A.net.
To:
Set to the SIP URI that is the default public user identity of the user A i.e. userA_public1@home-A.net.
Supported:
The UE-A inserts the Supported header field containing the option-tag "path".
2.
REGISTER request (P-CSCF-vA1 to IBCF-vA1) - see example in table 5.2.2‑2.


When the P-CSCF-vA1 receives the initial REGISTER request the P‑CSCF-vA1 adds the P‑Visited‑Network‑ID header field containing the identifier of the P-CSCF network. This may be the visited network domain name or any other identifier that identifies the visited network at the home network.


The P-CSCF-vA1 needs to be in the path for all terminating requests for this user. To ensure this, the P‑CSCF‑vA1 adds itself to the Path header field for future requests.


The P-CSCF-vA1 selects an IBCF (IBCF-vA1) to be the IBCF acting as an exit point towards the home network hA of the user A and sends the REGISTER request according to TS 24.229 [4] to IBCF-vA1.

Table 5.2.2-2: REGISTER request (P-CSCF-vA1 to IBCF-vA1)

REGISTER sip:home-A.net SIP/2.0
P-Access-Network-Info: 3GPP-E-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11, 3GPP-E-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11;network-provided;local-time-zone="UTC+01:00";daylight-saving-time="01"
From:

To:

Contact:

CSeq:

Supported:

Require: path

Path: <sip:visit-xyz@pcscf-vA1.visited-A.net:5070;lr;iotl=homeB-visitedB>

Route: <sip:reg@ibcf-vA1.visited-A.net;lr>

P-Visited-Network-ID: "Visited Network Number A"

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 1visited-a"

Via: SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565,

     SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

...

Other SIP header fields are set according to 3GPP TS 24.229 [4].

Route:
P‑CSCF‑vA1 includes the selected IBCF-vA1 URI.

P-Charging-Vector:
The P-CSCF-vA1 provides an ICID value and adds a type 1 "orig-ioi" header field parameter with the IOI value identifying the visited network (i.e. "visited‑a").

Path:
This is the address of the P-CSCF‑vA1 and is included to inform the S-CSCF where to route terminating requests. The Path header field includes traffic leg information in the "iotl" SIP URI parameter according to IETF RFC 7549 [26].
Require:
The P-CSCF-vA adds the Require header field containing the option-tag "path" to ensure that the recipient correctly handles the Path header field. If the recipient does not support the Path header field, a SIP response will be received with a status code of 420 and an Unsupported header field indicating the option-tag "path". Such a response indicates a wrong configuration of the routing tables and the request has been routed outside the IM CN subsystem.

Via:
The P‑CSCF‑vA1 adds a Via header field with the address to receive the response to the REGISTER request.

P-Access-Network-Info:
The P-CSCF-vA1 adds a network provided location, time-zone and daylight saving time. If it doesn't indicate that it is a network provided location, the P-Access-Network-Info header field containing the location provided by the UE-A is kept in the INVITE request.

3.
REGISTER request (IBCF-vA1 to IC-A1) - see example in table 5.2.2-3.

The IBCF-vA1 receives the initial REGISTER request and analyses the request line and forwards registration to preferred VoIP IC provider (i.e. to IC A). The IBCF-vA1 determines the next hop IP address from the request URI either by configured information or using a DNS query according to IETF RFC 3263 [13]. If the subsequent interconnection network is SIP-aware, the determined IP address will belong to the SIP proxy IC-A1. Otherwise the determined IP address will point to IBCF-hA1 and step 4 is skipped (not reflected in message details below).
The IBCF-vA1 adds its own address to the Path header field.

Table 5.2.2-3: REGISTER request (IBCF-vA1 to IC-A1)

REGISTER sip:home-A.net SIP/2.0
P-Access-Network-Info:

From:

To:

Contact:

CSeq:

Supported:
Require:
Path: <sip:visit-abc@ibcf-vA1.visited-A.net:5070;lr>,<sip:visit-xyz@pcscf-vA1.visited-A.net:5070;lr;iotl=homeB-visitedB>

Route: <sip:reg@ic-A1.interconnection-A.net;lr>

P-Visited-Network-ID:

P-Charging-Vector:

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1,


 SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565,


 SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

...

Other SIP header fields are set according to 3GPP TS 24.229 [4].

Path:
Based on topology hiding functionality the IBCF-vA1 will either forward the Path header field with:

-
one visible IBCF-vA1 entry and the remaining collected entries as one hidden entry. If the SIP URI in the bottommost hidden Path header field contains an "iotl" SIP URI parameter then IBCF-vA1will append an "iotl" SIP URI parameter with the same value to its own SIP URI in the Path header field; or

-
one IBCF-vA1 entry and the whole content of already collected entries as visible entries.

Route:
The IBCF-vA1 adds a Route header field identifying the selected node in the IC network A.
Via:
Based on topology hiding functionality the IBCF-vA1 will either forward the Via header field with:

-
one visible IBCF‑vA1 entry and the remaining collected entries as one hidden entry; or

-
one IBCF-vA1 entry and the whole content of already collected entries as visible entries.

4.
REGISTER request (IC-A1 to IBCF-hA1) - see example in table 5.2.2‑4.

NOTE 2:
If the subsequent interconnection network is SIP-unaware, step 4 is skipped (not reflected in message details below).

The IC-A1 receives the initial REGISTER request and analyses the request line and forwards registration to the IBCF-hA1 of the home network of user A. The routing could either apply via DSN or any other routeing mechanism.

Table 5.2.2-4: REGISTER request (IC-A1 to IBCF-hA1)

REGISTER sip:home-A.net SIP/2.0
P-Access-Network-Info:

From:

To:

CSeq:

Supported:
Require:
Contact:

Path: <sip:proxy-abc@ic-A1.interconnection-A.net:5070;lr>,<sip:visit-abc@ibcf-vA1.visited-A.net:5070;lr>,<sip:visit-xyz@pcscf-vA1.visited-A.net:5070;lr;iotl=homeB-visitedB>

Route: <sip:reg@ibcf-hA1.home-A.net;lr>

P-Visited-Network-ID:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";

orig-ioi="Type 1visited-a";transit-ioi="ICa.1"
Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.2,


 SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1,


 SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565,


 SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

...

Other SIP header fields are set according to 3GPP TS 24.229 [4].

P-Charging-Vector:
In this example the IC-A1 adds the identity of the IC-A1 VoIP provider (i.e. "ICa") in the "transit-ioi" header field parameter. However, if the REGISTER request is routed via more than one IC VoIP provider network each IC VoIP provider receiving the REGISTER request adds a "transit-ioi" header field entry containing the IC VoIP provider identity.
Path:
Based on SLA between IC partners and roaming partners the address of the IC-A1 will be added or not added by IC-A1.
Route:
The IC-A1 adds a Route header field identifying the selected entry point in the home network hA.
Via:
The Via header field is added by each proxy in IC networks, in this example the Via header field is only added by IC-A1.

5.
REGISTER request (IBCF-hA1 to I-CSCF-hA1) - see example in table 5.2.2-5.

The IBCF-hA1 receives the initial REGISTER request and analyses the request line and forwards registration to the I-CSCF‑hA1. The IBCF-hA1 adds a Route header field with the address of the I‑CSCF‑hA1 of the home network of user A. In this example, the IBCF-hA1 does not add any "transit-ioi" header field parameter in the P-Charging-Vector header field. However, the IBCF-hA1 adds the "transit-ioi" header field parameter based on local policy, when the "transit-ioi" identifying the preceding interconnection network is not included in the received request (e.g. when the preceding interconnection network is not an IMS transit network).
For performance reasons this I-CSCF‑hA1 could be used only for registration traffic for roaming user which is due to local policy of the home network operator.
Table 5.2.2-5: REGISTER request (IBCF-hA1 to I-CSCF-hA1)

REGISTER sip:home-A.net SIP/2.0
P-Access-Network-Info:
From:

To:

Contact:

CSeq:

Supported:
Require:
Path: <sip:home-abc@ibcf-hA1.home-A.net:5070;lr>,<sip:proxy-abc@ic-A1.interconnection-
A.net:5070;lr>,<sip:visit-abc@ibcf-vA1.visited-A.net:5070;lr>,<sip:visit-xyz@pcscf-vA1.visited-
A.net:5070;lr;iotl=homeB-visitedB>

Route: <sip:reg@icscf-hA1.home-A.net;lr>

P-Visited-Network-ID:

P-Charging-Vector:

Via: SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bK351g45.3,

     SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.2,

     SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1,

     SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565,

     SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

...

Other SIP header fields are set according to 3GPP TS 24.229 [4].

Path:
The IBCF‑hA1 adds a Path header field with the address to receive terminating dialog creating or stand‑alone requests.
Route:
The IBCF-hA1 adds a Route header field identifying the I‑CSCF‑hA1 of the home network of user A.
Via:
The IBCF-hA1 adds a Via header field.
6.
REGISTER request (I-CSCF-hA1 to S-CSCF-hA1) - see example in table 5.2.2-6.

The I-CSCF-hA1 receives the REGISTER request and makes a request for information related to the subscriber registration status by sending the private user identity, public user identity and visited domain name to the HSS. The HSS returns the S-CSCF required capabilities and the I-CSCF‑hA1 uses this information to select a suitable S-CSCF.
Due to the fact that the I-CSCF‑hA1 only identifies the home S-CSCF which is responsible for the roaming user A, the I-CSCF‑hA1 is not needed for future requests to be kept in the path, thus an I-CSCF entry is not needed within the Path header field.

But for the response to the REGISTER message the I-CSCF‑hA1 has to be added in the Via header field.

Table 5.2.2-6: REGISTER request (I-CSCF-hA1 to S-CSCF-hA1)

REGISTER sip:home-A.net SIP/2.0
P-Access-Network-Info:

From:

To:

Contact:

CSeq:

Supported:
Require:
Path: 
Route: <sip:reg@scscf-hA1.home-A.net;lr>

P-Visited-Network-ID:

P-Charging-Vector:

Via: SIP/2.0/UDP icscf-hA1.home-A.net;branch=z9hG4bK351g45.4,


 SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bK351g45.3,


 SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.2,


 SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1,


 SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565,


 SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

...

Other SIP header fields are set according to 3GPP TS 24.229 [4].

Route:
The I‑CSCF‑hA1 adds the address of the selected S‑CSCF.

Via:
The I‑CSCF‑hA1 adds a Via header field with the address to receive the response to the REGISTER request.
7.
401 (Unauthorized) response (S-CSCF-hA1 to I-CSCF-hA1) - see example in table 5.2.2-7.

As the REGISTER request arrived without integrity protection to the P-CSCF, the S-CSCF‑hA1 shall challenge the request. For this, the S-CSCF‑hA1 requires at least one authentication vector to be used in the challenge to the user. If a valid authentication vector is not available, then the S-CSCF‑hA1 requests at least one authentication vector from the HSS.
Table 5.2.2-7: 401 (Unauthorized) response (S-CSCF-hA1 to I-CSCF-hA1)

SIP/2.0 401 Unauthorized

Via: SIP/2.0/UDP icscf-hA1.home-A.net;branch=z9hG4bK351g45.4,


 SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bK351g45.3,


 SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.2,


 SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1,


 SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565,


 SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

From: 
To: <sip:userA_public1@home-A.net>;tag=5ef4

CSeq:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 1visited-a";term-ioi="Type 1home-a"
WWW-Authenticate: Digest realm="registrar.home-A.net", nonce="A34Cm+Fva37UYWpGNB34JP", algorithm=AKAv1-MD5, ik="00112233445566778899aabbccddeeff", ck="ffeeddccbbaa11223344556677889900"

Other SIP header fields are set according to 3GPP TS 24.229 [4].

P-Charging-Vector:
The P-Charging-Vector header field containing the "orig-ioi" header field parameter, if received in the REGISTER request and a type 1 "term-ioi" header field parameter. The S‑CSCF‑hA1 shall set the type 1 "term-ioi" header field parameter to a value that identifies the sending network of the response and the "orig-ioi" header field parameter is set to the previously received value of "orig-ioi" header field parameter.
The "icid-value" header field parameter is set to the previously received value of "icid‑value" header field parameter in the request.

WWW-Authenticate:
The S‑CSCF‑hA1 includes the WWW-Authenticate header field with:
-
the "realm" header field parameter containing a globally unique name of the S‑CSCF‑hA1; 
-
the "nonce" header field parameter containing the quoted string, base64 encoded value of
the concatenation of the RANDom challenge (RAND) and Authentication TokeN (AUTN)
parameters and optional server specific data for the UE;
-
the security mechanism in the "algorithm" header field parameter;
-
the Integrity Key parameter for the P-CSCF in the "ik" header field parameter; and
-
the Cipher Key parameter for the P-CSCF in the "ck" header field parameter.

NOTE 3:
If the interconnection network is SIP-unaware, step 10 is skipped.

8-12.
401 (Unauthorized) response (I-CSCF-hA1 to UE‑A).

Normal response routing procedure as described within TS 24.229 [4] applies. No specific roaming procedures apply.
NOTE 4:
If the interconnection network is SIP-unaware, step 10 is skipped.

13-17.
REGISTER request (UE-A to I-CSCF-hA1).

The authentication challenge response is calculated by the UE-A and then put into the Authorization header field and sent back to the registrar in the REGISTER request. Procedures are described within TS 24.229 [4].
UE‑A registers a second time with an authentication response.

With the exception of the Authorization header field, the CSeq header field value and the ICID value in the P‑Charging‑Vector header field, the REGISTER message will contain the same information and the Path header fields and the Via header fields will be set as described within steps 1-5 of this call flow.

NOTE 5:
If the interconnection network is SIP-unaware, step 16 is skipped.

18.
REGISTER request (I-CSCF-hA1 to S-CSCF-hA1).

I-CSCF‑hA1 queries IMS-HSS (LIR/LIA) as described within TS 29.228 [14] and routes to the previously assigned S-CSCF‑hA1. It is the same procedure as described within step 6 of this call flow.

The Path header field will be set as described within step 6 of this call flow.

19-22.
200 OK response (S-CSCF-hA1 to IBCF-vA1) - see example in table 5.2.2-19.

S-CSCF‑hA1 confirms the registration as described within TS 24.229 [4]. There are no roaming specific procedures that apply in addition.

The table 5.2.2-19 shows the content of the 200 (OK) response when sent by S-CSCF‑hA1.
Table 5.2.2-19: 200 OK response (S-CSCF-hA1 to IBCF-vA1)
SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf-hA1.home-A.net;branch=z9hG4bK351g45.4,


 SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bK351g45.3,


 SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.2,


 SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1,


 SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565,


 SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

From:

Service-Route: <sip:home-abc@scscf-hA1.home-A.net;lr;iotl=visitedA-homeA>

To:

CSeq: 2 REGISTER

Contact:

P-Associated-URI: <sip:userA_public1@home-A.net>,<tel:+1-237-555-1111>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 1visited-a";term-ioi="Type 1home-a"

Path: <sip:home-abc@ibcf-hA1.home-A.net:5070;lr>,


  <sip:proxy-abc@ic-A1.interconnection-A.net:5070;lr>,


  <sip:visit-abc@ibcf-vA1.visited-A.net:5070;lr>,


  <sip:visit-xyz@pcscf-vA1.visited-A.net:5070;lr;iotl=homeB-visitedB>

Other SIP header fields are set according to 3GPP TS 24.229 [4].

Path:
List of Path header field received in the REGISTER request will be included. (IBCF‑hA1, IC‑A1, IBCF-vA1, P-CSCF-vA1).
P-Associated-URI:
Containing the list of the registered distinct public user identity and its associated set of implicitly registered distinct public user identities. The first URI in the list of public user identities supplied by the HSS to the S-CSCF will indicate the default public user identity to be used by the S‑CSCF.

Service-Route:
Contains the SIP URI identifying the S-CSCF (S-CSCF-hA1) containing an indication that subsequent requests routed via this service route (i.e. from the P-CSCF to the S‑CSCF). In case network topology hiding is required by the home network, a visible SIP URI identifying the IBCF (IBCF‑hA1) will be added by the IBCF acting as an entry point as the topmost entry and a hidden SIP URI identifying the S‑CSCF (S-CSCF-hA1) in the bottom. The Service-Route header field includes traffic leg information in the "iotl" SIP URI parameter according to IETF RFC 7549 [26].
P-Charging-Vector:
The P-Charging-Vector header field containing the "orig-ioi" header field parameter, if received in the REGISTER request and a type 1 "term-ioi" header field parameter. The S‑CSCF‑hA1 shall set the type 1 "term-ioi" header field parameter to a value that identifies the sending network of the response and the "orig-ioi" header field parameter is set to the previously received value of "orig‑ioi" header field parameter.
The "icid-value" header field parameter is set to the previously received value of "icid‑value" header field parameter in the request.

23.
200 OK response (IBCF-vA1 to P-CSCF-vA1).

If topology hiding is required by the visited network and the IBCF-vA1 applied topology hiding on the Path and Via header fields contained in the REGISTER request, the IBCF-vA1 performs a decryption procedure on the received Path and Via header fields, as described in subclause 5.10.4.3of TS 24.229 [4], and inserts a "+g.3gpp.thig-path" Feature-Caps header field parameter set to the same IBCF-vA1's SIP URI value as included in the Path header field of the REGISTER request sent to the home network.

24.
200 OK response (P-CSCF-vA1 to UE-A).
The P-CSCF-vA1 stores the value of received "+g.3gpp.thig-path" Feature-Caps header field parameter and removes the "+g.3gpp.thig-path" Feature-Caps header field parameter before forwarding the 200 (OK) response to the UE-A.
* * * Next Change * * * *

5.2.3.3
The P-CSCF subscribes to the registration-state event package
After that the registration in clause 5.2.2 is successfully completed the P-CSCF-vA1 subscribes to the registration-state event package as described in TS 24.229 [4] clause 5.2.3.

The information received in the registration-state event package can be used by the P-CSCF to determine if a registration is still valid.

Figure 5.2.3.3-1 shows how the P-CSCF-vA1 sends the SUBSCRIBE request without using the registration path hence it will appear as the SUBSCRIBE request is sent between two home networks.
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Figure 5.2.3.3-1:
Subscription to the registration-state event package by the P-CSCF-vA1

The steps of the flow are as follows:
1.
The UE successfully registers as described in clause 5.2.2.

2.
SUBSCRIBE request (P-CSCF-vA1 to IBCF-vA1) - see example in table 5.2.3.3-2.


When the registration is successfully completed, i.e. the 200 (OK) to the REGISTER request sent is to the UE-A) the P-CSCF-vA1 subscribes to the registration-state event package in the home network hA.


The P-CSCF-vA1 selects an IBCF (IBCF-vA1) to be the IBCF acting as the exit point towards the home network hA and forwards a SUBSCRIBE request according to TS 24.229 [4] to the IBCF-vA1.

Table 5.2.3.3-2: SUBSCRIBE request (P-CSCF-vA1 to IBCF-vA1)

SUBSCRIBE sip:userA_public1@home-A.net;iotl=visitedA-homeA SIP/2.0

From:<sip:p-cscf@visited-A.net>;tag=4ea2
To:<sip:userA_public1@home-A.net>
P-Asserted-Identity: <sip:visit-xyz@pcscf-vA1.visited-A.net>
Route: <sip:ibcf-vA1.visited-A.net;lr>
Contact:<sip:[5555::ddd:aaa:ccc:bbb]>

CSeq: 36 SUBSCRIBE

Event:reg
Expires:600000

Accept:application/reginfo+xml

P-Access-Network-Info:3GPP-E-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11;network-provided;local-time-zone="UTC+01:00";daylight-saving-time="01"

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=5467327";orig-ioi="Type 1visited-a"
Via: SIP/2.0/UDP [5555::ddd:aaa:ccc:bbb];branch=z9hG4bKnas12baad

Other SIP header fields are set according to 3GPP TS 24.229 [4].

Request-URI:
Set to the default public user identity of the user, i.e. userA_public1@home-A.net. P-CSCF appends traffic leg information in the "iotl" SIP URI parameter according to IETF RFC 7549 [26].
From:
Set to the P-CSCF's SIP URI.
To:
Set to the SIP URI that is the default public user identity of the user i.e. userA_public1@home-A.net.
P-Asserted-Identity:
Set to the value of the received "+g.3gpp.thig-path" Feature-Caps header field parameter if the received 200 (OK) response to the REGISTER request contained a "+g.3gpp.thig-path" Feature-Caps header field parameter or otherwise, as shown in this example, to the SIP URI of the P-CSCF, which was inserted into the Path header field during the registration of the user to whose registration state the P-CSCF subscribes to.
Event:
The value of the Event header field is set to the value "reg" to specify the use of the registration state package.
Accept:
The value of the Accept header field is set to "application/reginfo+xml".

P-Access-Network-Info:
The P-CSCF adds the P-Access-Network-Info header field with a network provided location and daylight saving information.

P-Charging-Vector:
The P-CSCF-vA1 includes an ICID value and a type 1 "orig-ioi" header field parameter. The P-CSCF-vA1 shall set the type 1 "orig-ioi" header field parameter to a value that identifies the sending network of the request (i.e. visited-A).
3.
SUBSCRIBE request (IBCF-vA1 to IC-A1) - see example in table 5.2.3.3-3.


When the IBCF-vA1 receives the SUBSCRIBE request the IBCF-vA1 selects, based on local policy, to route the SUBSCRIBE request via IC network A and sends the SUBSCRIBE request according to TS 24.229 [4] to the IC-A1. The IBCF-vA1 determines the next hop IP address from the URI in the first entry of the Route header field either by configured information or using a DNS query according to IETF RFC 3263 [13]. If the subsequent interconnection network is SIP-aware, the determined IP address will belong to the SIP proxy IC-A1. Otherwise the determined IP address will point to IBCF-hA1 and step 4 is skipped (not reflected in message details below).
Table 5.2.3.3-3: SUBSCRIBE request (IBCF-vA1 to IC-A1)

SUBSCRIBE sip:userA_public1@home-A.net;iotl=visitedA-homeA SIP/2.0

From:

To:

P-Asserted-Identity:
Route: <sip:ic-A1.interconnection-A.net;lr>
Record-Route:<sip:ibcf-vA1.visited-A.net;lr>

Contact:

CSeq:
Event:
Expires:
Accept:

P-Access-Network-Info:
P-Charging-Vector:

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bKnas12baad.1

Via: SIP/2.0/UDP [5555::ddd:aaa:ccc:bbb];branch=z9hG4bKnas12baad

Other SIP header fields are set according to 3GPP TS 24.229 [4].

Route:
The IBCF-vA1 adds a Route header field identifying the selected node in the IC network A.

Record-Route:
The IBCF-vA1 adds a Record-Route header field.
Via:
Based on topology hiding functionality the IBCF-vA1 will either forward the Via header field with:

-
one visible IBCF-vA1 entry and the remaining collected entries as one hidden entry; or

-
one IBCF-vA1 entry and the whole content of already collected entries as visible entries.
4.
SUBSCRIBE request (IC-A1 - to IBCF-hA1) - see example in table 5.2.3.3-4.

NOTE 1:
If the interconnection network is SIP-unaware, step 4 is skipped (not reflected in message details below).


The IC-A1 selects an entry point (IBCF-hA1) of the home network hA and sends the SUBSCRIBE request according to TS 24.229 [4] to the IBCF-hA1.


The IC-A1 may add a Route header field entry pointing to the entry point of home network hA. This is shown in example in table 5.3.3.3-4.
Table 5.2.3.3-4: SUBSCRIBE request (IC-A1 - to IBCF-hA1)

SUBSCRIBE sip:userA_public1@home-A.net;iotl=visitedA-homeA SIP/2.0

From:

To:

P-Asserted-Identity:
Route: <sip:ibcf-hA1.home-A.net;lr>
Record-Route:<sip:ic-A1.interconnection-A.net;lr>,<sip:ibcf-vA1.visited-A.net;lr>

Contact:

CSeq:
Event:
Expires:
Accept:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=5467327";orig-ioi="Type 1visited-a";transit-ioi="ICa.1"
P-Charging-Vector:

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bKnas12baad.2
Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bKnas12baad.1

Via: SIP/2.0/UDP [5555::ddd:aaa:ccc:bbb];branch=z9hG4bKnas12baad

Other SIP header fields are set according to 3GPP TS 24.229 [4].

P-Charging-Vector:
The IC-A1 adds the "transit-ioi" header field parameter identifying the interconnection network (i.e. ICa.1).
Route:
The IC-A1 adds a Route header field identifying the selected entry point in the home network hA.
Record-Route:
Based on interconnection operator SLA the IC-A1 adds an entry to the Record-Route header field or not.
Via:
The IC-A1 adds a Via header field.
5.
SUBSCRIBE request (IBCF-hA1 to I-CSCF-hA1) - see example in table 5.2.3.3-5.


The IBCF-hA1 receives the SUBSCRIBE request and analyses the request line and the request to the I-CSCF‑hA1. The IBCF-hA1 adds a Route header field with the address of the I‑CSCF‑hA1 of the home network of user A.


In this example, the IBCF-hA1 does not add any "transit-ioi" header field parameter in the P-Charging-Vector header field. However, the IBCF-hA1 adds the "transit-ioi" header field parameter based on local policy, when the "transit-ioi" identifying the preceding interconnection network is not included in the received request (e.g. when the preceding interconnection network is not an IMS transit network).
Table 5.2.3.3-5: SUBSCRIBE request (IBCF-hA1 to I-CSCF-hA1)

SUBSCRIBE sip:userA_public1@home-A.net;iotl=visitedA-homeA SIP/2.0

From:

To:

P-Asserted-Identity:
Route: <sip:icscf-hA1.home-A.net;lr>
Record-Route:<sip:ibcf-hA1.home-A.net;lr>,<sip:ic-A1.interconnection-A.net;lr>,<sip:ibcf-vA1.visited-A.net;lr>

Contact:

CSeq:
Event:
Expires:
Accept:

P-Access-Network-Info:
P-Charging-Vector:

Via: SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bKnas12baad.3

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bKnas12baad.2

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bKnas12baad.1

Via: SIP/2.0/UDP [5555::ddd:aaa:ccc:bbb];branch=z9hG4bKnas12baad

Other SIP header fields are set according to 3GPP TS 24.229 [4].

Via:
The IBCF-hA1 adds a Via header field.
Route:
The IBCF-hA1 adds a Route header field with the address of the I‑CSCF‑hA1 of the home network of user A.
Record-Route:
The IBCF-hA1 adds a Record-Route header field.
6.
SUBSCRIBE request (I-CSCF-hA1 to S-CSCF-hA1) - see example in table 5.2.3.3-6.


The I-CSCF-hA1 receives the SUBSCRIBE request and makes a request for information related to the subscriber registration status by sending the public user identity and visited domain name to the HSS. The HSS returns the S‑CSCF address.


Due to the fact that the I-CSCF‑hA1 only identifies the home S-CSCF which is responsible for the roaming user A, the I-CSCF‑hA1 is not needed for future requests to be kept in the path, thus an I-CSCF entry is not needed within the Record-Route header field.


But for the response to the SUBCRIBE request the I-CSCF‑hA1 has to be added in the Via header field.

Table 5.2.3.3-6: SUBSCRIBE request (I-CSCF-hA1 to S-CSCF-hA1)

SUBSCRIBE sip:userA_public1@home-A.net;iotl=visitedA-homeA SIP/2.0

From:

To:

P-Asserted-Identity:
Route: <sip:home-abc@scscf-hA1.home-A.net;lr>
Record-Route:<sip:ibcf-hA1.home-A.net;lr>,<sip:ic-A1.interconnection-A.net;lr>,<sip:ibcf-vA1.visited-A.net;lr>

Contact:

CSeq:
Event:
Expires:
Accept:

P-Access-Network-Info:
P-Charging-Vector:

Via: SIP/2.0/UDP icscf-hA1.home-A.net;branch=z9hG4bKnas12baad.4

Via: SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bKnas12baad.3

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bKnas12baad.2
Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bKnas12baad.1

Via: SIP/2.0/UDP [5555::ddd:aaa:ccc:bbb];branch=z9hG4bKnas12baad

Other SIP header fields are set according to 3GPP TS 24.229 [4].

Route:
The I‑CSCF‑hA1 adds the address of the selected S‑CSCF.

Via:
The I-CSCF-hA1 adds a Via header field.
7-11.
200 (OK) response (S-CSCF to P-CSCF-vA1).

The S-CSCF-hA1 acknowledges a successful subscription to the registration-state event package where:

-
the S-CSCF-hA1 includes a P-Charging-Vector header field containing the ICID value and "orig-ioi" header field parameter as received in the SUBSCRIBE request. In addition the S-CSCF-hA1 adds the "term-ioi" header field parameter with the IOI value set to a value identifying the home network A (i.e. home-a); and

-
the IC-A1 adds to the P-Charging-Vector header field the "transit-ioi" set to a value identifying the interconnection network (i.e. "ICa.1").

NOTE 2:
If the interconnection network is SIP-unaware, step 10 is skipped.

12.
NOTIFY request (S-CSCF-hA1 to IBCF-hA1) - see example in table 5.2.3.3-12.


The S-CSCF-hA1 immediately after sending the 200 (OK) to the SUBSCRIBE request sends a NOTIFY request containing the registration-state event package in an application/reginfo+xml MIME body.


The NOTIFY request is sent along the path created by the routes received in the Record-Route header field.
Table 5.2.3.3-12: NOTIFY request (S-CSCF-hA1 to IBCF-hA1)

NOTIFY sip:[5555::ddd:aaa:ccc:bbb] SIP/2.0

To:<sip:visit-xyz@pcscf-vA1.visited-A.net>;tag=4ea2
From:<sip:userA_public1@home-A.net>;tag=3e1f
Route:<sip:ibcf-hA1.home-A.net;lr>,<sip:ic-A1.interconnection-A.net;lr>,<sip:ibcf-vA1.visited-A.net;lr>
CSeq:35 NOTIFY

Contact:<sip:[5555::aaa:ccc:eee:aaa]>
Event:reg

Subscription-State:active;expires=600000

P-Charging-Vector:icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=45678901";orig-ioi="Type 1home-a"
Via: SIP/2.0/UDP [5555::aaa:ccc:eee:aaa];branch=z9hG4bK23456
Content-Type:application/reginfo+xml

Content-Length:(…)

For an example of the content of the SDP application/reginfo+xml see 3GPP TS 24.229 [4] subclause 5.4.2.1.2.
Other SIP header fields are set according to 3GPP TS 24.229 [4].
Request-URI:
Set to the contact address of the P-CSCF-vA1.

Route:
The routes in the Record-Route header field are used as the route set.
Event:
The S-CSCF-hA1 adds the Event header field containing the "reg" value.

Subscription-State:
The S-CSCF-hA1 adds the Subscription-State header field set to "active" and indicates the expiration time in the "expires" header field parameter.
P-Charging-Vector:
A new ICID value (i.e. different from the ICID value in the SUBSCRIBE request) and a type 1 "orig-ioi" header field parameter. The S-CSCF-hA1 shall set the type 1 "orig-ioi" header field parameter to a value that identifies the sending network of the request (i.e. home-A).
Via:
The S-CSCF-hA1 adds a Via header field.

Content-Type:
The S-CSCF-hA1 sets the value of the Content-Type header field to "application/reginfo+xml".
13.
NOTIFY request (IBCF-hA1 to IC-A1) - see example in table 5.2.3.3-13.


The IBCF-hA1 sends the NOTIFY request according to TS 24.229 [4] to the IC-A1.

NOTE 3:
If the subsequent interconnection network is SIP-unaware, the IBCF-hA1 sends the NOTIFY request according to TS 24.229 [4] to the IBCF-vA1 (not reflected in message details below).

Table 5.2.3.3-13: NOTIFY request (IBCF-hA1 to IC-A1)

NOTIFY sip:[5555::ddd:aaa:ccc:bbb] SIP/2.0

To:
From:

Route:<sip:ic-A1.interconnection-A.net;lr>,<sip:ibcf-vA1.visited-A.net;lr>
Record-Route:<sip:ibcf-hA1.home-A.net:5070:lr>
CSeq:

Contact:
Event:

Subscription-State:

P-Charging-Vector:

Via: SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bK23456.1

Via: SIP/2.0/UDP [5555::aaa:ccc:eee:aaa];branch=z9hG4bK23456

Content-Type:
Content-Length:(…)

For an example of the content of the SDP application/reginfo+xml see 3GPP TS 24.229 [4] subclause 5.4.2.1.2.
Other SIP header fields are set according to 3GPP TS 24.229 [4].
Record-Route:
The IBCF-hA1 adds a Record-Route header field.
Via:
Based on topology hiding functionality the IBCF-hA1 will either forward the Via header field with:

-
one visible IBCF-hA1 entry and the remaining collected entries as one hidden entry; or

-
one IBCF-hA1 entry and the whole content of already collected entries as visible entries.

14.
NOTIFY request (IC-A1 to IBCF-vA1) - see example in table 5.2.3.3-14.

NOTE 4:
If the interconnection network is SIP-unaware, step 14 is skipped (not reflected in message details below).


The IC-A1 sends the NOTIFY request according to TS 24.229 [4] to the IBCF-vA1.

Table 5.2.3.3-14: NOTIFY request (IC-A1 to IBCF-vA1)

NOTIFY sip:[5555::ddd:aaa:ccc:bbb] SIP/2.0

To:
From:

Route:<sip:ibcf-vA1.visited-A.net;lr>
Record-Route:<sip:ic-A1.interconnection-A.net;lr>,<sip:ibcf-hA1.home-A.net:5070:lr>
CSeq:

Contact:
Event:

Subscription-State:

P-Charging-Vector:icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=45678901";orig-ioi="Type 1home-a";transit-ioi="ICa.1"
Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK23456.2

Via: SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bK23456.1

Via: SIP/2.0/UDP [5555::aaa:ccc:eee:aaa];branch=z9hG4bK23456

Content-Type:
Content-Length:(…)

For an example of the content of the SDP application/reginfo+xml see 3GPP TS 24.229 [4] subclause 5.4.2.1.2.
Other SIP header fields are set according to 3GPP TS 24.229 [4].
P-Charging-Vector:
The IC-A1 adds the "transit-ioi" header field parameter identifying the interconnection network (i.e. ICa.1).
Record-Route:
Based on interconnection operator SLA the IC-A1 adds an entry to the Record-Route header field or not.
Via:
The IC-A1 adds a Via header field.
15.
NOTIFY request (IBCF-vA1 to P-CSCF-vA1) - see example in table 5.2.3.3-15.


The IBCF-vA1 sends the NOTIFY request according to TS 24.229 [4] to the P-CSCF-vA1.


In this example, the IBCF-vA1 does not add any "transit-ioi" header field parameter in the P-Charging-Vector header field. However, the IBCF-vA1 adds the "transit-ioi" header field parameter based on local policy, when the "transit-ioi" identifying the preceding interconnection network is not included in the received request (e.g. when the preceding interconnection network is not an IMS transit network).
Table 5.2.3.3-15: NOTIFY request (IBCF-vA1 to P-CSCF-vA1)

NOTIFY sip:[5555::ddd:aaa:ccc:bbb] SIP/2.0

To:
From:

Record-Route:<sip:ibcf-vA1.visited-A.net;lr>,<sip:ic-A1.interconnection-A.net;lr>,<sip:ibcf-hA1.home-A.net:5070:lr>
CSeq:

Contact:
Event:

Subscription-State:

P-Charging-Vector:

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK23456.3
Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK23456.2

Via: SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bK23456.1

Via: SIP/2.0/UDP [5555::aaa:ccc:eee:aaa];branch=z9hG4bK23456

Content-Type:
Content-Length:(…)

For an example of the content of the SDP application/reginfo+xml see 3GPP TS 24.229 [4] subclause 5.4.2.1.2.
Other SIP header fields are set according to 3GPP TS 24.229 [4].
Record-Route:
The IBCF-vA1 adds a Record-Route header field entry.
Via:
The IBCF-vA1 adds a Via header field.
16-19.
200 (OK) response (P-CSCF-vA1 to S-CSCF-hA1).

The P-CSCF-vA1 acknowledges the receipt of the NOTIFY request where:

-
the P-CSCF-vA1 includes a P-Charging-Vector header field containing the ICID value and "orig-ioi" header field parameter as received in the NOTIFY request. In addition the P-CSCF-vA1 adds the "term-ioi" header field parameter with the IOI value set to a value identifying the visited network A (i.e. visited-a); and

-
the IC-A1 adds to the P-Charging-Vector header field the "transit-ioi" set to a value identifying the interconnection network (i.e. ICa.1).
NOTE 5:
If the interconnection network is SIP-unaware, step 18 is skipped.

* * * End of Changes * * * *
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