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* * * First Change * * * *
5.5
Request and confirmation of a device trigger: 

In order to request the MTC-IWF to perform a device trigger, the SCS shall send a Device-Action-Request command with the following AVP values within the Device-Action AVP:

a)
Action-Type AVP set to the value Device Trigger Request (1)

b)
Either MSISDN AVP or External-Id AVP set to the identifier of the MTC device to be triggered

c)
SCS-Identity AVP, containing the identity of the SCS that is requesting a device trigger to the UE

d)
Reference-Number AVP, containing a newly assigned reference number the SCS has assigned to the 
specific action request 
e)
Trigger-Data AVP containing data to be sent to the MTC device with the trigger by the MTC-IWF in the Payload AVP, priority of the trigger in the Priority-Indication AVP and the triggering application addressed in the device indicated in the Application-Port-Identifier AVP
f)
Validity-Time AVP, indicating the validity time of the device trigger request since the time the device action request has been received by the MTC-IWF

After the MTC-IWF has received from the SCS a Device-Action-Request command, the MTC-IWF shall confirm the status of a device trigger request to the SCS by sending a Device-Action-Answer command and shall include the following AVP values within the Device-Notification AVP:

a)
Action-Type AVP set to the value Device Trigger Request (1)

b)
Reference-Number AVP, containing the reference number received from the SCS for the specific action request

c)
Request-Status AVP set to value indicating the status of the device trigger request requested by the SCS

The MTC-IWF may also include the following AVP within the Device-Notification AVP:

a)
Either MSISDN AVP or External-Id AVP set to the identifier of the MTC device to be triggered

b)
SCS-Identity AVP, containing the identity of the SCS that requested a device trigger to the UE.

If the MTC-IWF concludes that it needs to abort the device trigger, it shall indicate the unsuccessful outcome with the Request-Status AVP and may release the reference number received from the SCS for the specific action request.
* * * Next Change * * * *
5.6
Notification of Device trigger

The MTC-IWF shall notify the SCS of the outcome of a device trigger request by sending a Device-Notification-Request command to the SCS with the following AVP values set in the Device-Notification AVP:

a)
Action-Type AVP set to the value Delivery Report (2)

b)
Either MSISDN AVP or External-Id AVP set to the identifier of the MTC device triggered

c)
SCS-Identity AVP, containing the identity of the SCS that requested a device trigger to the UE

d)
Reference-Number AVP as received in the corresponding Device-Action-Request command by the SCS

e)
Delivery-Outcome AVP set to the proper value, depending on success, failure or unconfirmed outcome of the delivery of the trigger request by the MTC-IWF to the MTC device

The SCS shall acknowledge the receipt of the Device-Notification-Request command by sending to the MTC-IWF a Device-Notification-Answer command.

When the procedure is completed in the MTC-IWF and the SCS the reference number shall be released.
* * * Next Change * * * *
6.4.2
Device-Action AVP

The Device-Action AVP (AVP code 3001) is of type Grouped. It is used by the SCS to request a specific action for a device.

AVP Format:

Device-Action ::=                   < AVP Header: 3001 >

                                    [ External-Id ]

                                    [ MSISDN ]

                                    [ SCS-Identity ]

                                    { Reference-Number }

                                    { Action-Type }

                                    [ Trigger-Data ]

                                    [ Validity-Time ]

                                   *[ AVP ]

6.4.3
Device-Notification AVP

The Device-Notification AVP (AVP code 3002) is of type Grouped. It is used by the MTC-IWF to report any action requested by the SCS.

AVP Format:

Device-Notification ::=             < AVP Header: 3002 >

                                    [ External-Id ]

                                    [ MSISDN ]

                                    [ SCS-Identity ]

                                    { Reference-Number }

                                    { Action-Type }

                                    [ Request-Status ]

                                    [ Delivery-Outcome ]

                                   *[ AVP ]

* * * Next Change * * * *
6.4.9
Request-Status AVP

The Request-Status AVP (AVP code 3008) is of type Enumerated, and informs the SCS of the status of a device action request. The Request-Status AVP can be included in the Device-Action-Answer command.

The following values are defined:

SUCCESS (0)


This value indicates that device action requested is confirmed.

TEMPORARYERROR (201)


This value indicates an unspecified temporary error. 

INVPAYLOAD (101)


This value indicates an error with the payload, where the payload is valid according to Diameter AVP definition but an implementation limit such as maximum accepted length is exceeded.

INVEXTID (102)


This value indicates an error with the External Identifier, where the identifier is valid according to Diameter AVP definition but the value is rejected by the 3GPP network for example because it is an unknown subscription.

INVSCSID (103)


This value indicates an error with the SCS identity, where the identity is valid according to Diameter AVP definition but the value is rejected by the 3GPP network for example because it is an unexpected value for this SCS.

INVPERIOD (104)


This value indicates an error with the validity period, where the validity period is valid according to Diameter AVP definition but the value is rejected by the 3GPP network for example because a maximum allowed validity period is exceeded.

NOTAUTHORIZED (105)


This value indicates that the SCS is not authorized to trigger this UE.

SERVICEUNAVAILABLE (106)


This value indicates that the trigger service is not available for this UE

PERMANENTERROR (107)


This value indicates an unspecified permanent error.

QUOTAEXCEEDED (108)


This value indicates that the SCS has exceeded allocated quota.
RATEEXCEEDED (109)


This value indicates that the rate at which the SCS is initiating Tsp requests has been exceeded.
* * * Next Change * * * *
6.5
Tsp re-used AVPs

Table 6.4.1 lists the Diameter AVPs re-used by the Tsp reference point from existing Diameter Applications, reference to their respective specifications and a short description of their usage within the Tsp reference point. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 6.4.1, but they are re-used for the Tsp reference point. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings.

Table 6.4.1: Tsp re-used Diameter AVPs

	Attribute Name
	Reference
	Description

	MSISDN 
	3GPP TS 29.329 [3]
	MSISDN of the device.

	External-Id
	3GPP TS 29.336 [12]
	External identifier has the form username@realm.

	SCS-Identity
	3GPP TS 29.336 [12]
	This Information Element shall contain the identity of the Service Capability Server that is requesting a device trigger to the UE.

	Validity-Time
	IETF RFC 4006 [7]
	The validity time in seconds for the specific action requested.


* * * End of Changes * * * *
