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*** 1st change ***
4.5.2.2
Selecting a PCC rule and IP CAN Bearer for Downlink IP packets
If PCC is enabled, the PCEF shall select a PCC rule for each received downlink IP packet within an IP CAN session by evaluating the packet against downlink service data flow templates of PCRF-provided or predefined active PCC rules of all IP CAN bearers of the IP CAN session.
In case tunnelling from the TDF is used, the downlink packets marked with the corresponding DL DSCP value carried in the inner IP header, as specified in subclause 4b.5.X, shall be evaluated against downlink service data flow templates of PCRF-provided or predefined active PCC rules of all IP CAN bearers of the IP CAN session.
 For PCC rules that contain service data flow filters, the evaluation of packets against the service data flow templates shall be done in the order of the precedence of the PCC rules. When a packet matches a service data flow template, the packet matching process for that packet is completed, and the PCC rule for that template shall be applied.

For PCC rules that contain an application identifier (i.e. that refer to an application detection filter), the order and the details of the application detection are implementation specific. Once an application has been detected, the PCC rule shall however be applied under consideration of the PCC rule precedence, i.e. when multiple PCC rules overlap (regardless of whether they contain service data flow filters or an application identifier), only the PCC rule with the highest precedence shall be applied and the packet matching process for that packet is completed.
 When a PCRF-provided PCC rule and a predefined PCC rule have the same precedence, the downlink service data flow template of the PCRF-provided PCC rule shall be applied. 
The Downlink IP Packet shall be transported within the IP CAN bearer where the selected PCC rule is mapped.

Downlink IP packets which do not match any PCC rule of the IP CAN session shall be silently discarded.

*** Next change ***
4.5.2.x
Support for DSCP marking of downlink packets at the TDF
In order to support policy and charging control in the downlink direction by the PCEF for an application detected and marked by the TDF as specified in subclause 4b.5.X, the PCRF may either install a corresponding dynamic PCC Rule or activate a pre-defined PCC rule, which identifies traffic based on the corresponding DSCP value (provided by the ToS-Traffic Class AVP within the Flow-Information AVP). 
NOTE 1:
This solution is particularly useful for QoS enforcement in the downlink direction procedures performed by the PCEF. The TDF may still perform application detection and control as per received ADC Rules, including application detection reporting to the PCRF, enforcement control, usage monitoring control and charging, while applying DSCP marking. The PCEF may also perform then policy and charging control in the downlink direction.
*** Next change ***
4a.5.2.x
Support for DSCP marking of downlink packets at the TDF
In order to support QoS control in the downlink direction by the BBERF for an application detected and marked by the TDF as specified in subclause 4b.5.X, the PCRF may either install a corresponding dynamic QoS Rule or activate a pre-defined QoS rule, which identifies traffic based on the corresponding DSCP value (provided by the ToS-Traffic Class AVP within the Flow-Information AVP). 
NOTE 1:
This solution is particularly useful for QoS enforcement in the downlink direction procedures performed by the BBERF. The TDF may still perform application detection and control as per received ADC Rules, including application detection reporting to the PCRF, enforcement control, usage monitoring control and charging, while applying DSCP marking. The BBERF may also perform then QoS control in the downlink direction.
*** 1st change ***
4b.3.2
Application Detection and Control Rule Definition
The purpose of the ADC rule is to provide and apply the detection, enforcement actions and applicable charging parameters for the specified application traffic.

There are two different types of ADC rules as defined in [7]:

-
Dynamic ADC rules. The PCRF can however provide and modify some parameters via the Sd reference point, respectively. These ADC rules can be installed, modified and removed at any time. The dynamic ADC rules are applicable only in case of solicited application reporting.
-
Predefined ADC rules. Preconfigured in the TDF. In the case of solicited reporting, the Predefined ADC rules can be activated or deactivated by the PCRF at any time. Predefined ADC rules within the TDF may be grouped allowing the PCRF to dynamically activate a set of ADC rules.

An ADC rule consists of:

-
a rule identifier;

-
TDF application identifier;
-
precedence;

-
charging key (i.e. rating group);
-
other charging parameters;

-
monitoring key;

-
gate status;

-
UL maximum bit rate;

-
DL maximum bit rate;

-
redirect;
-
DL DSCP value.
The rule identifier shall be used to reference an ADC rule in the communication between the TDF and the PCRF.
NOTE 1:
The PCRF has to ensure that there is no dynamically provided ADC rule that has the same rule identifier value as any of the predefined ADC rules.
The TDF application identifier shall be used to reference the corresponding application, for which the rule applies during reporting to the PCRF. The same application identifier value can occur in more than one ADC rule. If so, the PCRF shall ensure that there is at most one ADC rule active per application identifier value at any time.

NOTE 2:
The same application identifier value could be used for a dynamic ADC rule and a pre-defined ADC rule or for multiple pre-defined ADC rules.
The precedence defines, if multiple ADC rules overlap in the application traffic detection, the ADC Rule with the highest precedence will be applied for the purpose of enforcement, reporting of application starts and stops, usage monitoring, and charging. When a dynamic ADC rule and a predefined ADC rule have the same precedence, the dynamic ADC rule takes precedence. For dynamic ADC rules, the Precedence will be either preconfigured at the TDF or provided dynamically by the PCRF within the ADC Rules.

NOTE 3:
The operator ensures that overlap between the predefined ADC rules can be resolved based on precedence of each predefined ADC rule in the TDF. For dynamic ADC rules, if precedence is not preconfigured in the TDF, the PCRF ensures that overlap between the dynamic ADC rules can be resolved based on precedence of each dynamic ADC rule.

NOTE 4:
Whether precedence for dynamic ADC rules that contain an application identifier is preconfigured in TDF or provided in the ADC rule from the PCRF depends on network configuration.

The charging parameters define whether online and offline charging interfaces are used, what is to be metered in offline charging, on what level the TDF shall report the usage related to the rule, etc.
The monitoring key for an ADC rule identifies a monitoring control instance that shall be used for usage monitoring control of a particular application or a group of applications (as identified by the predefined or dynamic ADC rule(s)) or all detected traffic belonging to a specific TDF session.
The gate status indicates whether the application, identified by the TDF application identifier, may pass (gate is open) or shall be blocked (gate is closed) in uplink and/or in downlink direction.

The UL maximum bitrate indicates the authorized maximum bitrate for the uplink component of the detected application traffic.

The DL maximum bitrate indicates the authorized maximum bitrate for the downlink component of the detected application traffic.

The Redirect indicates whether the uplink part of the detected application traffic should be redirected to another controlled address. The target redirect address may also be included.
The DL DSCP value indicates the DSCP value for marking of downlink packets of the detected application traffic.
One or more of the following parameters can be modified for a dynamic ADC rule:
-
precedence;

-
charging key (i.e. rating group);
-
other charging parameters (with the exemption of charging method);
-
monitoring key;

-
gate status;

-
UL maximum bit rate;

-
DL maximum bit rate;
-
redirect;
-
DL DSCP value.
*** Next change ***
4b.4.2
TDF
The TDF (Traffic Detection Function) is a functional entity that performs application’s traffic detection and reporting of the detected application by using TDF application identifier and its TDF application instance identifier and its service data flow descriptions to the PCRF when service data flow descriptions are deducible. The TDF shall support solicited application reporting and/or unsolicited application reporting.
The TDF shall detect start and stop of the application traffic for the ADC rules that the PCRF has activated at the TDF (solicited application reporting) or which are pre-provisioned at the TDF (unsolicited application reporting). When the APPLICATION_START and APPLICATION_STOP event trigger are subscribed, the TDF shall report, unless the notification is muted for the specific ADC rule in case of solicited application reporting, to the PCRF:

-
For the APPLICATION_START event trigger: the application identifier and, when service data flow descriptions are deducible, the application instance identifier and the service data flow descriptions to use for detecting that application traffic with a dynamic PCC rule.

-
For the APPLICATION_STOP event trigger: the application identifier and if the application instance identifier was reported for the start, also the application instance identifier.
For the solicited application reporting, the TDF shall perform the following enforcement actions to the detected application traffic, if requested by PCRF:

-
Gating;

-
Redirection;

-
Bandwidth limitation.

For the solicited application reporting, in order to allow service data flow detection in the PCEF/BBERF in the downlink direction for applications with non-deducible service data flows detected by the TDF, if requested by the PCRF, the TDF shall perform marking of downlink packets of the detected application traffic, as specified in subclause 4b.5.X.
For the solicited application reporting, the TDF shall support usage monitoring as specified in clauses 4b.5.6 and 4b.5.7.
For the solicited application reporting, the TDF shall support application based charging by having online and offline charging interactions.

For an application that is under charging control the TDF shall allow the application’s traffic to pass through it if and only if, for online charging, the OCS has authorized the applicable credit with that Charging key. The TDF may let an application pass through it during the course of the credit re-authorization procedure.

A TDF shall ensure that a detected application’s traffic, which is discarded at the TDF as a result of ADC rule enforcement (e.g. gating), is neither reported for offline charging nor cause credit consumption for online charging.
For unsolicited application reporting, the TDF shall only perform application detection and reporting functionality.
NOTE:
For unsolicited application reporting, the TDF does not perform enforcement actions, application based charging or usage monitoring.
*** Next change ***
4b.5.1.X
Marking of downlink packets

The PCRF may provide the packet marking instruction (i.e. marking of downlink packets of the detected application traffic) for a dynamic ADC rule to the TDF. The provisioning shall be performed using the ADC rule provisioning procedure. The marking instruction shall be encoded using a ToS-Traffic-Class AVP within the ADC-Rule-Definition AVP of the dynamic ADC rule.
If the ToS-Traffic-Class AVP is provided, all downlink packets belonging to the detected application’s traffic are marked with this value.
*** Next change ***
4b.5.X
Downlink packet marking by the TDF
For the solicited application reporting, typically for applications with non-deducible service data flows, the PCRF may instruct the TDF to detect application(s) and to mark the detected application traffic in the downlink direction with DSCP value by providing DL DSCP value encoded by ToS-Traffic-Class AVP within the ADC-Rule-Definition AVP.
NOTE 1:

Unless a class of applications matches the definition of a DSCP value standardised by IETF, DSCP values with no standardised meaning in IETF are used. DSCP values in ranges reserved by IANA for “experimental or Local Use” are suitable. 

NOTE 2:
Using DSCP values with no standardised meaning in IETF prevents any IP router between TDF and PCEF to perform differentiated service scheduling for related IP packets unless it is updated or configured to support those DSCP values. This implies that sufficient network capacity must be guaranteed along the path between the TDF and PCEF so that the disabling of DiffServ packet forwarding has no detrimental impact on the end-to-end QoS. 

NOTE 3: 
Marking of DSCP bits for this purpose can interfere with appropriate traffic handling in some operator transport networks. The DSCP marking can also get remarked by routing entities within the operator networks. 

NOTE 4:
If the application sets DSCP marking that is used for policy and charging control in the PCEF, either no ADC Rule is installed in the TDF matching this application traffic or if an ADC Rule is installed, then DSCP marking is not enabled. When TDF sets DSCP to values used for policy and charging control, network configuration needs to prevent an untrusted source from getting unplanned QoS and charging and also prevent remapping of this traffic between the application and the TDF.
In order to ensure that the DL DSCP value used for service data flow detection is not visible to the operator’s transport network, based on operator configuration, a tunnelling protocol may be used between the TDF and the PCEF. In case tunnelling is used, the DL DSCP value encoded with the received ToS-Traffic-Class AVP shall be carried in the inner IP header. The DSCP value used in the operator's transport network is carried in the outer IP header of the tunnel. 

NOTE 5: 
The tunnel connections are preconfigured in the IP infrastructure connecting the TDF and the PCEF. The operator needs to ensure the same tunnel configuration is used for the TDF and for the PCEF. The tunnel protocol can be any applicable IP-based tunnel depending on operator´s choice. 
*** Next change ***
5.3.53
Flow-Information AVP (All access types)

The Flow-Information AVP (AVP code 1058) is of type Grouped, and it is sent from the PCRF to the PCEF and contains the information from a single IP flow packet filter.
The Flow-Description, ToS-Traffic-Class, Security-Parameter-Index and Flow-Label AVPs specify the parameters to be used for matching payload packets. If any of these AVPs is present, then the Flow-Direction AVP shall also be included. If the Flow-Information AVP includes any of the Flow-Description, ToS-Traffic-Class, Security-Parameter-Index or Flow-Label AVPs, these values replace any previous value for all the Flow-Description, ToS-Traffic-Class, Security-Parameter-Index and Flow-Label AVPs.
The Flow-Information AVP shall include the Flow-Direction AVP, declaring in what direction(s) the filter applies.

The PCRF shall only assign the packet filter identifier in the Packet-Filter-Identifier AVP for PCC rules created as a result of UE-initiated resource allocation.
NOTE 1:
The UE can only modify packet filters that the UE has introduced and associated resources. The packet filter identifiers are only needed for packet filters created by the UE.
For PCC rules modified as a result of UE-initiated resource modification that include the modified Flow-Information AVP, the PCRF shall include the packet filter identifier in the Packet-Filter-Identifier AVP.


The Flow-Direction AVP shall be included unless no other AVPs other than Packet-Filter-Identifier AVP are included within the Flow-Information AVP.
NOTE 2:
For 3GPP accesses, the possible combinations of Flow-Description, Type-of-Service/Traffic Class, the IPSec SPI, and the Flow Label in the TFT filter are defined in 3GPP TS 23.060 [17].
AVP Format:

Flow-Information ::= < AVP Header: 1058 >








 [ Flow-Description ]








 [ Packet-Filter-Identifier ]








 [ Packet-Filter-Usage ]







 [ ToS-Traffic-Class ]








 [ Security-Parameter-Index ]








 [ Flow-Label ]








 [ Flow-Direction ]







*[ AVP ]
*** Next change ***
5b.3.3
ADC-Rule-Definition AVP

The ADC-Rule-Definition AVP (AVP code 1094) is of type Grouped, and it defines the ADC rule sent by the PCRF. The ADC-Rule-Name AVP uniquely identifies the ADC rule and it is used to reference to an ADC rule in communication between the PCRF and the TDF within one TDF session. The TDF Application Identifier AVP(s) determines the traffic that belongs to the application.

If optional AVP(s) within an ADC-Rule-Definition AVP are omitted, but corresponding information has been provided in previous Sd messages, the previous information remains valid.

Monitoring-Key AVP contains the monitoring key that may apply to the ADC rule.
Mute-Notification status shall not be changed during the lifetime of the ADC rules.

AVP Format: 

ADC-Rule-Definition ::= < AVP Header: 1094 >








 { ADC-Rule-Name }








 [ TDF-Application-Identifier ]







 [ Service-Identifier ]








 [ Rating-Group ]








 [ Reporting-Level ]








 [ Online ]








 [ Offline ]








 [ Metering-Method ]








 [ Precedence ]







 [ Flow-Status ]








 [ QoS-Information ]








 [ Monitoring-Key ]








 [ Redirect-Information ]







 [ Mute-Notification ]








 [ ToS-Traffic-Class ]







*[ AVP ]
*** Next change ***
5b.4
Sd re-used AVPs
Table 5b.4 lists the Diameter AVPs re-used by the Sd reference point from existing Diameter Applications, reference to their respective specifications, short description of their usage within the Sd reference pointand which supported features the AVP is applicable to. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 5b.4, but they are re-used for the Sd reference point. Unless otherwise stated, re-used AVPs shall maintain their ‘M’, ‘P’ and ‘V’ flag settings. Where 3GPP Radius VSAs are re-used, unless otherwise stated, they shall be translated to Diameter AVPs as described in IETF RFC 4005 [12] with the exception that the ‘M’ flag shall be set and the ‘P’ flag may be set.

Table 5b.4: Sd re-used Diameter AVPs

	Attribute Name
	Reference
	Description
	

	AN-GW-Address
	5.3.49
	Contains the Ipv4 and/ or Ipv6 (if available) address(es) of the access node gateway (SGW for 3GPP and AGW for non-3GPP networks).
	

	AN-Trusted
	3GPP TS 29.273 [48]
	Indicates whether the access network is trusted or untrusted for the Non-3GPP access network. This AVP shall have the ‘M’ bit cleared.
	

	Application-Detection-Information
	5.3.91
	Used to report from the TDF to the PCRF once the start/stop of the application traffic, defined by TDF-Application-Identifier, has been detected.
TDF is used instead of PCEF and ADC-Rule-Definition AVP is used instead of Charging-Rule-Definition AVP.
	

	BSSID
	3GPP TS 32.299 [19]
	Contains the BSSID of the access point where UE is located.
	FBAC

	Called-Station-Id
	IETF RFC 4005 [12]
	The address the user is connected to (i.e. the PDN identifier). 
	

	CC-Request-Number
	IETF RFC 4006 [9]
	The number of the request for mapping requests and answers.
	

	CC-Request-Type
	IETF RFC 4006 [9]
	The type of the CC-Request. For the Solicited application reporting, only update and termination values are applicable.
	

	Charging-Information
	3GPP TS 29.229 [14]
	It contains the addresses of the charging functions in the following AVPs:

· Primary-Event-Charging-Function-Name is of type DiameterURI and defines the address of the primary online charging system. The protocol definition in the DiameterURI shall be either omitted or supplied with value “Diameter”.

· Secondary-Event-Charging-Function-Name is of type DiameterURI and defines the address of the secondary online charging system. The protocol definition in the DiameterURI shall be either omitted or supplied with value “Diameter”.

· Primary-Charging-Collection-Function-Name is of type DiameterURI and defines the address of the primary offline charging system. If the GTP’ protocol is applied on the Gzn interface as specified in 3GPP TS 32.295 [16], the protocol definition in the DiameterURI shall be omitted. If Diameter is applied on the Gzn interface, the protocol definition in DiameterURI shall be either omitted or supplied with value “Diameter”. The choice of the applied protocol on the Gzn interface depends upon configuration in the TDF.

· Secondary-Charging-Collection-Function-Name is of type DiameterURI and defines the address of the secondary offline charging system. If the GTP’ protocol is applied on the Gzn interface as specified in 3GPP TS 32.295 [16], the protocol definition in the DiameterURI shall be omitted. If Diameter is applied on the Gzn interface, the protocol definition in DiameterURI shall be either omitted or supplied with value “Diameter”. The choice of the applied protocol on the Gzn interface depends upon configuration in the TDF.
	ABC

	Credit-Management-Status
	5.3.102
	Indicate the failure status in credit management.
	ABC

	CSG-Information-Reporting
	5.5.64
	Sent from the PCRF to the TDF to request the TDF to report the user CSG information change to the charging domain in case of offline charging.

TDF is used instead of PCEF.
	ABC

	Dynamic-Address-Flag
	3GPP TS 32.299 [19]
	Indicates whether the PDP context/PDN address is statically or dynamically allocated.
This AVP shall have the ‘M’ bit cleared.
	ABC

	Dynamic-Address-Flag-Extension
	3GPP TS 32.299 [19]
	Indicates that the Ipv4 PDN address has been dynamically allocated for that particular IP-CAN bearer (PDN connection) of PDN type Ipv4v6, while the dynamic Ipv6 address is indicated in Dynamic Address Flag.
This AVP shall have the ‘M’ bit cleared.
	ABC

	Event-Report-Indication (NOTE 3)
(NOTE 4)
	5.3.30
	When sent from the PCRF to the TDF, it is used to report an event coming from the PCEF, BBERF or BPCF if NSWO is supported and the relevant info to the TDF. When sent from the TDF to the PCRF, it is used to provide the information about the required event triggers to the PCRF. Only Event-Trigger AVP will be supplied in this case. 

For 3GPP2 access, USER_LOCATION_CHANGE is used to report and request changes to the 3GPP2-BSID.
The following values for the included Event-Trigger are applicable:

SGSN_CHANGE (0), RAT_CHANGE (2), PLMN_CHANGE (4), IP-CAN_CHANGE (7), RAI_CHANGE (12), USER_LOCATION_CHANGE (13), NO_EVENT_TRIGGERS (14), UE_IP_ADDRESS_ALLOCATE (18), UE_IP_ADDRESS_RELEASE (19) , AN_GW_CHANGE (21),

UE_TIME_ZONE_CHANGE (25), TAI_CHANGE (26), ECGI_CHANGE (27), USER_CSG_INFORMATION_CHANGE (30), USER_CSG_HYBRID_SUBSCRIBED_INFORMATION_CHANGE (35), USER_CSG_ HYBRID_UNSUBSCRIBED_INFORMATION_CHANGE (36).
CHANGE_OF_UE_PRESENCE_IN_PRESENCE AREA_REPORT (48)

The following AVPs which are included in Event-Report-Indication are applicable to Sd interface:
IP-CAN-Type, RAT-Type, AN-Trusted, AN-GW-Address, 3GPP-SGSN-Address, 3GPP-SGSN-Ipv6-Address, 3GPP-SGSN-MCC-MNC, RAI, 3GPP-User-Location-Info, 3GPP2-BSID, 3GPP-MS-Timezone, User-CSG-Information and Framed-IP-Address and Presence-Reporting-Area-Information.
	

	Event-Trigger 
	5.3.7
	When sent from the PCRF to the TDF, indicates an event that shall cause a re-request of ADC rules. When sent from the TDF to the PCRF, indicates that the corresponding event has occurred at the TDF. 

The following values are applicable:

NO_EVENT_TRIGGERS (14); OUT_OF_CREDIT (15), REALLOCATION_OF_CREDIT (16), REVALIDATION_TIMEOUT (17), USAGE_REPORT (33); APPLICATION_START (39); APPLICATION_STOP (40) ; CREDIT_MANAGEMENT_SESSION_FAILURE (46).
CREDIT_MANAGEMENT_SESSION_FAILURE(46) does not require to be provisioned by the PCRF and it will always be reported by the TDF.
TDF is used instead of PCEF, ADC rule is used instead of PCC rule, ADC-Rule-Report AVP is used instead of Charging-Rule-Report AVP and ADC-Rule-Definition AVP is used instead of Charging-Rule-Definition AVP.
Event-Trigger AVP is also applicable in TSR command.
	(NOTE 3)

	Final-Unit-Indication
	IETF RFC 4006 [9]
	The Final-Unit-Action applied by the TDF, and the related redirect address parameters (if available and applicable), when the user’s account cannot cover the service cost.
	ABC

	Fixed-User-Location-Info
	5.3.112
	It contains the UE location in a Fixed Access Network.
	FBAC

	Flow-Description
	3GPP TS 29.214 [10]
	Defines the service data flow filter parameters for a detected application, if deducible.
	

	Flow-Direction
	5.3.65
	It indicates the direction/directions that a filter for a detected application is applicable, downlink only, uplink only or both down- and uplink (bidirectional).
	

	Flow-Information
	5.3.53
	This parameter may be sent from the TDF to the PCRF within Application-Detection-Information AVP and contains the information from a single IP flow packet filter of an application, once detected, if deducible at TDF. 

Only Flow-Description AVP and Flow-Direction AVPs are used.

See NOTE 1.
	

	Flow-Status
	3GPP TS 29.214 [10]
	This parameter may be sent from the PCRF to the TDF within ADC-Rule-Definition AVP and describe if the possible uplink and/or possible downlink gate for the detected application shall be opened or closed.
	

	Framed-IP-Address
	IETF RFC 4005 [12]
	The Ipv4 address allocated for the user. If NSWO is supported, the AVP contains the Local Ipv4 address assigned by Fixed Broadband Access network.
	

	Framed-Ipv6-Prefix
	IETF RFC 4005 [12]
	The Ipv6 prefix allocated for the user. If NSWO is supported, the AVP contains the Local Ipv6 prefix or address assigned by Fixed Broadband Access network.
The encoding of the value within this Octet String type AVP shall be as defined in IETF RFC 3162 [15], Clause 2.3. The “Reserved”, “Prefix-Length” and “Prefix” fields shall be included in this order.
For the unsolicited case, the TDF may include the valid full Ipv6 address that is applicable to an IP flow or IP flows. 

The TDF shall set the “Prefix Length” to 128 and encode the Ipv6 address of the UE within the “Prefix” field.
	

	Granted-Service-Unit
(NOTE 2)
	IETF RFC 4006 [9]
	The volume and/or time threshold for usage monitoring control purposes. Only the CC-Total-Octets, one of the CC-Input-Octets and CC-Output-Octets or CC-Time AVPs are re-used. Monitoring-Time AVP as defined in 5.3.99 may be optionally added to the grouped AVP if UMCH feature is supported.
This AVP shall have the ‘M’ bit cleared.
	

	IP-CAN-Type
	5.3.27
	Indicate the type of Connectivity Access Network in which the user is connected.
	

	Logical-Access-ID
	ETSI TS 283 034 [37]
	Contains a Circuit‑ID (as defined in RFC 3046 [36]). The Logical Access ID may explicitly contain the identity of the Virtual Path and Virtual Channel carrying the traffic.

The vendor-id shall be set to ETSI (13019) [37].

The support of this AVP shall be advertised in the capabilities exchange mechanisms (CER/CEA) by including the ETSI parameter in the Supported-Vendor-Id AVP.
This AVP shall have the ‘M’ bit cleared.
	

	Max-Requested-Bandwidth-UL
	3GPP TS 29.214 [10]
	Defines the maximum authorized bandwidth for uplink.
	

	Max-Requested-Bandwidth-DL

	3GPP TS 29.214 [10]
	Defines the maximum authorized bandwidth for downlink.
	

	Metering-Method
	5.3.8
	Defines what parameters shall be metered by the TDF for offline charging and also for online charging in case of decentralized unit determination, refer to 3GPP TS 32.299 [19]. TDF is used instead of PCEF, application traffic is used instead of service data flow traffic, ADC Rule instead of PCC Rule (both predefined and dynamic ADC Rule are applicable).
	ABC

	Monitoring-key
	5.3.59
	An identifier to a usage monitoring control instance.
	

	Monitoring-Time
	5.3.99
	Defines the time at which the TDF re-applies the volume or time threshold, provided by the PCRF. Applicable if UMCH is supported as described in the subclause 5b.4.1.
	

	Mute-Notification
	5.3.98
	An indication whether application start/stop notification is to be muted for ADC Rule by the TDF, Mute-Notification status shall not be changed during the lifetime of the ADC rules.

TDF is used instead of PCEF and ADC rule is used instead of PCC rule.
	

	OC-OLR
	IETF draft-ietf-dime-ovli [49]
	Contains the necessary information to convey an overload report.
	

	OC-Supported-Features
	IETF draft-ietf-dime-ovli [49]
	Defines the support for the Diameter overload indication conveyence by the sending node.
	

	Offline
	5.3.9
	Defines whether the offline charging interface from the TDF shall be enabled. TDF is used instead of PCEF, ADC rule is used instead of PCC rule, and ADC-Rule-Definition AVP is used instead of Charging-Rule-Definition AVP. Can only be embedded within the initial TSR on command level or under ADC-Rule-Definition AVP for the initial provisioning of the specific ADC Rule.
	ABC

	Online
	5.3.10
	Defines whether the offline charging interface from the TDF shall be enabled. TDF is used instead of PCEF, ADC rule is used instead of PCC rule, and ADC-Rule-Definition AVP is used instead of Charging-Rule-Definition AVP. Can only be embedded within the initial TSR on command level or under ADC-Rule-Definition AVP for the initial provisioning of the specific ADC Rule.
	ABC

	PCC-Rule-Status
	5.3.19
	Describes the status of one or a group of ADC rules.
	

	PDN-Connection-Charging-ID
	3GPP TS 32.299 [19]
	Contains the charging identifier to identify different records belonging to same PDN connection. This field includes Charging Id of first IP-CAN bearer activated within the PDN connection (the EPS default bearer in case of GTP based connectivity or the unique Charging Id in the PMIP based connectivity case).
This AVP shall have the ‘M’ bit cleared.
	ABC

	Physical-Access-ID
	ETSI TS 283 034 [37]
	Identifies the physical access to which the user equipment is connected. Includes a port identifier and the identity of the access node where the port resides.

The vendor-id shall be set to ETSI (13019) [37].

The support of this AVP shall be advertised in the capabilities exchange mechanisms (CER/CEA) by including the ETSI parameter in the Supported-Vendor-Id AVP.
This AVP shall have the ‘M’ bit cleared.
	

	Precedence
	5.3.11
	Defines, if multiple ADC rules overlap, which ADC Rule shall be applied for the purpose of enforcement, reporting of application start and stop, usage monitoring, and charging.
	ABC

	Presence-Reporting-Area-Identifier
	5.3.108
	Indicates the presence reporting area to which specific information refers.
	CNO-ULI

	Presence-Reporting-Area-Information
	5.3.109
	Contains the information from a presence reporting area.
	CNO-ULI

	Presence-Reporting-Area-Status
	5.3.110
	Indicates whether the UE moves in or out of the presence reporting area.
	CNO-ULI

	QoS-Information
	5.3.16
	Defines the QoS information (bandwidth limitation) for the applications, detected by the TDF and sent from the PCRF to the TDF. 

Only the Max-Requested-Bandwidth-UL and the Max-Requested-Bandwidth-DL are used.
	

	Quota-Consumption-Time
	3GPP TS 32.299 [19]
	Defines the time interval in seconds after which the time measurement shall stop for the Monitoring Key, if no packets are received belonging to the corresponding Monitoring Key during that time period.
This AVP shall have the ‘M’ bit cleared.
	

	RAI
	3GPP TS 29.061 [11]
	Contains the Routing Area Identity of the SGSN where the UE is registered.
	

	RAT-Type
	5.3.31
	Identifies the radio access technology that is serving the UE.
	

	Rating-Group
	IETF RFC 4006 [9]
	The charging key for the ADC rule used for rating purposes.
	ABC

	Redirect- Address-Type
	IETF RFC 4006 [9]
	Defines the address type of the address given in the Redirect-Server-Address AVP included in the ADC-Rule-Definition AVP.
	

	Redirect-Information
	5.3.82
	Contains the address information of the redirect server (e.g., captive portal) with which the end user is to be connected.
ADC-Rule-Definition AVP is used instead of Charging-Rule-Definition AVP.
	

	Redirect-Server-Address
	IETF RFC 4006 [9]
	Defines the address of the redirect server with which the end user is to be connected.
	

	Redirect-Support
	5.3.83
	Indicates whether redirection is disabled or enabled for an ADC rule.
	

	Reporting-Level
	5.3.12
	Defines on what level the TDF reports the usage for the related ADC rule. TDF is used instead of PCEF, ADC rule is used instead of PCC rule, and ADC-Rule-Definition AVP is used instead of Charging-Rule-Definition AVP. SPONSORED_CONNECTIVITY_LEVEL (2) value is not applicable.
	ABC

	Revalidation-Time
	5.3.41
	Indicates the NTP time before which the TDF will have to re-request ADC rules.
	

	Rule-Failure-Code
	5.3.38
	Identifies the reason an ADC rule is being reported.
TDF is used instead of PCEF, ADC rule is used instead of PCC rule, and ADC-Rule-Definition AVP is used instead of Charging-Rule-Definition AVP.
	

	Rule-Activation-Time
	5.3.42
	Indicates the time when rule is to be activated.
	

	Rule-Deactivation-Time
	5.3.43
	Indicates the time when rule is to be deactivated.
	

	Service-Identifier
	IETF RFC 4006 [9]
	The identity of the service, the application for which the ADC rule applies, relates to.
	ABC

	Session-Release-Cause
	5.3.44
	Indicate the reason of termination initiated by the PCRF. 
	

	SSID
	3GPP TS 29.273 [48]
	Contains the SSID of the access point where UE is located
	FBAC

	Subscription-Id
	IETF RFC 4006 [9]
	The identification of the subscription (IMSI, MSISDN, etc).
	

	Supported-Features
	3GPP TS 29.229 [14]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange.
	

	TDF-Application-Identifier
	5.3.77
	References the application, for which the Application Detection and Control (ADC) rule applies.
TDF is used instead of PCEF and ADC rule is used instead of PCC rule.
	

	TDF-Application-Instance-Identifier
	5.3.92
	Shall be assigned and reported by the TDF to the PCRF in order to allow correlation of application Start and Stop Event-Triggers to the specific service data flow descriptions, if service data flow descriptions are deducible.
	

	ToS-Traffic-Class
	5.3.15
	Specify the DSCP value for marking of downlink packets of detected application traffic as defined within the corresponding Application Detection and Control (ADC) rule. The first octet contains the DSCP code and the second octet contains the mask field set to 11111100.
	DLDSCPMarking

	TWAN-Identifier
	3GPP TS 29.061 [11]
	Indicates the UE location in a Trusted WLAN Access Network
	Trusted-WLAN

	Usage-Monitoring-Information
	5.3.60
	Contains the usage monitoring control information.
	

	Usage-Monitoring-Level
	5.3.61
	Indicates whether the usage monitoring instance applies to the TDF session or to one or more ADC rules. Only SESSION_LEVEL (0) referring to TDF session instead of IP-CAN session and ADC-Rule-Level (2) apply.
	

	Usage-Monitoring-Report
	5.3.63
	Indicates that accumulated usage is to be reported by the TDF regardless of whether a usage threshold is reached for certain usage monitoring key (within a Usage-Monitoring-Information AVP) .
	

	Usage-Monitoring-Support
	5.3.62
	Indicates whether usage monitoring shall be disabled for certain Monitoring Key.
	

	User-CSG-Information
	3GPP TS 32.299 [19]
	Indicates the user “Closed Subscriber Group” Information associated to CSG cell access: it comprises the CSG-Id, CSG-Access-Mode and CSG-Membership-Indication AVPs.
	ABC

	Used-Service-Unit
(NOTE 2)
	IETF RFC 4006 [9]
	The measured volume and/or time for usage monitoring control purposes. The volume threshold for usage monitoring control purposes. Only the CC-Total-Octets, one of the CC-Input-Octets and CC-Output-Octets AVPs, or CC-Time are re-used. Monitoring-Time AVP as defined in 5.3.99 may be optionally added to the grouped AVP if UMCH feature is supported.
This AVP shall have the ‘M’ bit cleared.
	

	User-Equipment-Info
	IETF RFC 4006 [9]
	The identification and capabilities of the terminal (IMEISV, etc.)
When the User-Equipment-Info-Type is set to IMEISV(0), the value within the User-Equipment-Info-Value shall be a UTF-8 encoded decimal.
	

	3GPP-Charging-Characteristics
	3GPP TS 29.061 [11]
	The Charging Characteristics applied to the IP-CAN session. Indicate how to control TDF behaviour regarding online and offline charging.
This AVP shall have the ‘M’ bit cleared.
	ABC

	3GPP-GGSN-Address
	3GPP TS 29.061 [11]
	The Ipv4 address of the P-GW.
This AVP shall have the ‘M’ bit cleared.
	ABC

	3GPP-GGSN-Ipv6-Address
	3GPP TS 29.061 [11]
	The Ipv6 address of the P-GW.
This AVP shall have the ‘M’ bit cleared.
	ABC

	3GPP-MS-TimeZone
	3GPP TS 29.061 [11]
	Indicate the offset between universal time and local time in steps of 15 minutes of where the MS currently resides.
	

	3GPP-Selection-Mode
	3GPP TS 29.061 [11]
	An index indicating how the APN was selected.
This AVP shall have the ‘M’ bit cleared.
	ABC

	3GPP-SGSN-Address
	3GPP TS 29.061 [11]
	The Ipv4 address of the SGSN.
	

	3GPP-SGSN-Ipv6-Address
	3GPP TS 29.061 [11]
	The Ipv6 address of the SGSN.
	

	3GPP-SGSN-MCC-MNC
	3GPP TS 29.061 [11]
	For GPRS the MCC and the MNC of the SGSN.
For 3GPP/non-3GPP accesses the MCC and the MNC provided by the serving gateway (SGW, or AGW).
For TWAN, the MCC and the MNC of the selected PLMN as described in §16.2.1 of 3GPP TS 23.402 [23].


	

	3GPP-User-Location-Info
	3GPP TS 29.061 [11]
	Indicates details of where the UE is currently located (e.g. SAI or CGI)
	

	3GPP2-BSID
	3GPP2 X.S0057 [24]
	For 3GPP2 indicates the BSID of where the UE is currently located (e.g. Cell-Id, SID, NID).

The Vendor-Id shall be set to 3GPP2 (5535) [24].

The support of this AVP shall be advertised in the capabilities exchange mechanisms (CER/CEA) by including the value 5535, identifying 3GPP2, in a Supported-Vendor-Id AVP.
This AVP shall have the ‘M’ bit cleared.
	

	NOTE 1:
This parameter can apply only to some of the detected applications. For other applications (e.g. P2P), this parameter may not be possible to provide.
NOTE 2:
AVPs included within this grouped AVP shall have the ‘M’ bit cleared.
NOTE 3:
The following event trigger values are applicable when ABC feature is supported: OUT_OF_CREDIT (15), REALLOCATION_OF_CREDIT (16), USER_CSG_INFORMATION_CHANGE (30), USER_CSG_HYBRID_SUBSCRIBED_INFORMATION_CHANGE (35), USER_CSG_ HYBRID_UNSUBSCRIBED_INFORMATION_CHANGE (36), CREDIT_MANAGEMENT_SESSION_FAILURE (46). User-CSG-Information AVP and Credit-Management-Status AVP are only applicable when ABC feature is supported.

NOTE 4: 
For Fixed Broadband Access, the TDF does not subscribe to event triggers indication from the PCRF at any IP-CAN session procedure.


*** Next change ***
5b.4.1
Use of the Supported-Features AVP on the Sd reference point

The Supported-Features AVP is used during session establishment to inform the destination host about the required and optional features that the origin host supports. The client shall, in the first request in a Diameter session indicate the set of supported. The server shall, in the first answer within the Diameter session indicate the set of features that it has in common with the client and that the server shall support within the same Diameter session. Any further command messages shall always be compliant with the list of supported features indicated in the Supported-Features AVPs during session establishment. Features that are not advertised as supported shall not be used to construct the command messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AVP on the Sd reference point shall be compliant with the requirements for dynamic discovery of supported features and associated error handling on the Sd reference point as defined in subclause 7.2.1 of 3GPP TS 29.229 [14].
The base functionality for the Sd reference point is the 3GPP Rel-11 standard and a feature is an extension to that functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features AVP may be absent from the Sd commands. As defined in subclause 7.1.1 of 3GPP TS 29.229 [14], when extending the application by adding new AVPs for a feature, the new AVPs shall have the M bit cleared and the AVP shall not be defined mandatory in the command ABNF.
As defined in 3GPP TS 29.229 [14], the Supported-Features AVP is of type grouped and contains the Vendor-Id, Feature-List-ID and Feature-List AVPs. On the Sd reference point, the Supported-Features AVP is used to identify features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-Id AVP shall contain the vendor ID of 3GPP (10415). If there are multiple feature lists defined for the Sd reference point, the Feature-List-ID AVP shall differentiate those lists from one another.

On receiving an initial request application message, the destination host shall act as defined in subclause 7.2.1 of 3GPP TS 29.229 [14]. The following exceptions apply to the initial TSR/TSA command pair:

-
If the TDF supports post-Rel-11 Sd functionality, the TSA shall include the features supported by the TDF within Supported-Features AVP(s) with the ‘M’ bit cleared.
NOTE: One instance of Supported-Features AVP is needed per Feature-List-ID.
-
If the TSR command does not contain any Supported-Features AVP(s), the TSA command shall not include the Supported-Features AVP. In this case, both TDF and PCRF shall behave as specified in the Rel-11 version of this document without UMCH feature.

Once the PCRF and TDF have negotiated the set of supported features during session establishment, the set of common features shall be used during the lifetime of the Diameter session.
The table below defines the features applicable to the Sd interfaces for the feature list with a Feature-List-ID of 1.

Table 5b.4.1.1: Features of Feature-List-ID 1 used in Sd

	Feature bit
	Feature
	M/O
	Description

	0
	UMCH
	O
	This feature indicates support for Usage Monitoring Congestion Handling. If the TDF supports this feature, the benaviour shall be as specified in subclauses 4b.5.7.7.

	1
	Trusted-WLAN
	O
	This feature indicates the support for the Trusted WLAN access as defined in 3GPP TS 23.402 [23.]

	2
	TimeBasedUM
	O
	This feature indicates support for Time based Usage Monitoring Control. If the TDF supports this feature, the benaviour shall be as specified in corresponding subclauses in this specification.

	3
	PendingTransaction
	O
	This feature indicates support for the race condition handling as defined in 3GPP TS 29.213 [8].

	4
	ABC
	O
	This feature indicates support for Application Based Charging.

	5
	CNO-ULI
	O
	This feature indicates support for Presence Reporting Area Information Reporting. If the TDF supports this feature, the PCRF shall behave as described in Annex B.3.16.

	x
	DLDSCPMarking
	O
	This feature indicates support for DSCP marking of downlink packets for the detected application traffic(s) as specified in subclause 4b.5.X.

	NOTE:

Feature bit: 
The order number of the bit within the Feature-List AVP where the least significant bit is assigned number “0”.

Feature: 

A short name that can be used to refer to the bit and to the feature, e.g. “EPS”.

M/O: 

Defines if the implementation of the feature is mandatory (“M”) or optional (“O”) in this 3GPP Release. 

Description: 
A clear textual description of the feature.




*** End of changes ***
