Page 1



3GPP TSG CT3 Meeting #81
C3-151318
Sanya, PRChina; 25th – 29th May 2015
	CR-Form-v11

	CHANGE REQUEST

	

	
	29.215
	CR
	0375
	rev
	2
	Current version:
	13.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Clarification of the Called-Station-Id

	
	

	Source to WG:
	China Mobile, Huawei, ZTE, Nokia Network, TELECOM ITALIA

	Source to TSG:
	C3

	
	

	Work item code:
	PCC. TEI-13
	
	Date:
	2015-05-24

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)

	
	

	Reason for change:
	According to the definition of Called-Station-Id AVP, the value should contain the address the user is connected to. For GPRS the APN. It is used in the PCRF APN related policy, the Session Linking Handling, and such porcedures. However the APN has many contrubutions acroding to the definition of Structure of APN in subclause 9 in TS 23.003. The APN is composed of two parts as follows:

•
The APN Network Identifier
•
The APN Operator Identifier 
When the V-PCRF compares different APNs for Gx session to S9 session linking, the V-PCRF needs to be handle those different formats.
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	Other comments:
	


* * * First Change * * * 

4.3.1.0
General
The H-PCRF (Home Policy and Charging Rules Function) is a functional element that encompasses policy control decision and flow based charging control functionalities in the HPLMN.

The H-PCRF provides functions for both home routed access and visited access.

The H-PCRF selects the bearer control mode applicable for the user or IP-CAN session. Policy decisions based on the bearer control mode are made in the H-PCRF.
Usage monitoring as defined in 3GPP TS 29.212 [3] is controlled by the H-PCRF.
The H-PCRF shall check whether PCC Rules or QoS Rules have to be provided based on the information received from the V-PCRF.
NOTE:
The H-PCRF can use the Called-Station-Id AVP for that purpose. When this AVP is absent, the H-PCRF provides QoS rules that are not related to any IP-CAN session. When it is present, if it identifies a Visited Network, the PCC rules will be provided. If it is present and identifies a Home Network, the QoS rules will be provided. When looking up policies for an APN, the H-PCRF needs to consider the different possible formats of the APN. See 3GPP TS 23.003 [9], sublause 9.1.
When provisioning PCC/QoS rules over the S9 reference point, the H-PCRF is responsible for assigning packet filter identifiers for rules provisioned as a result of UE initiated resource modification. For E-UTRAN access with UE initiated resource modification procedure, the H-PCRF shall either authorize the same QoS as requested or reject the request if the requested QoS cannot be authorized.
* * * Second Change * * * 

4.5.2.6
Deferred Session Linking Handling

This procedure takes place at Initial IP-CAN Session Establishment and during the inter-system BBERF relocation for case 2b.
NOTE: 
The deferred leg linking indication assists the PCRF to avoid linking the Gateway Control Session with an obsolete Gx Session at initial IP-CAN Session Establishment.
When the V-PCRF receives a CCR for Gateway Control Session Establishment including Session-Linking-Indicator AVP set to the value "SESSION_LINKING_DEFERRED" from a new BBERF related with an existing Gateway Control session (i.e. the new Gateway Control session has the same values in the Subscription-Id AVP and Called-Station-Id AVP as the existing Gateway Control session), the V-PCRF shall establish a new S9 subsession by sending a CCR command including the Subsession-Enforcement-Info AVP with a new S9 subsession identifier assigned by the V-PCRF within the Subsession-Id AVP, the Subsession-Operation AVP set to the value "ESTABLISHMENT" and the Session-Linking-Indicator AVP set to the value "SESSION_LINKING_DEFERRED". The V-PCRF shall keep the mapping between the new Gateway Control session and the new S9 subsession.
After the H-PCRF receives the CCR command as described above from the V-PCRF, the H-PCRF applies the same deferred session linking procedure as described in clause 4a.5.6 of 3GPP TS 29.212 except that the Gateway Control Session is replaced by the S9 subsession.
* * * Third Change * * * 
4.5.2.7
Session Linking Handling When Multiple PDN Connection to a single APN is supported 
This procedure takes place in case 2b.

When the V-PCRF receives a CCR for Gateway Control Session Establishment with the PDN Connection ID included in the PDN-Connection-ID AVP in addition to the user identity included in Subscription-Id AVP and the PDN ID included in Called-Station-Id AVP, the following procedures are applied:

-
If there is not an already established S9 session for this roaming user, the V-PCRF shall send to the H-PCRF a CCR command with the CC-Request-Type set to the value "INITIAL_REQUEST" to establish a new S9 session. The V-PCRF shall include the Subsession-Enforcement-Info AVP within the CCR command with a new S9 subsession identifier assigned by the V-PCRF within the Subsession-Id AVP, PDN Connection ID within the PDN-Connection-ID AVP, the user identity within the Subscription-Id AVP, the PDN ID within the Called-Station-Id AVP and the Subsession-Operation AVP set to the value "ESTABLISHMENT". The V-PCRF shall keep the mapping between new Gateway Control Session and the new S9 subsession. When the H-PCRF receives the CCR for IP-CAN Session Establishment from the PCEF that has the same values in the Subscription-Id AVP, Called-Station-Id AVP and PDN-Connection-ID AVP as the new S9 subsession, the H-PCRF shall link the Gx session with the new S9 subsession.
-
If an existing S9 session for the roaming user is already established and if no Gateway Control Session for the same PDN ID exists or at least one Gateway Control Session for same PDN ID exists but the IP-CAN type received in the the CCR command has not been modified, the V-PCRF sends a CCR command to the H-PCRF to establish a new S9 subsession by including the Subsession-Enforcement-Info AVP that contains a new S9 subsession identifier within the Subsession-Id AVP, PDN Connection ID within the PDN-Connection-ID AVP, the user identity within the Subscription-Id AVP, the PDN ID within the Called-Station-Id AVP  and the Subession-Operation AVP set to the value "ESTABLISHMENT". The V-PCRF shall keep the mapping between new Gateway Control Session and the new S9 subsession. When the H-PCRF receives the CCR for IP-CAN Session Establishment from the PCEF that has the same values in the Subscription-Id AVP, Called-Station-Id AVP and PDN-Connection-ID AVP as the new S9 subsession, the H-PCRF shall link the Gx session with the new S9 subsession.

-
If at least one Gateway Control Session for same PDN ID exists and the IP-CAN type received in the CCR command has been modified, the V-PCRF assumes that this constitutes an inter-system BBERF relocation. The V-PCRF sends a CCR command to the H-PCRF to establish a new S9 subsession by including the Subsession-Enforcement-Info AVP that contains a new S9 subsession identifier within the Subsession-Id AVP, PDN Connection ID within the PDN-Connection-ID AVP, the user identity within the Subscription-Id AVP, the PDN ID within the Called-Station-Id AVP and the Subession-Operation AVP set to the value "ESTABLISHMENT". The V-PCRF shall keep the mapping between the new Gateway Control Session and the new S9 subsession. When the H-PCRF receives the CCR for IP-CAN Session Modification from the PCEF that has the same values in the Subscription-Id AVP, Called-Station-Id AVP and PDN-Connection-ID AVP as the new S9 subsession, the H-PCRF shall link the Gx session with the new S9 subsession.
When the V-PCRF checks if APNs within Called-Station-Id AVPs match, the V-PCRF shall consider the different possible encoding formats of the APN within the Called-Station-Id AVP, see 3GPP TS 23.003 [9], sublause 9.1. When the V-PCRF needs to compare an APN only containing the APN Network Identifier with an APN containing both APN Network Identifier and APN Operator Identifier, the V-PCRF shall consider those APNs as matching if their APN Network Identifiers are identical.
* * * Fourth Change * * * 

4.5.3.7
Deferred Session Linking Handling

This procedure takes place at initial IP-CAN Session Establishment and during the inter-system BBERF relocation for case 2b.
NOTE: 
The deferred leg linking indication assists the PCRF to avoid linking the Gateway Control Session with an obsolete Gx Session at initial IP-CAN Session Establishment.
When the V-PCRF receives a CCR for Gateway Control Session Establishment including Session-Linking-Indicator AVP set to the value "SESSION_LINKING_DEFERRED" from a new BBERF related with an existing Gateway Control session (i.e. the new Gateway Control session has the same values in the Subscription-Id AVP and Called-Station-Id AVP as the existing Gateway Control session), the V-PCRF shall acknowledage by sending a CCA to the BBERF and shall not send the CCR to the H-PCRF to update the S9 session immediately.
If the V-PCRF receives the CCR for IP-CAN session modification that has the same values in the Subscription-Id AVP and Called-Station-Id AVP as the new Gateway Control session, the V-PCRF shall link the new Gateway Control session with the existing Gx session, and then send a CCR to H-PCRF to modify the S9 subsession by including the Subsession-Enforcement-Info AVP within the CCR command that contains the already allocated S9 subsession identifier within the Subsession-Id AVP, the Subsession-Operation AVP set to the value "MODIFICATION". The V-PCRF shall keep the mapping between the new Gateway Control session, the existing Gx session and the S9 subsession. The Multiple BBERF handling procedures described in clause 4.5.3.5 are also applicable now.
If the V-PCRF receives the CCR for IP-CAN session establishment that has the same values in the Subscription-Id AVP and Called-Station-Id AVP as the new Gateway Control session, the V-PCRF shall link the new Gateway Control session with the new Gx session, and then send a CCR command to H-PCRF to establish a new S9 subsession  by including the Subsession-Enforcement-Info AVP within the CCR command that contains a new S9 subsession identifier within the Subsession-Id AVP, the Subsession-Operation  AVP set to the value "ESTABLISHMENT". The V-PCRF shall keep the mapping between the new Gateway Control session, the new Gx session and the new S9 subsession.
When the V-PCRF checks if APNs within Called-Station-Id AVPs match, the V-PCRF shall consider the different possible encoding formats of the APN within the Called-Station-Id AVP, see 3GPP TS 23.003 [9], sublause 9.1. When the V-PCRF needs to compare an APN only containing the APN Network Identifier with an APN containing both APN Network Identifier and APN Operator Identifier, the V-PCRF shall consider those APNs as matching if their APN Network Identifiers are identical.
* * * Fifth Change * * * 

4.5.3.8
Session Linking Handling When Multiple PDN Connection to a single APN is supported 

This procedure takes place in case 2b.

When the V-PCRF receives a CCR for Gateway Control Session Establishment with the PDN Connection ID included in the PDN-Connection-ID AVP in addition to the user identity included in Subscription-Id AVP and  the PDN ID included in Called-Station-Id AVP, the following procedures are applied:

-
If there is not an already established S9 session for this roaming user, the V-PCRF shall send to the H-PCRF a CCR command with the CC-Request-Type set to the value "INITIAL_REQUEST" to establish a new S9 session. The V-PCRF shall include the Subsession-Enforcement-Info AVP within the CCR command with a new S9 subsession identifier assigned by the V-PCRF within the Subsession-Id AVP and the Subsession-Operation AVP set to the value "ESTABLISHMENT". The PDN Connection ID shall not be sent to the H-PCRF. When the V-PCRF receives the CCR for IP-CAN Session Establishment from the PCEF that has the same values in the Subscription-Id AVP, Called-Station-Id AVP and PDN-Connection-ID AVP as the new Gateway Control Session, the V-PCRF shall link the new Gateway Control Session with the Gx session. The V-PCRF shall keep the mapping between the new Gateway Control Session, the new Gx session and the new S9 subsession.

-
If an existing S9 session for the roaming user is already established and if no Gateway Control Session for the same PDN ID exists or at least one Gateway Control Session for same PDN ID exists but the IP-CAN type received in the CCR command has not been modified, and the PDN Connection ID received in the CCR command is different the V-PCRF sends a CCR command to H-PCRF to establish a new  S9 subsession by including the Subsession-Enforcement-Info AVP within the CCR command that contains a new S9 subsession identifier within the Subsession-Id AVP and the Subsession-Operation  AVP set to the value "ESTABLISHMENT". The PDN Connection ID shall not be sent to the H-PCRF. When the V-PCRF receives the CCR for IP-CAN Session Establishment from the PCEF that has the same values in the Subscription-Id AVP, Called-Station-Id AVP and PDN-Connection-ID AVP as the new Gateway Control Session, the V-PCRF shall link the new Gateway Control Session with the Gx session. The V-PCRF shall keep the mapping between the new Gateway Control Session, the new Gx session and the new S9 subsession.

-
If at least one Gateway Control Session for same PDN ID exists and the IP-CAN type received in the CCR command has been modified, the V-PCRF assumes that this constitutes an inter-system BBERF relocation. 
-
If the Framed-IP-Address AVP and/or Framed-IPv6-Prefix AVP are received, the V-PCRF link the new Gateway Control session with the existing Gx session where the Framed-IP-Address AVP and/or Framed-IPv6-Prefix AVP are equal and the PDN ID are matched and then shall send a CCR command to H-PCRF to modify the S9 subsession  by including the Subsession-Enforcement-Info AVP within the CCR command that contains the already allocated S9 subsession identifier within the Subsession-Id AVP and the Subsession-Operation AVP set to the value "MODIFICATION". The V-PCRF shall keep the mapping between the new Gateway Control session, the Gx session and the S9 subsession.

-
If the Framed-IP-Address AVP and/or Framed-IPv6-Prefix AVP are not received, the V-PCRF shall not link the new Gateway Control Session with any Gx session and shall not contact with the H-PCRF immediately. When the V-PCRF receives a CCR command for IP-CAN Session Modification that has the same values in the Subscription-Id AVP, Called-Station-Id AVP and PDN-Connection-ID AVP as the new Gateway Control Session, the V-PCRF shall link the new Gateway Control Session with the Gx sesssion, and then shall send a CCR command to H-PCRF to modify the S9 subsession  by including the Subsession-Enforcement-Info AVP within the CCR command that contains the already allocated S9 subsession identifier within the Subsession-Id AVP and the Subsession-Operation AVP set to the value "MODIFICATION". The V-PCRF shall keep the mapping between the new Gateway Control session, the Gx session and the S9 subsession
When the V-PCRF checks if APNs within Called-Station-Id AVPs match, the V-PCRF shall consider the different possible encoding formats of the APN within the Called-Station-Id AVP, see 3GPP TS 23.003 [9], sublause 9.1. When the V-PCRF needs to compare an APN only containing the APN Network Identifier with an APN containing both APN Network Identifier and APN Operator Identifier, the V-PCRF shall consider those APNs as matching if their APN Network Identifiers are identical.
* * * Sixth Change * * * 

A.7.4.1
General
Table A.7.4.1.1 lists the Diameter AVPs re-used by the S9a reference point from other reference points (e.g. Gx, Gxx, S9 reference points) and other existing Diameter Applications, reference to their respective specifications, short description of their usage within the S9a reference point, the applicability of the AVPs to a specific access, and which supported features the AVP is applicable to. When reused from S9 reference point, the specific clause in the present specification is referred. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table A.7.4.1.1, but they are re-used for the S9a reference point. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings. Where RADIUS VSAs are re-used, unless otherwise stated, they shall be translated to Diameter AVPs as described in IETF RFC 4005 [12] with the exception that the ‘M’ flag shall be set and the ‘P’ flag may be set.

Table A.7.4.1.1: S9a re-used Diameter AVPs
	Attribute Name
	Reference
	Description
	Acc. type
	Applicability
Note 1 

	Called-Station-Id
	IETF RFC 4005 [12]
	The address the user is connected to in the 3GPP network (i.e. the PDN identifier). When used used to contain the APN, the APN is composed of the APN Network Identifier only, or the APN Network Identifier and the APN Operator Identifier as specified in TS 23.003 [25], subclause 9.1. Operators may configure whether to include the APN Operator Identifier.
	Non-3GPP-EPS

3GPP-EPS
	PC

	CC-Request-Number
	IETF RFC 4006 [9]
	The number of the request for mapping requests and answers
	Non-3GPP-EPS

3GPP-EPS
	PC

	CC-Request-Type
	IETF RFC 4006 [9]
	The type of the request (initial, update, termination)
	Non-3GPP-EPS

3GPP-EPS
	PC

	Event-Report-Indication
	3GPP TS 29.212 [3]
	When sent from the PCRF to the BPCF, it is used to report an event coming from the PCEF or BBERF and the relevant info to the BPCF. 
The following values for the included Event-Trigger are applicable: UE_LOCAL_IP_ADDRESS_CHANGE (43), H(E)NB_LOCAL_IP_ADDRESS_CHANGE (44).
The following AVPs which are included in Event-Report-Indication are applicable to S9a interface:

UE-Local-IP-Address, HeNB-Local-IP-Address and UDP-Source-Port.
BPCF does not subscribe the notification of following event trigger values: UE_LOCAL_IP_ADDRESS_CHANGE, H(E)NB_LOCAL_IP_ADDRESS_CHANGE.
	Non-3GPP-EPS

3GPP-EPS
(NOTE x)
	PC

	QoS-Information
	3GPP TS 29.212 [3]
	Defines the QoS information that can be accepted by the BPCF. 
	Non-3GPP-EPS
	PC

	QoS-Rule-Install
	3GPP TS 29.212 [3]
	It is used to activate, install or modify QoS rules as instructed from the PCRF to the BPCF. Only QoS-Rule-Definition, QoS-Rule-Name, QoS-Rule-Base-Name , 3GPP-GGSN-Address, 3GPP-GGSN-IPv6-Address, AN-GW-Address and UDP-Source-Port are applicable.
	Non-3GPP-EPS

3GPP-EPS


	PC

	QoS-Rule-Remove
	3GPP TS 29.212 [3]
	It is used to deactivate or remove QoS rules in the BPCF.
	Non-3GPP-EPS

3GPP-EPS
	PC

	QoS-Rule-Report
	3GPP TS 29.212 [3]
	It is used to report the status of the QoS Rules.
	Non-3GPP-EPS

3GPP-EPS
	PC

	Session-Release-Cause
	3GPP TS 29.212 [3]
	Indicate the reason of termination initiated by the PCRF. 
	Non-3GPP-EPS

3GPP-EPS
	PC

	Subscription-Id
	IETF RFC 4006 [9]
	The identification of the subscription (i.e. IMSI)
	Non-3GPP-EPS


	PC

	Supported-Features
	3GPP TS 29.229 [7]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange
	Non-3GPP-EPS

3GPP-EPS
	PC

	HeNB-Local-IP-Address
	3GPP TS 29.212[3]
	Contains the H(e)NB local IP address
	3GPP-EPS
	PC

	UE-Local-IP-Address
	3GPP TS 29.212[3]
	Contains the UE local IP address
	Non-3GPP-EPS
	PC

	UDP-Source-Port
	3GPP TS 29.212[3]
	Contains the UDP source port number in the case that NA(P)T is detected for supporting interworking with Fixed Broadband access network
	Non-3GPP-EPS

3GPP-EPS
	PC

	NOTE 1:
AVPs marked with “PC” are applicable to policy control.

NOTE 2:
Event trigger value UE_LOCAL_IP_ADDRESS_CHANGE, UE-Local-IP-Address AVP and UDP-Source-Port AVP are applicable to the Non-3GPP-EPS. Event trigger value H(E)NB_LOCAL_IP_ADDRESS_CHANGE, H(e)NB-Local-IP-Address AVP and UDP-Source-Port AVP are applicable to the 3GPP-EPS.


* * * End of Changes * * * 

