Page 1



3GPP TSG CT3 Meeting #81
C3-151246
Sanya, PRChina; 25th  – 29th May 2015
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	29.215
	CR
	0377
	rev
	1
	Current version:
	13.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Diameter overload control over S9

	
	

	Source to WG:
	ZTE, China Telecom, Huawei, Orange

	Source to TSG:
	C3

	
	

	Work item code:
	cDOCME_PCC
	
	Date:
	2015-05-29

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	Adding support for Diameter Overload control for the S9 interface as recommended in TR 29.809.  This is based on the IETF specification draft-ietf-dime-ovli-02.txt (and later updates).

	
	

	Summary of change:
	Changes are outlined for message syntax and for handling of transactions that are throttled as a result of Diameter overload handling.

	
	

	Consequences if not approved:
	No overload control over the S9 interface.

	
	

	Clauses affected:
	 4.1, 5.5.2, 5.5.3, 5.5.4, 5.5.5, 5.5.7, 5.5.8

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


*** 1st Change ***

4.1 
Overview

The S9 reference point is used in roaming scenarios involving a HPLMN and a VPLMN. Two main roaming scenarios are considered: visited access (PCEF in VPLMN and AF in VPLMN or HPLMN) and home-routed access (PCEF in HPLMN and AF in the HPLMN). 

Two Diameter applications are used over the S9 reference point: S9 and Rx. The purpose of the S9 Diameter application is to install PCC rules or QoS rules generated in the HPLMN into the VPLMN and transport the events that may occur in the VPLMN to the HPLMN. Additionally, the S9 Diameter application is used to install ADC rules generated in the HPLMN into the VPLMN and transport the application detection and control information from the VPLMN to the HPLMN, when the H-PCRF and the V-PCRF both support the Application Detection and Control feature. When the AF is in the VPLMN, Rx is used over the S9 reference point to exchange service session information from the V-PCRF to the H-PCRF. 

The AF exchanges session information with the H-PCRF or V-PCRF as specified in 3GPP TS 29.214[5]. The PCRF (H-PCRF and/or V-PCRF) exchanges PCC rules and QoS rules with the PCEF and BBERF respectively as specified in 3GPP TS 29.212[3]. Additionally, the PCRF (H-PCRF and/or V-PCRF) exchanges ADC rules (for solicited application reporting) and application detection notifications with the TDF as specified in 3GPP TS 29.212[3].
NOTE:
In case of TDF and visited access, the V-PCRF extracts ADC Rules from the received PCC Rules.
Signalling flows related to all the PCC reference points (Gx, Gxx, Rx, Sd and S9) are specified in 3GPP TS 29.213[4].
Diameter messages over the S9 reference point shall make use of SCTP [8].
Refer to Annex G of 3GPP TS 29.213 [4] for Diameter overload control procedures over the S9 interface.
*** 2nd Change ***

5.5.2
CC-Request (CCR) Command

The CCR command, indicated by the Command-Code field set to 272 and the 'R' bit set in the Command Flags field, is sent by the V-PCRF to the H-PCRF in order to request PCC or QoS rules. The CCR command is also sent by the V-PCRF to the H-PCRF in order to indicate bearer or PCC/QoS rule related events.

Message Format:
<CC-Request> ::= < Diameter Header: 272, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { CC-Request-Type }





 { CC-Request-Number }





 [ Destination-Host ]





 [ Origin-State-Id ]





*[ Subscription-Id ]

                 [ Framed-IP-Address ]

                 [ Framed-IPv6-Prefix ]





*[ Supported-Features ]




 [ OC-Supported-Features ]
                 [ QoS-Information ]

                *[ QoS-Rule-Report ]
             0*2 [ AN-GW-Address ]





 [ Network-Request-Support ]





*[ Packet-Filter-Information ]





 [ Packet-Filter-Operation ]
                *[ Subsession-Enforcement-Info ]





 [ IP-CAN-Type ]





 [ RAT-Type ]





 [ Termination-Cause ]





 [ User-Equipment-Info ]

                 [ QoS-Negotiation ]

                 [ QoS-Upgrade ] 




 [ 3GPP-SGSN-MCC-MNC ]





 [ 3GPP-SGSN-Address ]





 [ 3GPP-SGSN-IPv6-Address ]





 [ RAI ]





 [ 3GPP-User-Location-Info]




 [ 3GPP-MS-TimeZone ]




 [ 3GPP2-BSID ]





*[ Event-Trigger]





 [ Multiple-BBERF-Action ]




 [ User-CSG-Information ]




                *[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
NOTE:
Multiple instances of the Subscription-Id AVP in the CCR command correspond to multiple types of identifier for the same subscriber, for example IMSI and MSISDN.
*** 3rd Change ***

5.5.3
CC-Answer (CCA) Command

The CCA command, indicated by the Command-Code field set to 272 and the 'R' bit cleared in the Command Flags field, is sent by the H-PCRF to the V-PCRF in response to the CCR command. It is used to provision PCC/QoS rules and event triggers for the subsession/session 

Message Format:

<CC-Answer> ::=  < Diameter Header: 272, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 { CC-Request-Type }





 { CC-Request-Number }





*[ Supported-Features]




 [ OC-Supported-Features ]





 [ OC-OLR ]
                *[ QoS-Rule-Install ]

                *[ QoS-Rule-Remove ]

                *[ QoS-Information ]





 [ Bearer-Control-Mode ]





*[ Event-Trigger ]





 [ Charging-Information ]

                *[ Subsession-Decision-Info ]




*[ CSG-Information-Reporting ]
              0*2[ AN-GW-Address ] 

                 [ Origin-State-Id ]





 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

*** 4th Change ***

5.5.4
Re-Auth-Request (RAR) Command

The RAR command, indicated by the Command-Code field set to 258 and the 'R' bit set in the Command Flags field, is sent by the H-PCRF to the V-PCRF in order to provision QoS/PCC rules and event triggers for the subsession/session. 

Message Format:

<RA-Request> ::= < Diameter Header: 258, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }




 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 { Re-Auth-Request-Type }





 [ Origin-State-Id ]




 [ OC-Supported-Features ]




*[ QoS-Rule-Install ]





*[ QoS-Rule-Remove ]





*[ QoS-Information ]





*[ Event-Trigger ]





*[ Subsession-Decision-Info ]




  0*2[ AN-GW-Address ]





 [ Session-Release-Cause ]





 [ HeNB-Local-IP-Address ]





 [ UE-Local-IP-Address ]





 [ UDP-Source-Port ] 




*[ Proxy-Info ]




 [ Called-Station-Id ]




*[ Route-Record ]





*[ AVP]

*** 5th Change ***

5.5.5
Re-Auth-Answer (RAA) Command

The RAA command, indicated by the Command-Code field set to 258 and the 'R' bit cleared in the Command Flags field, is sent by the V-PCRF to the H-PCRF in response to the RAR command.

Message Format:

<RA-Answer> ::=  < Diameter Header: 258, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 [ Origin-State-Id ]

                 [ Framed-IP-Address ]

                 [ Framed-IPv6-Prefix ]





 [ IP-CAN-Type ]




 [ RAT-Type ]




 [ 3GPP-SGSN-MCC-MNC ]




 [ 3GPP-SGSN-Address ]




 [ 3GPP-SGSN-IPv6-Address ]




 [ RAI ]




 [ 3GPP-User-Location-Info ]




 [ 3GPP-MS-TimeZone ]




 [ 3GPP2-BSID ]




 [ OC-Supported-Features ]





 [ OC-OLR ]
                 [ QoS-Information ]

                *[ QoS-Rule-Report ]

              0*2[ AN-GW-Address ]
                *[ Subsession-Enforcement-Info ]




 [ User-CSG-Information ]




 [ Error-Message ]





 [ Error-Reporting-Host ] 





*[ Failed-AVP ]





*[ Proxy-Info ]




*[ AVP ]
*** 6th Change ***

5.5.7
Trigger-Establishment-Request (TER) Command

The TER command, indicated by the Command-Code field set to 8388656 and the 'R' bit set in the Command Flags field, is sent by the H-PCRF to the V-PCRF in order to trigger the S9 Session Establishment. It is also sent by the H-PCRF to the V-DRA in order to remove the DRA binding information created during the S9 Session Establishment Trigger procedure.

Message Format:

<TE-Request> ::= < Diameter Header: 8388656, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }




 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 [ Auth-Session-State ]





 [ Origin-State-Id ]




 [ OC-Supported-Features ]




 [ Subscription-Id ]





 [ Called-Station-Id ]




 [ UE-Local-IP-Address ]





 [ HeNB-Local-IP-Address ]




[DRA-Binding ]





 [ UDP-Source-Port ]  




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
*** 7th Change ***

5.5.8
Trigger-Establishment-Answer (TEA) Command

The TEA command, indicated by the Command-Code field set to 8388656 and the 'R' bit cleared in the Command Flags field, is sent by the V-PCRF to the H-PCRF in response to the TER command.

Message Format:

<TE-Answer> ::=  < Diameter Header: 8388656, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 [ Origin-State-Id ]





[ DRA-Deployment ]




 [ OC-Supported-Features ]





 [ OC-OLR ]




 [ Error-Message ]





 [ Error-Reporting-Host ] 





*[ Failed-AVP ]





*[ Proxy-Info ]




*[ AVP ]
*** End of Change ***

