Page 1



3GPP TSG CT3 Meeting #81
C3-151145
Sanya, PRChina; 25th  – 29th May 2015
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	29.212
	CR
	1325
	rev
	-
	Current version:
	13.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Diameter overload control over S15 interface

	
	

	Source to WG:
	Huawei

	Source to TSG:
	C3

	
	

	Work item code:
	cDOCME_PCC
	
	Date:
	2015-05-11

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	Based on the objective of WID cDOCME_PCC and conclusion of the SID FS_DOCME, IETF specification draft-ietf-dime-ovli-02.txt (and later updates) will be adopted for Diameter overload control. This contribution is to provide Diameter overload control over S15 interface.

	
	

	Summary of change:
	Diameter overload control procedure over the S15 interface is added.

	
	

	Consequences if not approved:
	No overload control over the S15 interface, incomplete specification.

	
	

	Clauses affected:
	E.3.3; E.6.4; E.6.6.2; E.6.6.3; E.6.6.4; E.6.6.5

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


1st change
E.3.3
S15 Reference Point
The S15 reference point is located between the HNB GW and the PCRF and between the HNB GW and the V-PCRF. It enables provisioning and removal of dynamic QoS rules from the (V-) PCRF to the BPCF for the purpose of allocation and release of QoS resources in the Fixed Broadband Access Network for HNB CS calls.
Refer to Annex G of 3GPP TS 29.213 [8] for Diameter overload control procedures over the S15 interface.
2nd change

E.6.4
S15 re- used AVPs

E.6.4.1
General
Table E.6.4.1.1 lists the Diameter AVPs re-used by the S15 reference point from Gx reference point and other existing Diameter Applications, reference to their respective specifications, short description of their usage within the S15 reference point and the applicability of the AVPs to a specific access. When reused from Gx reference point, the specific clause in the present specification is referred. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table E.6.4.1.1, but they are re-used for the S15 reference point. Unless otherwise stated, re-used AVPs shall maintain their ‘M’, ‘P’ and ‘V’ flag settings. Where RADIUS VSAs are re-used, unless otherwise stated, they shall be translated to Diameter AVPs as described in IETF RFC 4005 [12] with the exception that the ‘M’ flag shall be set and the ‘P’ flag may be set.

Table E.6.4.1.1: S15 re-used Diameter AVPs
	Attribute Name
	Reference
	Description
	Acc. Type

	HeNB-Local-IP-Address
	5.3.95
	Contains the HNB local IP address as defined in Annex E.2.1.
	3GPP-EPS

	OC-OLR
	IETF draft-ietf-dime-ovli-02 [49]
	Contains the necessary information to convey an overload report.
	3GPP-EPS

	OC-Supported-Features
	IETF draft-ietf-dime-02 [49]
	Defines the support for the Diameter overload indication conveyence by the sending node.
	3GPP-EPS

	QoS-Information
	5.3.16
	Contains the QoS information for a resource of the CS service
	3GPP-EPS

	UDP-Source-Port
	5.3.97
	Contains the UDP source port number in the case that NA(P)T is detected for supporting interworking with Fixed Broadband access network as defined in Annex E.
	3GPP-EPS



3rd change

E.6.6.2
CC-Request (CCR) Command
The CCR command, indicated by the Command-Code field set to 272 and the ‘R’ bit set in the Command Flags field, is sent by the HNB GW to the PCRF in order to initiate an S15 session establishment or request resource for the CS service. The CCR command is also sent by the HNB GW to the PCRF in order to indicate the termination of the S15 session.
Message Format:

<CC-Request> ::= < Diameter Header: 272, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { CC-Request-Type }





 { CC-Request-Number }




[ OC-Supported-Features ]




 [ CS-Service-QoS-Request-Identifier ]




 [ CS-Service-QoS-Request-Operation ]




 [ Destination-Host ]




 [ HeNB-Local-IP-Address ]




 [ Origin-State-Id ]




 [ QoS-Information ]




 [ UDP-Source-Port ]





*[ Proxy-Info ]





*[ Route-Record ] 




*[ AVP ]
4th change

E.6.6.3
CC-Answer (CCA) Command
The CCA command, indicated by the Command-Code field set to 272 and the ‘R’ bit cleared in the Command Flags field, is sent by the PCRF to the HNB GW in response to the CCR command. It is used to provision the admission control result in the fixed broadband access network.
Message Format:

<CC-Answer> ::=  < Diameter Header: 272, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 { CC-Request-Type }





 { CC-Request-Number }





 [ Origin-State-Id ]





*[ Redirect-Host ]





 [ Redirect-Host-Usage ]

 



 [ Redirect-Max-Cache-Time ]




[ OC-Supported-Features ]





 [ OC-OLR ]




 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
5th change

E.6.6.4
Re-Auth-Request (RAR) Command

The RAR command, indicated by the Command-Code field set to 258 and the ‘R’ bit set in the Command Flags field, is sent by the PCRF to the HNB GW in order to report the resource reserveation result in the Fixed Broadband Access network.

Message Format:

<RA-Request> ::= < Diameter Header: 258, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 { Re-Auth-Request-Type }




 [ Origin-State-Id ]




[ OC-Supported-Features ]




*[ CS-Service-Resource-Report ]




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

6th change

E.6.6.5
Re-Auth-Answer (RAA) Command
The RAA command, indicated by the Command-Code field set to 258 and the ‘R’ bit cleared in the Command Flags field, is sent by the HNB GW to the PCRF in response to the RAR command.

Message Format:

<RA-Answer> ::=  < Diameter Header: 258, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]




[ OC-Supported-Features ]





 [ OC-OLR ]




 [ Origin-State-Id ]




 [ Error-Message ]





 [ Error-Reporting-Host ]




*[ Failed-AVP ]





*[ Proxy-Info ]





*[ AVP ]

End of changes
