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1. Introduction

In 3GPP CT3 #79 meeting, there’s an action point on the study of CT3 specification impacts introduced by the new Diameter Base Protocol IETF RFC 6733[1]. This contribution makes some further analysis on this issue and provides a proposal of alignment work for the group.
2. Discussion
The main changes from IETF RFC 3588 are summarized in clause 1.1.3 of the new Diameter Base Protocol IETF RFC 6733 that:
· Deprecated the use of the Inband-Security AVP for negotiating Transport Layer Security (TLS).
[Impact Analysis] This change has no impact on CT3 Diameter specifications since the deprecated Inband-Security AVP does not explicitly appear in any Diameter application procedure, such as “Initialization, maintenance and termination of connection and session”. The handling of Inband-Security AVP is embedded in the Diameter Base Protocol itself.
· Deprecated the exchange of CER/CEA messages in the open state.

[Impact Analysis] This change has impact on CT3 Diameter specifications. To declare the usage of Diameter Base Protocol, not only Diameter CER/CEA commands, but also Capabilities-Update-Request (CUR) and Capabilities-Update-Answer (CUA) commands in the open state should be supported. The occurrences of Diameter CER/CEA commands will be used together with Diameter CUR/CUA commands.
· Simplified security requirements. TLS/TCP and DTLS/SCTP have become the primary methods of securing Diameter with IPSec as a secondary alternative. The support for the End-to-End security framework (E2E-Sequence AVP and ‘P’-bit in the AVP header) has also been deprecated.

[Impact Analysis] It’s mandated by IETF RFC 6733 that the Diameter base protocol messages SHOULD be secured by using TLS or DTLS/SCTP and additional security mechanisms such as IPSec MAY also be deployed for secure connection between peers. This new feature has been supported by the new Rel-12 specification like TS 29.468. For the specification which is createdin an elder release (e.g. TS 29.212), security mechanism of IPSec can be still used. Note that the old Diameter Base Protocl IETF RFC 3588 is obsolete in October 2012, which is a starting point of Rel-12 work in 3GPP.This change has no impact on CT3 specifications.
For the deprecated end-to-end security framework, the main change to CT3 Diameter specification is the column of AVP flag rules in the AVP definition table. Before the change, the column of AVP flag rules is shown as follows:
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After the change, the column of AVP flag rules is simplified like that:
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This change should be synchronized to all the Diameter specifications with Diameter AVP definition.
·  Changed Diameter extensibility. This includes fixes to the Diameter extensibility description to better aid Diameter application designers.

[Impact Analysis] This change has no explicit impact on CT3 Diameter specifications, it is related to the principles of Diameter applications.
· Clarified Application Id usage. Clarify the proper use of Applciaiton Id information, which includes correlating Applciaiton Ids in the message header and AVPs, specify the proper Application Id value to use for specific base protocol messages (ASR/ASA, STR/STA), clarify the use of Vendor-Specific-Application-Id.
[Impact Analysis] This change has no explicit impact on CT3 Diameter specifications. The clarification of Application Id or Vendor-Specific-Application-Id in Diameter Base Protocol does not change the behaviour in the Diameter applications like PCC Gx or Rx.
· Clarified routing fixes. This document more clearly specifies what information (AVP and Application Ids) can be used for making general routing decisions. A rule for the priorization of redirect routing criteria when multiple route entries are found via redirects also been added.
[Impact Analysis] This change has no explicit impact on CT3 Diameter specifications. When applying the Redirect DRA behaviour in the PCRF addressing subclause of TS 29.213, the usage of Redirect-Host-Usage AVP implicitly includes the usage of precedence rule defined in the Diameter Base Protocol.
· Simplified Diameter peer discovery. The Diameter discovery process now supports only widely used discovery schemes, and the rest have been deprecated.
[Impact Analysis] This change has no explicit impact on CT3 Diameter specifications. The behaviour how does a Diameter host apply discovery scheme to Diameter peer does not change the application procedure like PCRF addressing. The discovery scheme is invisible to the Diameter application procedures. 
3. Proposal
Based on the above impact analysis, it’s foreseen the following aspects in CT3 Diameter specifications will be updated to align with the new Diameter Base Protocol RFC 6733:

Observation 1: The usage of Diameter CER/CEA command for capability negotiation between Diameter peers will be enhanced with the use of Diameter CUR/CUA command together, on a per case basis. 

Observation 2: For each Diameter based reference point (e.g., Gx, Rx, MB2), the columns of the table on specific Diameter AVPs will be updated with the simplified AVP Flag rules like that:
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If the group agrees on the above impacts on CT3 specifications, Huawei would like to volunteer a new WID proposal to initiate the alignment work to Diameter Base Protocol IETF RFC 6733 in August group meeting (3GPP CT3 #82).
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