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* * * First Change * * * 

Annex C (Informative):
Mapping table for type of access networks

Table C-1 maps the values of the IANA registered Access Technology Types used for PMIP in 3GPP TS 29.275 [28] with the values of the RAT types specified for GTPv2 in 3GPP TS 29.274 [22] and with the values of the RAT types and IP-CAN types specified in this specification.

Table C-1: Mapping table for type of access network code values

	Access Technology Type registered with IANA, see
3GPP TS 29.275 [28]
	PCC related RAT-Type, see
subclause 5.3.31
	RAT-Type specified for GTPv2, see 3GPP TS 29.274 [22]
	IP-CAN-Type, see
subclause 5.3.27

(NOTE)

	Value
	Description
	Value
	Description
	Value
	Description
	Value
	Description

	0
	Reserved
	
	
	0
	<reserved>
	
	

	1
	Virtual
	1
	VIRTUAL
	7
	Virtual
	6
	Non-3GPP-EPS

	2
	PPP
	
	
	
	
	
	

	3
	IEEE 802.3
	
	
	
	
	
	

	4
	IEEE 802.11a/b/g
	0
	WLAN
	3
	WLAN
	    6
	Non-3GPP-EPS



	5
	IEEE 802.16e
	
	
	
	
	6

3
	Non-3GPP-EPS

WiMAX

	6
	3GPP GERAN
	1001
	GERAN
	2
	GERAN
	0
	3GPP-GPRS

	
	
	
	
	
	
	5
	3GPP-EPS

	7
	3GPP UTRAN
	1000
	UTRAN
	1
	UTRAN
	0
	3GPP-GPRS

	
	
	
	
	
	
	5
	3GPP-EPS

	8
	3GPP E-UTRAN
	1004
	EUTRAN
	6
	EUTRAN
	5
	3GPP-EPS

	9
	3GPP2 eHRPD
	2003
	EHRPD
	
	
	6
	Non-3GPP-EPS

	10
	3GPP2 HRPD
	2001
	HRPD
	
	
	4
	3GPP2

	11
	3GPP2 1xRTT
	2000
	CDMA2000_1X
	
	
	4
	3GPP2

	12
	3GPP2 UMB
	2002
	UMB
	
	
	4
	3GPP2

	13-255
	Unassigned
	
	
	
	
	
	

	
	
	1002
	GAN
	4
	GAN 
	0
	3GPP-GPRS

	
	
	
	
	
	
	5
	3GPP-EPS

	
	
	1003
	HSPA_EVOLUTION 
	5
	HSPA Evolution
	0
	3GPP-GPRS

	
	
	
	
	
	
	5
	3GPP-EPS

	
	
	
	
	
	
	1
	DOCSIS

	
	
	
	
	
	
	2
	xDSL

	
	
	
	
	
	
	7
	FBA

	NOTE:
The mapping of RAT-Type and Access Technology Type parameters to IP-CAN-Type depends on the packet core the radio access network is connected to. Possible mappings are listed in the IP-CAN-Type column.


* * *Second Change * * * 
D.3
EPC-based Trusted WLAN Access with S2a
For EPC-based trusted WLAN Access with S2a, the PCEF is located in the P-GW and the BBERF does not apply.

NOTE: 
Gxa interface is not used for S2a-PMIP in Trusted WLAN within this release of the specification.
The PCEF provides the PCRF with the access network information as described in subclause 4.5.1, with the exception of the user location information that, if available, is included in the TWAN-Identifier AVP RAT-Type AVP set to "WLAN" and AN-Trusted AVP set to "Trusted" shall be provided. If the NetLoc-Trusted-WLAN is supported, the procedure described in subclause 4.5.22 shall apply with the exception of the user location information that, if available, is included in the TWAN-Identifier AVP.
IP-CAN_CHANGE and RAT_CHANGE event triggers as defined in subclause 5.3.7 apply in this access. When reporting these events, the PCEF shall, in addition to the IP-CAN-Type AVP and/or RAT-Type AVP, provide the AN-Trusted AVP set to  "Trusted".

* * *Third Change * * * 
D.x
EPC-based Untrusted WLAN Access
For EPC-based untrusted WLAN Access the BBERF does not apply.

For an IP-CAN session set-up over an untrusted non-3GPP access over S2b the following applies:

At IP-CAN Session Establishment the PCEF provides the PCRF with the IP-CAN-Type AVP indicating Non-3GPP-EPS, the RAT-Type AVP indicating the access technology type as provided by the access network and the AN-Trusted AVP set to "Untrusted".

IP-CAN_CHANGE and RAT_CHANGE event triggers as defined in subclause 5.3.7 apply in this access. When reporting these events, the PCEF shall, in addition to the IP-CAN-Type AVP and/or RAT-Type AVP, provide the AN-Trusted AVP set to "Untrusted".

* * * End of Changes * * * 

