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Abstract of the contribution: This contribution introduces the need for enabling the AF to define the value of ToS-Traffic-Class AVP over the Rx interface.
A VPN tunnel serves as data pipe for multiple clear service data flows (cSDF). As a result:

· All packets coming out of the VPN tunnel will have identical IP 5-tuple. (Better to say IPSec header.)

· IP 5-tuple cannot be used to identify the “cSDF” within the VPN tunnel. (Since they are hidden end encrypted inside the IPSec packet.)

In a transport environment, where each cSDF is supposed to be served according to its ToS, an appropriate method would be to promote/reflect the ToS value in the cSDF header to the ToS value of the external VPN header.

Within the framework of 3GPP PCC concepts and protocols, a VPN server (or client) is in the position of an AF. Therefore, it would be very natural that when a VPN server (or client), in the role of AF, which wants to establish a session, it would like to use this method and indicate packet differentiators to the transport system based on ToS values.

For example, assume that the VPN pipe serves two cSDFs; a non-GBR one with low priority ToS and another GBR flow with high priority ToS. It would be very natural that the first one is served by an EPS bearer with non-GBR QCI and the other is served by another EPS bearer with GBR QCI. In this case the only packet filter attribute for differentiating the packets inside this VPN will be the ToS value of the outer header.

In another example let us think a VPN pipe with 2 cSDFs with identical GBR requirements and ToS values. However, somehow, it is known than one of them fits to an EPS bearer with QCI 6 and the other fits to an EPS bearer with QCI 7. Since the VPN sees the clear headers, it may chose a particular ToS value when encapsulating the packets of the first cSDF and another ToS value when encapsulating the packets of the second cSDF.

Although, the VPN may use this method for somehow “tagging” the VPN packets with different ToS values based on the attributes of the internal packets (packet of cSDFs), with the current specifications, there is no method for indicating the ToS value to the PCRF via the Rx interface. Consequently, the VPN server (in the role of AF) cannot influence the building of a packet filter with a very specific and well defined value of the ToS‑Traffic‑Class.

It is interesting to mention that, in the Rx interface, although many IP header fields, which may serve as packet filter attributes, can be indicated by the AF, somehow, the possibility of including the ToS‑Traffic‑Class AVP is excluded from the Rx protocol.
MSI has prepared a set of CRs which introduce how an AF may indicate the ToS-Traffic-Class when AF initiates a session establishment by sending a request (AAR) over Rx interface.

In these CRs the following corrections will be suggested:

· The CR for 29.213 mentions that, during session establishment, the AF may also indicate the ToS‑Traffic‑Class.

· The CR for 29.214 indicates how the ToS‑Traffic‑Class AVP is used in the Rx interface.

· The CR for 29.212 introduces how the value for the ToS‑Traffic‑Class AVP, received in the Rx interface, is reflected to the Gx interface.

Based on the above explanations and examples the CT3 delegates are invited to express their opinion on this subject as a complete package before entering into the details of each CR mentioned above.
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