Page 1



3GPP TSG CT3 Meeting #80
C3-150198
Sorrento, Italy; 2nd – 6th February 2015
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	29.468
	CR
	0011
	rev
	-
	Current version:
	12.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Enable MB2 procedures authorization

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	C3

	
	

	Work item code:
	GCSE_LTE-CT
	
	Date:
	2015-02-06

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-12

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	In order to be compliant with the requirements to authorize the GCS AS to initiate procedures over MB2 interfaces, such as TMGI allocation/deallocation and MBMS bearer procedures the GCS AS needs to provide an identifier. 

	
	

	Summary of change:
	The GCS-Identifier AVP is re-used from TS29.214 to host the GCS AS identiy to be used by the BM-SC for authorization.

	
	

	Consequences if not approved:
	The requirements are not complete and do not cover all possible scenarios for authorization of a GCS AS which could lead to serious misoperations.

	
	

	Clauses affected:
	2; 5.2.1; 5.2.2; 5.3.2; 5.3.3; 5.3.4; 6.5.1; 6.6.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


* * * 1st Change * * * 
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* * * 2nd Change * * * 
5.2.1
TMGI Allocation Procedure
The TMGI Allocation procedure may be used by the GCS AS to request a set of TMGIs, or to request the renewal of the expiration time for already allocated TMGIs.

To apply this procedure, the GCS AS shall send a GCS‑Action‑Request (GAR) command including the GCS-Identifier AVP indicating the content provider and the GCS- TMGI‑Allocation‑Request AVP. Within the TMGI‑Allocation‑Request AVP, the GCS AS shall indicate the number of requested new TMGIs, excluding any TMGIs for which only an expiration timer renewal is requested, in the TMGI‑Number AVP, and may include within TMGI AVPs TMGIs that are already allocated to the GCS AS, and for which the GCS AS wishes to obtain a later expiration time. The number of TMGIs requested may be zero, if this procedure is used only to renew the expiration time for already allocated TMGIs.

Upon reception of a GCS‑Action‑Request (GAR) command including the TMGI‑Allocation‑Request AVP, the BM‑SC shall determine whether the GCS AS is authorized to receive the requested TMGIs. If the renewal of TMGIs has been requested, the BM-SC shall also determine whether the TMGIs are allocated to the requesting GCS AS and if yes, whether the renewal of TMGI expiration times is possible. The BM‑SC shall also determine an expiration time, which shall be applicable for all new TMGIs and all TMGIs for which the timer was renewed. 

NOTE 1:
During the TMGI Allocation Procedure, the BM‑SC does not activate MBMS. However TMGIs, for which the expiration time is renewed, may already have active MBMS bearers.
The BM‑SC shall then send the GCS‑Action‑Answer (GAA) command including the TMGI‑Allocation‑Response AVP. For a successful TMGI allocation, the TMGI‑Allocation‑Response AVP shall include TMGI AVPs and the MBMS‑Session‑Duration AVP. The TMGI AVPs shall contain all successfully allocated or refreshed TMGIs and the MBMS‑Session‑Duration AVP shall indicate their common new expiration time. For an unsuccessful TMGI allocation request, the TMGI‑Allocation‑Response AVP shall include the TMGI‑Allocation‑Result AVP. For a partial success (i.e. if some, but not all of the requested TMGIs are allocated or timers refreshed), the TMGI‑Allocation‑Response AVP shall include the TMGI AVPs, the MBMS‑Session‑Duration AVP and the TMGI‑Allocation‑Result AVP. The TMGI AVPs shall contain all successfully allocated or refreshed TMGIs and the MBMS‑Session‑Duration AVP shall indicate their common new expiration time. The TMGI‑Allocation‑Result AVP shall indicate both success and the reason(s) why the allocation or refresh failed for some TMGIs.

* * * 3rd Change * * * 
5.2.2
TMGI Deallocation Procedure

The TMGI Deallocation procedure may be used by the GCS AS to immediately release a set of TMGIs, irrespective of their expiration times.

To apply this procedure, the GCS AS shall send a GCS‑Action‑Request (GAR) command including the GCS-Identifier AVP indicating the content provider and the TMGI‑Deallocation‑Request AVP. If the GCS AS desires to deallocate some, but not all currently allocated TMGIs, it shall include TMGI AVPs for all TMGIs that are to be deallocated within the TMGI‑Dellocation‑Request AVP. If the GCS AS desires to deallocate all currently allocated TMGIs, it shall not include TMGI AVPs within the TMGI‑Dellocation‑Request AVP.

Upon reception of a GCS‑Action‑Request (GAR) command including the TMGI‑Deallocation‑Request AVP, the BM‑SC shall determine whether the GCS AS is authorized to deallocate the TMGIs. 

The BM‑SC shall then send the GCS‑Action‑Answer (GAA) command and shall include a TMGI‑Deallocation‑Response AVP for each TMGI contained in the TMGI‑Deallocation‑Request AVP. Each TMGI‑Deallocation‑Response AVP shall include the affected TMGI in the TMGI AVP. For an unsuccessful TMGI deallocation, the TMGI‑Deallocation‑Response AVP shall also include the TMGI‑Deallocation‑Result AVP.

When the GCS AS requests the deallocation of a TMGI with some related active MBMS bearers, the BM‑SC shall terminate those bearer(s).

* * * 4th Change * * * 
5.3.2
Activate MBMS Bearer Procedure

The Activate MBMS Bearer procedure may be used by the GCS AS to cause allocation of resources for MBMS bearer(s).

To apply this procedure, the GCS AS shall send a GCS‑Action‑Request (GAR) command including the GCS-Identifier AVP indicating the content provider and one MBMS‑Bearer‑Request AVP for each bearer that is to be activated. Within the MBMS‑Bearer‑Request AVP, the GCS AS shall include the MBMS‑StartStop‑Indication AVP set to "START", the MBMS‑Service‑Area AVP and the QoS‑Information AVP, and the GCS AS may include the TMGI AVP, the MBMS‑Start‑Time AVP and the MB2U‑Security AVP.

Upon reception of a GCS‑Action‑Request (GAR) command including the MBMS‑Bearer‑Request AVP with the MBMS‑StartStop‑Indication AVP set to "START", the BM‑SC shall determine whether the GCS AS is authorized to use the TMGI. If so, the BM‑SC shall allocate MBMS resources to support content delivery of the MBMS bearer to the requested MBMS service area using the Session Start procedure defined in TS 23.246 [3]. If no TMGI AVP is included in the MBMS‑Bearer‑Request AVP, the BM‑SC shall allocate a new TMGI. The BM‑SC shall allocate a new Flow Identifier. The BM‑SC shall decide whether to use MB2‑U Security, and shall take into account related requests of the GCS AS, as received within the MB2U‑Security AVP in the MBMS‑Bearer‑Request AVP.
The BM‑SC shall then send GCS‑Action‑Answer (GAA) command including an MBMS‑Bearer‑Response AVP. The BM‑SC shall include an MBMS‑Bearer‑Response AVP for each MBMS‑Bearer‑Request AVP that was included in the GAR. The MBMS‑Bearer‑Response AVP shall be included in the same position in the GAA that the corresponding MBMS‑Bearer‑Request AVP had in the GAR.
For a successful MBMS bearer activation, the MBMS‑Bearer‑Response AVP shall include the TMGI AVP, the MBMS-Flow-Identifier AVP, the MBMS‑Session‑Duration AVP, the BMSC‑Address AVP and BMSC‑Port AVP, and may include Radio‑Frequency AVP(s) as MBMS bearer related service description. If MB2‑U Security is applied, the MBMS‑Bearer‑Response AVP shall also include the MB2U‑Security AVP.
* * * 5th Change * * * 
5.3.3
Deactivate MBMS Bearer Procedure

The Deactivate MBMS Bearer procedure may be used by the GCS AS to cause deallocation of resources for MBMS bearer(s).

To apply this procedure, the GCS AS shall send a GCS‑Action‑Request (GAR) command including the GCS-Identifier AVP indicating the content provider and one MBMS‑Bearer‑Request AVP for each bearer that is to be deactivated. Within the MBMS‑Bearer‑Request AVP, the GCS AS shall include the MBMS‑StartStop‑Indication AVP set to "STOP", the TMGI AVP and the MBMS‑Flow‑Identifier AVP to designate the bearer to be deactivated. 

Upon reception of a GCS‑Action‑Request (GAR) command including the MBMS‑Bearer‑Request AVP with MBMS‑StartStop‑Indication AVP set to "STOP", the BM‑SC shall determine whether the GCS AS is authorized to use the TMGI. If so, the BM‑SC shall stop the broadcast to the MBMS bearer identified by the TMGI AVP and the MBMS‑Flow‑Identifier AVP and shall deallocate MBMS resources used for the MBMS bearer using the Session Stop procedure defined in TS 23.246 [3].

The BM‑SC shall then send GCS‑Action‑Answer (GAA) command including an MBMS‑Bearer‑Response AVP. The BM-SC shall include an MBMS‑Bearer‑Response AVP for each MBMS‑Bearer‑Request AVP that was included in the GAR. The MBMS‑Bearer‑Response AVP shall be included in the same position in the GAA that the corresponding MBMS‑Bearer‑Request AVP had in the GAR. For a successful MBMS bearer deactivation, the MBMS‑Bearer‑Response AVP shall include the TMGI AVP and the MBMS-Flow-Identifier AVP.
* * * 6th Change * * * 
5.3.4
Modify MBMS Bearer Procedure

The Modify MBMS Bearer procedure may be used by the GCS AS to cause modification of the priority and pre-emption values for an MBMS bearer, the MBMS broadcast area, or both.

To apply this procedure, the GCS AS shall send a GCS‑Action‑Request (GAR) command including the GCS-Identifier AVP indicating the content provider id and one MBMS‑Bearer‑Request AVP for each bearer that is to be modified. Within the MBMS‑Bearer‑Request AVP, the GCS AS shall include The MBMS‑StartStop‑Indication AVP set to "UPDATE", the TMGI AVP and the MBMS‑Flow‑Identifier AVP to designate the bearer to be modified. The GSC AS may include the MBMS‑Service‑Area AVP and the QoS‑Information AVP. However, at least one of the MBMS‑Service‑Area AVP and the QoS‑Information AVP shall be included. The QoS‑Information AVP shall only be used to modify the Allocation and Retention Priority (ARP), and shall otherwise indicate the same values that were supplied when the activation of the MBMS bearer was requested.
Upon reception of a GCS‑Action‑Request (GAR) command including the MBMS‑Bearer‑Request AVP with MBMS‑StartStop‑Indication AVP set to "UPDATE", the BM‑SC shall determine whether the GCS AS is authorized to use the TMGI. If so, the BM‑SC shall modify the characteristics of the MBMS bearer using the Session Update procedure defined in TS 23.246 [3].
If the MBMS broadcast area is being modified, the BM‑SC shall ensure that the new MBMS broadcast area is not overlapping with the MBMS broadcast area of any other existing MBMS bearer(s) with the same TMGI, in accordance with 3GPP TS 23.246 [3]. Otherwise, the BM‑SC should reject the modification request with the result code Overlapping‑MBMS‑Service‑Area.
The BM‑SC shall then send the GCS‑Action‑Answer (GAA) command including an MBMS‑Bearer‑Response AVP. The BM-SC shall include an MBMS‑Bearer‑Response AVP for each MBMS‑Bearer‑Request AVP that was included in the GAR. The MBMS‑Bearer‑Response AVP shall be included in the same position in the GAA that the corresponding MBMS‑Bearer‑Request AVP had in the GAR. For a successful MBMS bearer modification, the MBMS‑Bearer‑Response AVP shall include the TMGI AVP and the MBMS-Flow-Identifier AVP.
* * * 7th Change * * * 
6.5.1
General

Table 6.5.1‑1 lists the Diameter AVPs re-used by the MB2‑C reference point from existing Diameter Applications, reference to their respective specifications and a short description of their usage within the MB2‑C reference point. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 6.5.1‑1, but they are re-used for the MB2‑C reference point. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings.

Table 6.5.1‑1: MB2‑C re-used Diameter AVPs

	Attribute Name
	Reference
	Description
	Applicability (Note 2)

	GCS-Identifier
	3GPP TS 29.214 [xx]
	Represents the content provider to be authorized to initiate procedures towards the BM-SC
	

	MBMS‑Flow‑Identifier
	3GPP TS 29.061 [6]
	Represents a location dependent subflow of an MBMS bearer service.
	

	MBMS‑Service‑Area
	3GPP TS 29.061 [6]
	Indicates the area over which the MBMS bearer service has to be distributed.
	

	MBMS-Session-Duration
	3GPP TS 29.061 [6]
	Indicates the duration of the TMGI expiration time. (NOTE 1)
	

	MBMS‑StartStop‑Indication
	3GPP TS 29.061 [6]
	Indicates it the allocation, deallocation or modification of an MBMS bearer is requested.
	

	
	
	
	

	
	
	
	

	
	
	
	

	QoS‑Information
	3GPP TS 29.212 [7]
	Contains the QoS that is required for the MBMS bearer. 

Only the QoS-Class-Identifier AVP, Max-Requested-Bandwidth-DL, Guaranteed-Bitrate-DL AVP and Allocation-Retention-Priority AVP within the QoS-Information AVP are applicable.
	

	
	
	
	

	Restart-Counter
	3GPP TS 29.061 [6]
	This AVP contains a monotonically increasing value that is advanced whenever the sending entity restarts with loss of previous state, for example upon restart. The Restart-Counter AVP may be included in any Diameter message over the MB2‑C reference point, including CER/CEA defined in IETF RFC 3588 [14].
	Heartbeat

	Supported‑Features
	3GPP TS 29.229 [23]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange.
	

	TMGI
	3GPP TS 29.061 [6]
	Contains the Temporary Mobile Group Identity allocated to a particular MBMS bearer service
	

	NOTE 1: 
This re-used AVP has a different meaning as compared to the meaning in SGmb interface.
NOTE 2: 
AVPs marked with a supported feature are applicable as described in subclause 6.5.2.


* * * 7th Change * * * 
6.6.2
GCS-Action-Request (GAR) command

The GAR command, indicated by the Command-Code field set to xxx and the 'R' bit set in the Command Flags field, is sent by the GCS AS to the BM‑SC as part of the MBMS bearer activation, modification, or deactivation procedure, or as part of the TMGI allocation or deallocation procedure.
Message Format:

<GA-Request> ::= <Diameter Header: 8388662, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Auth-Session-State }




 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 [ Destination-Host ]





 [ Origin-State-Id ]





*[ Proxy-Info ]





*[ Route-Record ]





*{ Supported-Features }




 [ TMGI-Allocation-Request ]





 [ TMGI-Deallocation-Request ]





*[ MBMS-Bearer-Request ]




 [ Restart-Counter ]




 [ GCS-Identifier ]




*[ AVP ]
* * * End of Change * * * 
