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	Reason for change:
	In clause 6.2.3 of TS 23.203, it has the following requirement:
“The AF may request the PCRF to report on the change of type of IP‑CAN. In the case of 3GPP IP‑CAN, the information of the Radio Access Technology Type (e.g. UTRAN) and the change thereof shall be also reported to the AF, even if the IP‑CAN type is unchanged.”

To implement above requirement,  IP-CAN_CHANGE (6) event within Specific-Action AVP has been defined in TS 29.214. However, such report may cause lots of signalling over Rx, and it’s more simple for the AF to request the RAT type when needed. From operators’ view, the AF does not need push data to the user over Rx once the RAT Type is changed. The change of  RAT Type reporting  shall be able to be requested by the AF when needed.
 This is similar to Access Network Information report, the operator may also have the requirement that the AF asks the PCRF to report the current RAT type, this should be implemented in current specifications.

	
	

	Summary of change:
	Adding a new Request-RAT-Type AVP and related procedure to implement the requirement that the AF asks the PCRF to report the current RAT type.

	
	

	Consequences if not approved:
	The AF can’t request the PCRF to report the current RAT type.
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	Other comments:
	


* * * 1st Change * * * 
4.4.6.x
Reporting RAT Type
If the AF requests the PCRF to report the RAT type information, the AF shall subscribe to the IP-CAN_CHANGE (6) event within the Specific-Action AVP and shall also include the Request-RAT-Type AVP. The AF may request the PCRF to report the RAT type information in conjunction with providing the PCRF with the AF session information, refer to subclause 4.4.1. Optionally, the AF may request the PCRF to report the RAT type information without providing service information. In the latter case the AF establishes an Rx session for the AF session upon requesting the RAT type information from the PCRF with an AA-Request command, containing information required for the session binding in the Framed-IP-Address AVP, the Framed-Ipv6-Prefix AVP Subscription-Id AVP, the Called-Station-Id AVP and/or the IP-Domain-Id AVP.
The AF may also request the PCRF to report the RAT type information at Rx session termination. To do so, the AF shall include the Request-RAT-Type AVP in the corresponding ST-Request.
When the PCRF receives the requested RAT type information from the PCEF/BBERF, the PCRF shall provide the corresponding RAT type information to the AF within the RAT-Type AVP in the RAR command if the Rx session is not being terminated or in the STA command if the Rx session is being terminated. If the information is provided in the RAR command, PCRF shall also provide the IP-CAN_CHANGE(6) event within Specific-Action AVP. 
When the PCRF receives a request to report the RAT type information from the AF in an STR command that was initiated as part of an IP-CAN session termination procedure, the PCRF shall provide the requested RAT type information previously provided by the PCEF/BBERF in the corresponding STA command. 
The PCRF shall not report any subsequently received RAT type information to the AF, unless the AF sends a new request for RAT type information.
* * * 2nd Change * * * 
5.3
Rx specific AVPs

Table 5.3.1 describes the Diameter AVPs defined for the Rx interface protocol, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted and which supported feature the AVP is applicable to. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

NOTE:
Most of these AVPs have already been defined in 3GPP TS 29.209 [5] for Rel-6. Their definition is based on the one used for Rel-6 with some possible modifications to be applied to the Rel-7 protocols.

Table 5.3.1: Rx specific Diameter AVPs 

	
	AVP Flag rules (note 1)
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (note 2)
	Must
	May
	Should not
	Must not
	May Encr.
	Applicability
(note 3)

	Abort-Cause
	500
	5.3.1
	Enumerated
	M,V
	P
	
	
	Y
	

	Access-Network-Charging-Address
	501
	5.3.2
	Address
	M,V
	P
	
	
	Y
	

	Access-Network-Charging-Identifier
	502
	5.3.3
	Grouped
	M,V
	P
	
	
	Y
	

	Access-Network-Charging-Identifier-Value
	503
	5.3.4
	OctetString
	M,V
	P
	
	
	Y
	

	Acceptable-Service-Info
	526
	5.3.24
	Grouped
	M,V
	P
	
	
	Y
	

	AF-Application-Identifier
	504
	5.3.5
	OctetString
	M,V
	P
	
	
	Y
	

	AF-Charging-Identifier
	505
	5.3.6
	OctetString
	M,V
	P
	
	
	Y
	

	Application-Service-Provider-Identity
	532
	5.3.29
	UTF8String
	V
	P
	
	M
	Y
	SponsoredConnectivity

	Codec-Data 
	524
	5.3.7
	OctetString
	M,V
	P
	
	
	Y
	

	Flow-Description
	507
	5.3.8
	IPFilterRule
	M,V
	P
	
	
	Y
	

	Flow-Number
	509
	5.3.9
	Unsigned32
	M,V
	P
	
	
	Y
	

	Flows
	510
	5.3.10
	Grouped
	M,V
	P
	
	
	Y
	

	Flow-Status
	511
	5.3.11
	Enumerated
	M,V
	P
	
	
	Y
	

	Flow-Usage
	512
	5.3.12
	Enumerated
	M,V
	P
	
	
	Y
	

	GCS-Identifier
	538
	5.3.36
	OctetString
	V
	P
	
	M
	Y
	GroupComService

	Request-RAT-Type
	xxx
	5.3.xx
	Unsigned32
	V
	P
	
	M
	Y
	

	Service-URN
	525
	5.3.23
	OctetString
	M,V
	P
	
	
	Y
	

	Specific-Action
	513
	5.3.13
	Enumerated
	M,V
	P
	
	
	Y
	

	Max-Requested-Bandwidth-DL
	515
	5.3.14
	Unsigned32
	M,V
	P
	
	
	Y
	

	Max-Requested-Bandwidth-UL
	516
	5.3.15
	Unsigned32
	M,V
	P
	
	
	Y
	

	Media-Component-Description
	517
	5.3.16
	Grouped
	M,V
	P
	
	
	Y
	

	Media-Component-Number
	518
	5.3.17
	Unsigned32
	M,V
	P
	
	
	Y
	

	Media-Sub-Component
	519
	5.3.18
	Grouped
	M,V
	P
	
	
	Y
	

	Media-Type
	520
	5.3.19
	Enumerated
	M,V
	P
	
	
	Y
	

	MPS-Identifier
	528
	5.3.30
	OctetString
	V
	P
	
	M
	Y
	Rel10

	Min-Requested-Bandwidth-DL
	534
	5.3.32
	Unsigned32
	V
	P
	
	M
	Y
	Rel10

	Min-Requested-Bandwidth-UL
	535
	5.3.33
	Unsigned32
	V
	P
	
	M
	Y
	Rel10

	RR-Bandwidth
	521
	5.3.20
	Unsigned32
	M,V
	P
	
	
	Y
	

	RS-Bandwidth
	522
	5.3.21
	Unsigned32
	M,V
	P
	
	
	Y
	

	Service-Info-Status
	527
	5.3.25
	Enumerated
	M,V
	P
	
	
	Y
	

	Sharing-Key-DL
	539
	5.3.37
	UTF8String
	V
	P
	
	M
	Y
	ResShare

	Sharing-Key-UL
	540
	5.3.38
	UTF8String
	V
	P
	
	M
	Y
	ResShare

	SIP-Forking-Indication
	523
	5.3.22
	Enumerated
	M,V
	P
	
	
	Y
	

	Sponsor-Identity
	531
	5.3.28
	UTF8String
	V
	P
	
	M
	Y
	SponsoredConnectivity

	Sponsored-Connectivity-Data (NOTE 4)
	530
	5.3.27
	Grouped
	V
	P
	
	M
	Y
	SponsoredConnectivity
SCTimeBasedUM

	AF-Signalling-Protocol
	529
	5.3.26
	Enumerated
	V
	P
	
	M
	Y
	ProvAFsignalFlow

	Required-Access-Info
	536
	5.3.34
	Enumerated
	V
	P
	
	M
	Y
	NetLoc

	Rx-Request-Type
	533
	5.3.31
	Enumerated
	V
	P
	
	M
	Y
	

	IP-Domain-Id
	537
	5.3.35
	OctetString
	V
	P
	
	M
	Y
	

	Retry-Interval
	541
	5.3.39
	Unsigned32
	V
	P
	
	M
	Y
	DeferredService

	NOTE 1:
The AVP header bit denoted as ‘M’, indicates whether support of the AVP is required. The AVP header bit denoted as ‘V’, indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [10].

NOTE 2:
The value types are defined in RFC 3588 [10].
NOTE 3:
AVPs marked with a supported feature (e.g. “ProvAFsignalFlow”, “SponsoredConnectivity”, “Rel10” or “NetLoc”) are applicable as described in clause 5.4.1
NOTE 4:
Volume Usage monitoring control functionality is applicable for SponsoredConnectivity supported feature. Time Based Usage monitoring control is applicable for SCTimeBasedUM supported feature.


* * * 3rd Change * * * 
5.3.xx
Request-RAT-Type AVP

The Request-RAT-Type AVP (AVP code xxx) is of type Unsigned32, and it indicates that the RAT type needs to be reported.

The following values are defined:
RAT_TYPE_REQUIRED (0)


This value shall be used to indicate that the RAT-Type AVP shall be reported to the AF by the PCRF.
* * * 4th Change * * * 
5.6.1
AA-Request (AAR) command

The AAR command, indicated by the Command-Code field set to 265 and the ‘R’ bit set in the Command Flags field, is sent by an AF to the PCRF in order to provide it with the Session Information.

Message Format:

<AA-Request> ::= < Diameter Header: 265, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 [ Destination-Host ]




 [ IP-Domain-Id ]




 [ AF-Application-Identifier ]





*[ Media-Component-Description ]





 [ Service-Info-Status ]





 [ AF-Charging-Identifier ]





 [ SIP-Forking-Indication ]





*[ Specific-Action ]





*[ Subscription-Id ]




 [ OC-Supported-Features ]




*[ Supported-Features ]




 [ Reservation-Priority ]





 [ Framed-IP-Address ]





 [ Framed-Ipv6-Prefix ]





 [ Called-Station-Id ]




 [ Service-URN ]




 [ Sponsored-Connectivity-Data ]




 [ MPS-Identifier ]




 [ GCS-Identifier ]




 [ Rx-Request-Type ]




*[ Required-Access-Info ]




[ Request-RAT-Type ]




 [ Origin-State-Id ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
* * * 5th Change * * * 
5.6.5
Session-Termination-Request (STR) command

The STR command, indicated by the Command-Code field set to 275 and the ‘R’ bit set in the Command Flags field, is sent by the AF to inform the PCRF that an established session shall be terminated.

Message Format:

<ST-Request> ::= < Diameter Header: 275, REQ, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Auth-Application-Id }





 { Termination-Cause }





 [ Destination-Host ]




 [ OC-Supported-Features ]




*[ Required-Access-Info ]




[ Request-RAT-Type ]




*[ Class ]





 [ Origin-State-Id ]




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
* * * 6th Change * * * 
5.6.6
Session-Termination-Answer (STA) command

The STA command, indicated by the Command-Code field set to 275 and the ‘R’ bit cleared in the Command Flags field, is sent by the PCRF to the AF in response to the STR command.

Message Format:

<ST-Answer>  ::= < Diameter Header: 275, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Error-Message ]





 [ Error-Reporting-Host ]




 [ OC-Supported-Features ]





 [ OC-OLR ]




 [ Failed-AVP ]




 [ Sponsored-Connectivity-Data ]




 [ Origin-State-Id ]




[ 3GPP-User-Location-Info ]




[ User-Location-Info-Time ]




 [ 3GPP-MS-TimeZone ]




 [ RAN-NAS-Release-Cause ]




 [ 3GPP-SGSN-MCC-MNC ]





 [ TWAN-Identifier ]





 [ Netloc-Access-Support ]




 [ RAT-Type ]




*[ Class ]




*[ Redirect-Host ]





 [ Redirect-Host-Usage ]





 [ Redirect-Max-Cache-Time ]





*[ Proxy-Info ]





*[ AVP ]
* * * End of Changes * * * 
