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change:

	After initial RUCI report, the RCAF can perform the aggregation RUCI report. 
According to current stage 2 specification, the PCRF doesn’t provision the information to the RCAF frequently during the lifetime of the IP-CAN session,.

So it is proposed to use the stateless NRR and NRA command.

	
	

	Summary of 
change:                (

	NRR and NRA is statelss.

The RCAF-Id AVP is defined and included in the NRR command. The PCRF includes the value of the RCAF-Id AVP in the Destination-Host AVP of MUR command.
The Supported-Feature AVP is included in every NRR and NRA command.

The Supported-Feature AVP is not inlcuded in the ARR and ARA command.

	
	

	Consequences    (
  
if not agreed:
	NRR and NRA command is not defined completely.
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	Other comments (

	


Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
4.4.1.1
Non-aggregated RUCI report 
For a Non-aggregated RUCI report, the RCAF shall send an NRR command to the PCRF by including the user id within the Subscription-Id AVP, PDN ID within the Called-Station-Id AVP and a congestion level set id within the Congestion-Level-Set-Id AVP if the reporting restriction was provided earlier or a congestion level value within the Congestion-Level-Value AVP if the reporting restriction was not provided earlier at the command level. The RCAF shall also include the RCAF Identity within the RCAF-Id AVP in every NRR command for a specific user id and PDN ID.
Once the PCRF receives the NRR command, the PCRF shall store the related info and respond with an NRA command including the logical PCRF id within the Logical-PCRF-Id AVP. The PCRF may use the RUCI received from the RCAF as input for policy decisions
Editor's note:
It is FFS whether the reporting restriction can be provided in the NRA command.


*** 2nd Change ***

4.4.1.2
Aggregated RUCI report 

For an Aggregated RUCI report, the RCAF shall aggregate the RUCIs of different user ids and PDN IDs that have same destination PCRF. The RCAF shall send an ARR command to the destination PCRF by including one or more Aggregated-RUCI-Report AVP with a congestion level set id within the Congestion-Level-Set-Id AVP if the reporting restriction was provided earlier or a congestion level value within the Congestion-Level-Value AVP if the reporting restriction was not provided earlier, the PDN ID within the Called-Station-ID AVP and the user id list in the Subscription-Id AVPs. 
NOTE: 
Each instance of Aggregated-RUCI-Report AVP aggregates the user id list of the subscribers that share the same level of congestion.


Editor's note: Inclusion of location information (ECGI, eNodeB ID) in Aggregate-RUCI-Report AVP is FFS

Once the PCRF receives the ARR command, the PCRF shall store the related info and respond with an ARA command. The PCRF may use the RUCI received from the RCAF as input for policy decisions.

*** 2nd Change ***

4.4.2
Reporting Restriction Provisioning
If the RCAF has indicated support for reporting restriction provisioning in the first RUCI report received from a specific UE and PDN ID, the PCRF may use the Reporting Restriction Provisioning procedure to stop RUCI reporting for this specific UE and PDN ID and also to specify, modify or disable restrictions for RUCI reporting. 

To initially apply this procedure, the PCRF shall send a Modify-UEcontext-Request (MUR) command including the targeted Subscription-Id AVP indicating the identity of the UE, the Called-Station-Id AVP indicating the targeted PDN ID and one or more Congestion-Level-Definition AVP(s) including the defined congestion level set with the Congestion-Level-Set-Id AVP and corresponding congestion level(s) within the Congestion-Level-Range AVP.

Editor’s Note: It is FFS whether the reporting restriction can be provided in the NRA command. If this is decided the paragraph above needs to be updated.

The PCRF may modify currently active reporting restrictions. To do so the PCRF shall provide the complete list of congestion level sets and corresponding congestion levels to be used in the same manner as for the initial reporting restriction request, this complete list shall replace any previously provided list. 

If reporting restrictions has been activated for a specific UE and PDN ID, the PCRF may remove the reporting restrictions by, in the MUR command, including the Reporting-Restriction AVP set to 0 (No reporting restriction), together with Subscription-Id AVP indicating the identity of the UE and the Called-Station-Id AVP indicating the targeted PDN ID.

The PCRF may disable RUCI reporting by, in the MUR command, including the RUCI-Reporting AVP set to 0 (Disable RUCI Reporting), together with Subscription-Id AVP indicating the identity of the UE and the Called-Station-Id AVP indicating the targeted PDN ID.
To enable RUCI Reporting if previously disabled, the PCRF in the MUR command shall include the RUCI-Reporting AVP set to1 (Enable RUCI Reporting), together with Subscription-Id AVP indicating the identity of the UE and the Called-Station-Id AVP indicating the targeted PDN ID. 
If reporting restrictions also applies, the PCRF shall include one or more Congestion-Level-Definition AVP(s) including the defined congestion level set with the Congestion-Level-Set-Id AVP and corresponding congestion level(s) within the Congestion-Level-Range AVP, within the same command.
The PCRF shall include the value of the RCAF-Id AVP received in the NRR command for the specific user id and PDN ID in the Destination-Host AVP of the MUR command.
The RCAF acknowledges the received MUR command by sending a Modify-UEcontext-Answer (MUA) command in all cases above.

Editor's note: More procedures may need to be defined if they were defined in stage 2.
*** 3rd Change ***

5.2
Initialization, maintenance and termination of connection and session
The Np Diameter session shall be terminated after each request and answer pair interaction. 
In order to indicate that the session state is not to be maintained, the Diameter client and server shall include the Auth-Session-State AVP with the value set to NO_STATE_MAINTAINED (1), in the request and in the answer messages (see IETF RFC 3588 [9]).

***4th Change ***

5.4
Np specific AVPs

Table 5.4.1 describes the Diameter AVPs defined for the Np reference point, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted and what access types (e.g. 3GPP-EPS, etc.) the AVP is applicable to. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5.4.1: Np specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (NOTE 1)
	
	
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (NOTE 2)
	Must
	May
	Should not
	Must not
	May Encr.
	Acc. Type
	Applicability
(NOTE 3)

	Aggregated-RUCI-Report
	aaaa
	5.4.1
	Grouped
	V, M
	P
	
	
	Y
	3GPP-EPS
	Both

	Congestion-Level-Definition
	bbbb
	5.4.2
	Grouped
	V, M
	P
	
	
	Y
	3GPP-EPS
	Both

	Congestion-Level-Range
	cccc
	5.4.3
	Unsigned32
	V, M
	P
	
	
	Y
	3GPP-EPS
	Both

	Congestion-Level-Set-Id
	dddd
	5.4.4
	Unsigned32
	V, M
	P
	
	
	Y
	3GPP-EPS
	Both

	Congestion-Level-Value
	eeee
	5.4.5
	Unsigned32
	V, M
	P
	
	
	Y
	3GPP-EPS
	Both

	Logical-PCRF-Id
	ffff
	5.4.6
	UTF8String
	V, M
	P
	
	
	Y
	3GPP-EPS
	Both

	RCAF-Id
	xxxx
	5.4.x
	DiameterIdentity
	V, M
	P
	
	
	Y
	3GPP-EPS
	Both

	Reporting-Restriction
	gggg
	5.4.7
	Unsigned32
	V, M
	P
	
	
	Y
	3GPP-EPS
	Both

	RUCI-Reporting
	hhhh
	5.4.8
	Unsigned32
	V, M
	P
	
	
	Y
	3GPP-EPS
	Both

	NOTE 1:
The AVP header bit denoted as ‘M’, indicates whether support of the AVP is required. The AVP header bit denoted as ‘V’, indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [9].

NOTE 2:
The value types are defined in RFC 3588 [9].
NOTE 3:
AVPs marked with “Both” are applicable to both charging control and policy control. 


*** 5th Change ***

5.4.X
RCAF-Id AVP
The RCAF-Id AVP (AVP code xxxx) is of type DiameterIdentity, and it is used to contain the RCAF Identity.
*** 6th Change ***

5.5.2
Use of the Supported-Features AVP on the Np reference point

When new functionality is introduced on the Np reference point, it should be defined as optional. If backwards incompatible changes cannot be avoided, the new functionality shall be introduced as a new feature and support advertised with the Supported-Features AVP. Unless otherwise stated, the use of the Supported-Features AVP on the Np reference point shall be compliant to the usage of the Supported-Features AVP on the Cx reference point and consistent with the procedures for the dynamic discovery of supported features as defined in clause 7.2 of 3GPP TS 29.229 [8].

When extending the application by adding new AVPs for a feature, the new AVPs shall have the M bit cleared and the AVP shall not be defined mandatory in the command ABNF. 

As defined in 3GPP TS 29.229 [8], the Supported-Features AVP is of type grouped and contains the Vendor-Id, Feature-List-ID and Feature-List AVPs. On the all reference points as specified in this specification, the Supported-Features AVP is used to identify features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-Id AVP shall contain the vendor ID of 3GPP (10415). If there are multiple feature lists defined for the reference point, the Feature-List-ID AVP shall differentiate those lists from one another. 
The Supported-Features AVP shall be included in every NRR and NRA command if supported by the RCAF and PCRF respectively.

The Table 5.5.2.1 defines the features applicable to the Np reference point for the feature list with a Feature-List-ID of 1.
The table below defines the features applicable to the Np interface for the feature list with a Feature-List-ID of 1.

Table 5.5.2.1: Features of Feature-List-ID 1 used in Np
	Feature bit
	Feature
	M/O
	Description

	0
	ReportRestriction
	O
	This feature indicates the support of reporting restriction

	Feature bit: 
The order number of the bit within the Feature-List AVP where the least significant bit is assigned number “0”.

Feature: 

A short name that can be used to refer to the bit and to the feature, e.g. “EPS”.

M/O: 

Defines if the implementation of the feature is mandatory (“M”) or optional (“O”) in this 3GPP Release. 

Description: 
A clear textual description of the feature.


*** 7th Change ***

5.7.1
Non-Aggregated-RUCI-Report-Request (NRR) command

The NRR command, indicated by the Command-Code field set to xxxxxx and the 'R' bit set in the Command Flags field, is sent by the RCAF to the PCRF as part of the Non-aggregated RUCI report procedure.
Message Format:

<NR-Request> ::= <Diameter Header: xxxxxx, REQ, PXY >





< Session-Id >




{ Auth-Application-Id }





{ Auth-Session-State }




{ Origin-Host }




{ Origin-Realm }




{ Destination-Realm }




[ Destination-Host ]




[ Origin-State-Id ]




[ Subscription-Id ]




[ Called-Station-Id ]




[ Congestion-Level-Value ]




[ Congestion-Level-Set-Id ]




[ RCAF-Id ]




*[ Proxy-Info ]





*[ Route-Record ]




*[ Supported-Features ]




*[ AVP ]
*** End of Changes ***
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