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*** 1st Change ***

4.5.2.4
Policy enforcement for “Authorized QoS” per PCC Rule

The PCRF can provide the authorized QoS for a PCC rule to the PCEF. The Provisioning of authorized QoS per PCC Rule shall be performed using the PCC rule provisioning procedure. For a PCRF-provided PCC rule, the “Authorized QoS” shall be encoded using a QoS-Information AVP within the Charging-Rule-Definition AVP of the PCC rule. If “Authorized QoS” is provided for a PCC rule, the PCEF shall enforce the corresponding policy.
The PCRF may indicate that the PCEF should apply resource sharing for a set of PCC rules.
See also Clause 4.5.5.
*** 2nd Change ***

4.5.5.0
Overview

The PCRF may provide authorized QoS to the PCEF.

The authorized QoS shall be provisioned within a CCA or RAR Diameter message as QoS-Information AVP. The provisioning of the authorized QoS (which is composed of QCI, ARP and bitrates) is performed from the PCRF to the PCEF. The authorized QoS can refer to a PCC rule, to an IP CAN bearer, to a QCI or to an APN.

-
When the authorized QoS applies to an IP CAN bearer, it shall be provisioned outside a Charging-Rule-Definition AVP and it shall also include the Bearer-Identifier AVP to indicate what bearer it applies to.

-
When the authorized QoS applies to a PCC rule, it shall be provisioned within the corresponding PCC rule by including the QoS-Information AVP within the Charging-Rule-Definition AVP. The QoS-Information AVP shall not contain a Bearer-Identifier AVP.
-
When the authorized QoS for a set of PCC rules should be shared an instruction on the allowed sharing shall be provisioned within the Charging-Rule-Install AVP by including the Resource-Sharing-Option AVP. The PCC rules included in the Charging-Rule-Install AVP represent the list of PCC rules that should share resources.
-
When the authorized QoS applies to QCI, authorised MBR per QCI is supplied. In such a case the authorized QoS shall be provisioned outside a Charging-Rule-Definition AVP at the command level. This case applies only for IP-CAN types that support non-GBR bearers that have a separate MBR (i.e. 3GPP-GPRS access). Its applicability is specified in annex A.
-
When the authorized QoS applies to an APN, authorised APN-Aggregate-Max-Bitrate UL/DL is supplied. In such a case the authorized QoS shall be provisioned outside a Charging-Rule-Definition AVP at command level.
-
When the authorized QoS applies to the default EPS bearer it shall be provisioned within the Default-EPS-Bearer-QoS AVP.

Authorized QoS at IP-CAN bearer level is access specific. See Annex A for further details.

The authorized QoS provides appropriate values for the resources to be enforced.

The authorized QoS for a PCC rule is a request for allocating the corresponding resources, and the authorized QoS for a QCI is a request for an upper limit for the MBR that the PCEF assigns to non-GBR bearers with that QCI.

The Provisioning of authorized QoS per PCC rule is a part of PCC rule provisioning procedure.

If the PCEF cannot allocate any of the resources as authorized by the PCRF, the PCEF informs the PCRF and acts as described in Clause 4.5.12 PCC Rule Error handling.
The PCEF is responsible for enforcing the policy based authorization.

QoS authorization information may be dynamically provisioned by the PCRF or it can be a pre-defined PCC rule in the PCEF. Moreover, all the parameters of the authorized QoS can be changed, but no order is defined for QCI.
NOTE 1:
A change of QCIs cannot be described as an upgrade or downgrade and also no QCI can be referred to as the higher or lower.Whether the QCI is permitted to be changed or not is subject to both operator policies and normal restrictions on changing from a non-GBR QCI value to GBR QCI value on a default bearer.

NOTE 2:
All attributes of the ARP QoS parameter can be changed but only the ARP priority level represents an ordered range of values. The ARP priority level attribute represents the actual priority for the service/user with the value 1 as the highest and can thus be upgraded and downgraded.
The PCEF shall make sure that the total QoS information of the PCC rules for one IP-CAN bearer does not exceed the authorized QoS information, i.e. the information received from the PCRF.

If the PCRF is unable to make a decision for the response to the CC-Request by the PCEF, the PCRF may reject the request as described in subclause 4.5.1.

*** 3rd Change ***

4.5.5.X
Policy provisioning and enforcement of authorized QoS for service data flows that share resources

If the ResShare feature is supported by both the PCEF and PCRF as described in subclause 5.4.x, the PCRF may indicate that the PCEF should commonly reserve resources for a set of PCC rules. The PCEF should then, for PCC rules bound to the same bearer, use the highest GBR value among those PCC rules as input for calculating the common GBR value when reserving bearer resources. The GBR value for each direction shall be considred separately, so that the uplink and downlink GBR values may originate from different PCC rules.

The PCEF may based on internal logic use the highest MBR value among the prodvided PCC rules indicated to share resources, when determining the MBR for the bearer. Each individual PCC rule is still subject to data rate policing based on its own MBR values.

The PCRF shall provide the Resource-Sharing-Option AVP within the Charging-Rule-Install AVP indicating the resources that need to be shared by the affected PCC Rules.
The PCRF indicates if and how a set of PCC rules may share resources indicating within the Resource-Sharing-Option AVP whether sharing is for the uplink, downlink direction, both directions or not at all.
If Resource-Sharing-Option AVP is included in the Charging-Rule-Install AVP it will replace any previously provided value for the specified PCC rules. If Resource-Sharing-Option AVP is omitted, then any previous value for the omitted AVP is still valid.

The PCRF may modify resource sharing of a currently installed PCC rule, including setting, modifying or clearing its resource sharing options. 
When setting or modifying the resource sharing options of a dynamic PCC rule, the PCRF shall provide all PCC rules that will share resources with the modified PCC rule.
If Resource-Sharing-Option AVP is included in the Charging-Rule-Install AVP with no bit set, the specified PCC rules are cleared from resource sharing. When clearing the resource sharing options, the PCRF may adjust the resource sharing of the remaining PCC rules.

NOTE 1: A PCC rule that is deleted is also removed from the resource sharing, while the remaining PCC rules continue their sharing relationship.

NOTE 2: The state of resource sharing ends when less than two of the PCC rules in the set remains.
*** 4th Change ***

4a.5.10.X
Policy provisioning and enforcement of authorized QoS for service data flows that share resources

If the ResShare feature is supported by both the BBERF and PCRF as described in subclause 5.4.x, the PCRF may indicate that the BBERF should commonly reserve resources for a set of QoS rules. The BBERF should then, for QoS rules bound to the same bearer, use the highest GBR value among those QoS rules as input for calculating the common GBR value when reserving bearer resources. The GBR value for each direction shall be considred separately, so that the uplink and downlink GBR values may originate from different QoS rules.

The BBERF may based on internal logic use the highest MBR value among the prodvided QoS rules indicated to share resources, when determining the MBR for the bearer. Each individual QoS rule is still subject to data rate policing based on its own MBR values.

The PCRF shall provide the Resource-Sharing-Option AVP within the QoS-Rule-Install AVP indicating the resources that need to be shared by the affected QoS Rules.
The PCRF indicates if and how a set of QoS rules may share resources indicating within the Resource-Sharing-Option AVP whether sharing is for the uplink, downlink direction, both directions or not at all.
If Resource-Sharing-Option AVP is included in the QoS-Rule-Install AVP then it will replace any previously provided value for the specified QoS rules. If Resource-Sharing-Option AVP is omitted, then any previous value for the omitted AVP is still valid.

The PCRF may modify resource sharing of a currently installed QoS rule, including setting, modifying or clearing its resource sharing options. 
When setting or modifying the resource sharing options of a dynamic QoS rule, the PCRF shall provide all QoS rules that will share resources with the modified QoS rule.
If Resource-Sharing-Option AVP is included in the QoS-Rule-Install AVP with no bit set, the specified QoS rules are cleared from resource sharing. When clearing the resource sharing options, the PCRF may adjust the resource sharing of the remaining QoS rules.

NOTE 1: A QoS rule that is deleted is also removed from the resource sharing, while the remaining QoS rules continue their sharing relationship.

NOTE 2: The state of resource sharing ends when less than two of the QoS rules in the set remains.
*** 5th Change ***
5.3
Gx specific AVPs

Table 5.3.1 describes the Diameter AVPs defined for the Gx reference point, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted, what access types (e.g. 3GPP-GPRS, etc.) the AVP is applicable to, the applicability of the AVPs to charging control, policy control or both, and which supported features the AVP is applicable to. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5.3.1: Gx specific Diameter AVPs 

	
	
	
	
	AVP Flag rules
(NOTE 1)
	
	
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (NOTE 2)
	Must
	May
	Should not
	Must not
	May Encr.
	Acc. Type
	Applicability (notes 3, 9)

	Access-Network-Charging-Identifier-Gx
	1022
	5.3.22
	Grouped
	M,V
	P
	
	
	Y
	All
	CC

	Allocation-Retention-Priority
	1034
	5.3.32
	Grouped
	V
	P
	
	M
	Y
	All
	Both
Rel8

	AN-GW-Address
	1050
	5.3.49
	Address
	V
	P
	
	M
	Y
	All
	Both

Rel8
EPC-routed

	AN-GW-Status
	2811
	5.3.100
	Enumerated
	V
	P
	
	M
	Y
	3GPP-EPS
	Both

SGW-Rest

	APN-Aggregate-Max-Bitrate-DL
	1040
	5.3.39
	Unsigned32
	V
	P
	
	M
	Y
	All


	PC

Rel8

	APN-Aggregate-Max-Bitrate-UL
	1041
	5.3.40
	Unsigned32
	V
	P
	
	M
	Y
	All


	PC

Rel8

	Application-Detection-Information
	1098
	5.3.91
	Grouped
	V
	P
	
	M
	Y
	All
	ADC

	Bearer-Control-Mode
	1023
	5.3.23
	Enumerated
	M,V
	P
	
	
	Y
	3GPP-GPRS

3GPP-EPS

3GPP2 

Non-3GPP-EPS

(NOTE 6)
	PC

	Bearer-Identifier
	1020
	5.3.20
	OctetString
	M,V
	P
	
	
	Y
	3GPP-GPRS
	Both

	Bearer-Operation
	1021
	5.3.21
	Enumerated
	M,V
	P
	
	
	Y
	3GPP-GPRS
	Both

	Bearer-Usage
	1000
	5.3.1
	Enumerated
	M,V
	P
	
	
	Y
	3GPP-GPRS

3GPP-EPS
	Both

	Charging-Correlation-Indicator
	1073
	5.3.67
	Enumerated
	V
	P
	
	M
	Y
	All
	CC
Rel8

	Charging-Rule-Base-Name
	1004
	5.3.5
	UTF8String
	M,V
	P
	
	
	Y
	All
	Both

	Charging-Rule-Definition
	1003
	5.3.4
	Grouped
	M,V
	P
	
	
	Y
	All
	Both

	Charging-Rule-Install
	1001
	5.3.2
	Grouped
	M,V
	P
	
	
	Y
	All
	Both

	Charging-Rule-Name
	1005
	5.3.6
	OctetString
	M,V
	P
	
	
	Y
	All
	Both

	Charging-Rule-Remove
	1002
	5.3.3
	Grouped
	M,V
	P
	
	
	Y
	All
	Both

	Charging-Rule-Report
	1018
	5.3.18
	Grouped
	M,V
	P
	
	
	Y
	All
	Both

	CoA-Information
	1039
	5.3.37
	Grouped
	V
	P
	
	M
	Y
	All
(NOTE 8)
	Both
Rel8

	CoA-IP-Address
	1035
	5.3.33
	Address
	V
	P
	
	M
	Y
	All
(NOTE 8)
	Both
Rel8

	Conditional-APN-Aggregate-Max-Bitrate
	2818
	5.3.105
	Grouped
	V
	P
	
	M
	Y
	All

(NOTE 5)
	PC

ConditionalAPNPolicyInfo

	Credit-Management-Status
	1082
	5.3.102
	Unsigned32
	V
	P
	
	M
	Y
	All
	ABC

	CSG-Information-Reporting
	1071
	5.3.64
	Enumerated
	V
	P
	
	M
	Y
	3GPP-GPRS

3GPP-EPS
	CC

Rel9

	Default-EPS-Bearer-QoS
	1049
	5.3.48
	Grouped
	V
	P
	
	M
	Y
	All

(NOTE 5)
	PC

Rel8

	Default-QoS-Information
	2816
	5.3.103
	Grouped
	V
	P
	
	M
	Y
	FBA
	PC

FBAC

	Default-QoS-Name
	2817
	5.3.104
	UTF8String
	V
	P
	
	M
	Y
	FBA
	PC

FBAC

	Event-Report-Indication
	1033
	5.3.30
	Grouped
	V
	P
	
	M
	Y
	All
	Both

Rel8

	Event-Trigger
	1006
	5.3.7
	Enumerated
	M,V
	P
	
	
	Y
	All
	Both

	Flow-Direction
	1080
	5.3.65
	Enumerated
	V
	P
	
	M
	Y
	All
	Both

Rel9

	Flow-Information
	1058
	5.3.53
	Grouped
	V
	P
	
	M
	Y
	All
	Both

	Flow-Label
	1057
	5.3.52
	OctetString
	V
	P
	
	M
	Y
	All
	Both

	
	
	
	
	
	
	
	
	
	
	

	Fixed-User-Location-Info
	2825
	5.3.112
	Grouped
	V
	P
	
	M
	Y
	FBA
	Both

FBAC

	Guaranteed-Bitrate-DL
	1025
	5.3.25
	Unsigned32
	M,V
	P
	
	
	Y
	All
	PC

	Guaranteed-Bitrate-UL
	1026
	5.3.26
	Unsigned32
	M,V
	P
	
	
	Y
	All
	PC

	HeNB-Local-IP-Address
	2804
	5.3.95
	Address
	V
	P
	
	M
	Y
	3GPP-EPS
	PC
EPC-routed

	IP-CAN-Type
	1027
	5.3.27
	Enumerated
	M,V
	P
	
	
	Y
	All
	Both

	Metering-Method
	1007
	5.3.8
	Enumerated
	M,V
	P
	
	
	Y
	All
	CC

	Monitoring-Key
	1066
	5.3.59
	OctetString
	V
	P
	
	M
	Y
	All
	Both

Rel9

	Mute-Notification
	2809
	5.3.98
	Enumerated
	V
	P
	
	M
	Y
	All
	ADC

	Monitoring-Time
	2810
	5.3.99
	Time
	V
	P
	
	M
	Y
	All
	Both

UMCH

	NetLoc-Access-Support
	2824
	5.3.111
	Unsigned32
	V
	P
	
	M
	Y
	All
	NetLoc

	Network-Request-Support
	1024
	5.3.24
	Enumerated
	M,V
	P
	
	
	Y
	3GPP-GPRS

3GPP-EPS

3GPP2 Non-3GPP-EPS (NOTE 6)
	PC

	Offline
	1008
	5.3.9
	Enumerated
	M,V
	P
	
	
	Y
	All
	CC

	Online
	1009
	5.3.10
	Enumerated
	M,V
	P
	
	
	Y
	All
	CC

	Packet-Filter-Content
	1059
	5.3.54
	IPFilterRule
	V
	P
	
	M
	Y
	All

(NOTE 5)
	Both

Rel8

	Packet-Filter-Identifier
	1060
	5.3.55
	OctetString
	V
	P
	
	M
	Y
	All

(NOTE 5)
	Both

Rel8

	Packet-Filter-Information
	1061
	5.3.56
	Grouped
	V
	P
	
	M
	Y
	All

(NOTE 5) 
	Both

Rel8

	Packet-Filter-Operation
	1062
	5.3.57
	Enumerated
	V
	P
	
	M
	Y
	All

(NOTE 5)
	Both

Rel8

	Packet-Filter-Usage
	1072
	5.3.66
	Enumerated
	V
	P
	
	M
	Y
	All
	Both

Rel9

	PCC-Rule-Status
	1019
	5.3.19
	Enumerated
	M,V
	P
	
	
	Y
	All
	Both

	PDN-Connection-ID
	1065
	5.3.58
	OctetString
	V
	P
	
	
	Y
	All

(NOTE 7)
	Both

Rel9

	Precedence
	1010
	5.3.11
	Unsigned32
	M,V
	P
	
	
	Y
	All
	Both

	Pre-emption-Capability
	1047
	5.3.46
	Enumerated
	V
	P
	
	M
	Y
	3GPP- EPS, 3GPP-GPRS
	Both
Rel8

	Pre-emption-Vulnerability
	1048
	5.3.47
	Enumerated
	V
	P
	
	M
	Y
	3GPP- EPS, 3GPP-GPRS
	Both

Rel8

	Presence-Reporting-Area-Elements-List
	2820
	5.3.107
	OctetString
	V
	P
	
	M
	Y
	3GPP-EPS
	Both

CNO-ULI

	Presence-Reporting-Area-Identifier
	2821
	5.3.108
	OctetString
	V
	P
	
	M
	Y
	3GPP-EPS
	Both

CNO-ULI

	Presence-Reporting-Area-Information
	2822
	5.3.109
	Grouped
	V
	P
	
	M
	Y
	3GPP-EPS
	Both

CNO-ULI

	Presence-Reporting-Area-Status
	2823
	5.3.110
	Unsigned32
	V
	P
	
	M
	Y
	3GPP-EPS
	Both

CNO-ULI

	Priority-Level
	1046
	5.3.45
	Unsigned32
	V
	P
	
	M
	Y
	All
	Both

Rel8

	PS-to-CS-Session-Continuity
	1099
	5.3.84
	Enumerated
	V
	P
	
	
	Y
	3GPP-EPS
	Both

vSRVCC

	QoS-Class-Identifier
	1028
	5.3.17
	Enumerated
	M,V
	P
	
	
	Y
	All (Note 10)
	Both

	QoS-Information
	1016
	5.3.16
	Grouped
	M.V
	P
	
	
	Y
	All
	Both

	QoS-Negotiation 
	1029
	5.3.28
	Enumerated
	M,V
	P
	
	
	Y
	3GPP-GPRS

	PC

	QoS-Upgrade
	1030
	5.3.29
	Enumerated
	M.V
	P
	
	
	Y
	3GPP-GPRS
	PC

	RAN-NAS-Release-Cause
	2819
	5.3.106
	OctetString
	V
	P
	
	M
	Y
	3GPP-EPS
	Both

NetLoc-RAN-NAS-Cause

	RAT-Type
	1032
	5.3.31
	Enumerated
	V
	P
	
	M
	Y
	All

(NOTE 4)
	Both
Rel8

	Redirect-Information
	1085
	5.3.82
	Grouped
	V
	P
	
	M
	Y
	All
	ADC

	Redirect-Support
	1086
	5.3.83
	Enumerated
	V
	P
	
	M
	Y
	All
	ADC

	Reporting-Level
	1011
	5.3.12
	Enumerated
	M,V
	P
	
	
	Y
	All
	CC

	Resource-Allocation-Notification
	1063
	5.3.50
	Enumerated
	V
	P
	
	M
	Y
	All
	Both

Rel8

	Resource-Sharing-Option
	xxxx
	5.3.x
	Unsigned32
	V
	P
	
	M
	Y
	3GPP-EPS
	ResShare

	Revalidation-Time
	1042
	5.3.41
	Time
	M,V
	P
	
	
	Y
	All
	Both

	Routing-Filter
	1078
	5.3.72
	Grouped
	V
	P
	
	M
	Y
	3GPP-EPS, Non-3GPP-EPS 
	Both

IFOM

	Routing-IP-Address
	1079
	5.3.73
	Address
	V
	P
	
	M
	Y
	3GPP-EPS, Non-3GPP-EPS 
	Both

IFOM

	Routing-Rule-Definition
	1076
	5.3.70
	Grouped
	V
	P
	
	M
	Y
	3GPP-EPS, Non-3GPP-EPS 
	Both

IFOM

	Routing-Rule-Identifier
	1077
	5.3.71
	OctetString
	V
	P
	
	M
	Y
	3GPP-EPS, Non-3GPP-EPS 
	Both

IFOM

	Routing-Rule-Install
	1081 
	5.3.68
	Grouped
	V
	P
	
	M
	Y
	3GPP-EPS, Non-3GPP-EPS 
	Both

IFOM

	Routing-Rule-Remove
	1075
	5.3.69
	Grouped
	V
	P
	
	M
	Y
	3GPP-EPS, Non-3GPP-EPS 
	Both

IFOM

	Rule-Activation-Time
	1043
	5.3.42
	Time
	M,V
	P
	
	
	Y
	All
	Both

	Rule-Deactivation-Time
	1044
	5.3.43
	Time
	M,V
	P
	
	
	Y
	All
	Both

	Rule-Failure-Code
	1031
	5.3.38
	Enumerated
	M.V
	P
	
	
	Y
	All
	Both

	Security-Parameter-Index
	1056
	5.3.51
	OctetString
	V
	P
	
	M
	Y
	All
	Both

	Session-Release-Cause
	1045
	5.3.44
	Enumerated
	M,V
	P
	
	
	Y
	All
	Both

	TDF-Information
	1087
	5.3.78
	Grouped
	V
	P
	
	M
	Y
	All


	PC

	TDF-Application-Identifier
	1088
	5.3.77
	OctetString
	V
	P
	
	M
	Y
	All


	PC
ADC

	TDF-Application-Instance-Identifier
	2802
	5.3.92
	OctetString
	V
	P
	
	M
	Y
	All


	ADC

	TDF-Destination-Host
	1089
	5.3.80
	DiameterIdentity
	V
	P
	
	M
	Y
	All


	PC

	TDF-Destination-Realm
	1090
	5.3.79
	DiameterIdentity
	V
	P
	
	M
	Y
	All


	PC

	TDF-IP-Address
	1091
	5.3.81
	Address
	V
	P
	
	M
	Y
	All


	PC

	TFT-Filter
	1012
	5.3.13
	IPFilterRule
	M,V
	P
	
	
	Y
	3GPP-GPRS
	Both

	TFT-Packet-Filter-Information
	1013
	5.3.14
	Grouped
	M,V
	P
	
	
	Y
	3GPP-GPRS
	Both

	ToS-Traffic-Class
	1014
	5.3.15
	OctetString
	M,V
	P
	
	
	Y
	All
	Both

	Tunnel-Header-Filter
	1036
	5.3.34
	IPFilterRule
	V
	P
	
	M
	Y
	All
(NOTE 8)
	Both
Rel8

	Tunnel-Header-Length
	1037
	5.3.35
	Unsigned32
	V
	P
	
	M
	Y
	All
(NOTE 8)
	Both
Rel8

	Tunnel-Information
	1038
	5.3.36
	Grouped
	V
	P
	
	M
	Y
	All
(NOTE 8)
	Both
Rel8

	UDP-Source-Port
	2806
	5.3.97
	Unsigned32
	V
	P
	
	M
	Y
	3GPP-EPS

Non-3GPP-EPS
	PC
EPC-routed

	UE-Local-IP-Address
	2805
	5.3.96
	Address
	V
	P
	
	M
	Y
	Non-3GPP-EPS
	PC
BBAI

	Usage-Monitoring-Information
	1067
	5.3.60
	Grouped
	V
	P
	
	M
	Y
	All
	Both

Rel9

	Usage-Monitoring-Level
	1068
	5.3.61
	Enumarated
	V
	P
	
	M
	Y
	All
	Both

Rel9

	Usage-Monitoring-Report
	1069
	5.3.62
	Enumerated
	V
	P
	
	M
	Y
	All
	Both

Rel9

	Usage-Monitoring-Support
	1070
	5.3.63
	Enumerated
	V
	P
	
	M
	Y
	All
	Both

Rel9

	User-Location-Info-Time
	2812
	5.3.101
	Time
	V
	P
	
	M
	Y
	3GPP-GPRS.

3GPP-EPS
	CC
NetLoc

	PCSCF-Restoration-Indication
	2826
	5.3.113
	Unsigned32
	V
	P
	
	M
	Y
	All
	Both

PCSCF-Restoration-Enhancement

	NOTE 1:
The AVP header bit denoted as ‘M’, indicates whether support of the AVP is required. The AVP header bit denoted as ‘V’, indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [5].
NOTE 2:
The value types are defined in RFC 3588 [5].

NOTE 3:
AVPs marked with “CC” are applicable to charging control, AVPs marked with “PC” are applicable to policy control and AVPs marked with “Both” are applicable to both charging control and policy control. AVPs marked with “ADC” are applicable to application detection and control. AVPs marked with “ABC” are applicable to application based charging.
NOTE 4:
RAT-Type AVP applies to 3GPP, Non-3GPP-EPS, and 3GPP2 access types.
NOTE 5:
This AVP does not apply to 3GPP-GPRS access type.

NOTE 6:
The 3GPP2 usage is defined in 3GPP2 X.S0062 [30]. Non-3GPP-EPS usage applies to GTP based S2b,
NOTE 7:
This AVP only applies to case 2b as defined in 3GPP TS 29.213 [8].

NOTE 8:
This AVP only applies to case 2a as defined in 3GPP TS 29.213 [8].
NOTE 9:
AVPs marked with a supported feature (e.g. “Rel8”, “Rel9”, “IFOM” or “EPC-routed”) are applicable as described in subclause 5.4.1.
NOTE 10:
The MissionCriticalQCIs supported feature indicates support for the Mission Critical QCI values 66, 67, 69 and 70 within the QoS-Class-Identifier AVP defined in subclause 5.3.17.


*** 6th Change ***

5.3.2
Charging-Rule-Install AVP (All access types)

The Charging-Rule-Install AVP (AVP code 1001) is of type Grouped, and it is used to activate, install or modify PCC rules as instructed from the PCRF to the PCEF.

For installing a new PCC rule or modifying a PCC rule already installed, Charging-Rule-Definition AVP shall be used.

For activating a specific PCC rule predefined at the PCEF, Charging-Rule-Name AVP shall be used as a reference for that PCC rule. The Charging-Rule-Base-Name AVP is a reference that may be used for activating a group of PCC rules predefined at the PCEF.

For GPRS scenarios where the bearer binding is performed by the PCRF, the Bearer Identifier AVP shall be included as part of Charging-Rule-Install AVP.

If present within Charging-Rule-Install AVP, the Bearer-Identifier AVP indicates that the PCC rules within this Charging-Rule-Install AVP shall be installed or activated within the IP CAN bearer identified by the Bearer-Identifier AVP.

If no Bearer-Identifier AVP is included within the Charging-Rule-Install AVP, the PCEF shall select an IP CAN bearer for each of the PCC rules within this Charging-Rule-Install AVP, were the PCC rule is installed or activated.

If Rule-Activation-Time or Rule-Deactivation-Time is specified then it applies to all the PCC rules within the Charging-Rule-Install AVP.

If Resource-Allocation-Notification AVP is included then it applies to all the rules within the Charging-Rule-Install AVP. If a Charging-Rule-Install AVP does not include the Resource-Allocation-Notification AVP, the resource allocation shall not be notified by the PCEF even if this AVP was present in previous installations of the same rule.
If the Charging-Correlation-Indicator AVP is included within the Charging-Rule-Install AVP, it indicates that the PCEF shall provide the assigned access network charging identifier for the dynamic PCC Rules that are provided in the Charging-Rule-Definition AVP(s) within the Access-Network-Charging-Identifier-Gx AVP.
AVP Format:

Charging-Rule-Install ::= 
< AVP Header: 1001 >








*[ Charging-Rule-Definition ]








*[ Charging-Rule-Name ]








*[ Charging-Rule-Base-Name ]








 [ Bearer-Identifier ]








 [ Rule-Activation-Time ]








 [ Rule-Deactivation-Time ]








 [ Resource-Allocation-Notification ]







 [ Charging-Correlation-Indicator ]







 [ Resource-Sharing-Option ]







*[ AVP ]

*** 7th Change ***
5.3.x
Resource-Sharing-Option AVP

The Resource-Sharing-Option AVP (AVP code yyy) is of typeUnsigned32 and indicates the conditions of resource sharing. It shall contain a bit mask. The bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 should be used. The meaning of the bits shall be as defined below:

Table 5.3.yy.1: Resource-Sharing-Option

	Bit
	Name
	Description

	0
	RESOURCE_SHARING _DL
	This bit, when set, indicates that the related media may share resources with other media for the Downlink direction.

	1
	RESOURCE_SHARING _UL
	This bit, when set, indicates that the related media may share resources with other media for the Uplink direction.


A bit mask containing all “0”, i.e.no bit set, shall be interpreted by the PCRF as no resource sharing.

In order to indicate bidirectional resource sharing, bits 0 and 1 shall be set simultaneously.
*** 8th Change ***

5.4.1
Use of the Supported-Features AVP on the Gx reference point

The Supported-Features AVP is used during session establishment to inform the destination host about the required and optional features that the origin host supports. The client shall, in the first request in a Diameter session indicate the set of supported features. The server shall, in the first answer within the Diameter session indicate the set of features that it has in common with the client and that the server shall support within the same Diameter session. Any further command messages shall always be compliant with the list of supported features indicated in the Supported-Features AVPs during session establishment. Features that are not advertised as supported shall not be used to construct the command messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AVP on the Gx reference point shall be compliant with the requirements for dynamic discovery of supported features and associated error handling on the Cx reference point as defined in clause 7.2.1 of 3GPP TS 29.229 [14].
The base functionality for the Gx reference point is the 3GPP Rel-7 standard and a feature is an extension to that functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features AVP may be absent from the Gx commands. As defined in clause 7.1.1 of 3GPP TS 29.229 [14], when extending the application by adding new AVPs for a feature, the new AVPs shall have the M bit cleared and the AVP shall not be defined mandatory in the command ABNF.
As defined in 3GPP TS 29.229 [14], the Supported-Features AVP is of type grouped and contains the Vendor-Id, Feature-List-ID and Feature-List AVPs. On the Gx reference point, the Supported-Features AVP is used to identify features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-Id AVP shall contain the vendor ID of 3GPP (10415). If there are multiple feature lists defined for the Gx reference point, the Feature-List-ID AVP shall differentiate those lists from one another.

On receiving an initial request application message, the destination host shall act as defined in clause 7.2.1 of 3GPP TS 29.229 [14]. The following exceptions apply to the initial CCR/CCA command pair:

-
If the PCEF supporting post-Rel-7 Gx functionality is able to interoperate with a PCRF supporting Rel-7, the CCR shall include the features supported by the PCEF within Supported-Features AVP(s) with the ‘M’ bit cleared. Otherwise, the CCR shall include the supported features within the Supported-Features AVP(s) with the M-bit set.
NOTE 1:
One instance of Supported-Features AVP is needed per Feature-List-ID.
-
If the CCR command does not contain any Supported-Features AVP(s) and the PCRF supports Rel-7 Gx functionality, the CCA command shall not include the Supported-Features AVP. In this case, both PCEF and PCRF shall behave as specified in the Rel-7 version of this document.

-
If the CCR command contains the Supported-Features AVP, the PCRF shall include the Supported-Features AVP in the CCA command, with the ‘M’ bit cleared, indicating only the features that both the PCRF and PCEF support.
NOTE 2:
The client will always declare all features that are supported according to table 5.4.1.1. When more than one feature identifying a release is supported by both PCEF and PCRF, the PCEF will work according to the latest common supported release.
Once the PCRF and PCEF have negotiated the set of supported features during session establishment, the set of common features shall be used during the lifetime of the Diameter session.
The table below defines the features applicable to the Gx interfaces for the feature list with a Feature-List-ID of 1.

Table 5.4.1.1: Features of Feature-List-ID 1 used in Gx

	Feature bit
	Feature
	M/O
	Description

	0
	Rel8
	M
	This feature indicates the support of base 3GPP Rel-8 Gx functionality, including the AVPs and corresponding procedures supported by the base 3GPP Rel-7 Gx standard, but excluding those features represented by separate feature bits. AVPs introduced with this feature are marked with “Rel8” in table 5.3.1.

	1
	Rel9
	M
	This feature indicates the support of base 3GPP Rel-9 Gx functionality, including the AVPs and corresponding procedures supported by the Rel8 feature bit, but excluding those features represented by separate feature bits. AVPs introduced with this feature are marked with “Rel9” in table 5.3.1.

	2
	ProvAFsignalFlow
	O
	This feature indicates support for the feature of IMS Restoration as described in subclause 4.5.18. If PCEF supports this feature the PCRF may provision AF signalling IP flow information.

	3
	Rel10
	M
	This feature indicates the support of base 3GPP Rel-10 Gx functionality, including the AVPs and corresponding procedures supported by the Rel8 and Rel9 feature bit, but excluding those features represented by separate feature bits. AVPs introduced with this feature are marked with “Rel10” in table 5.3.1.

	4
	SponsoredConnectivity
	O
	This feature indicates support for sponsored data connectivity feature. If the PCEF supports this feature, the PCRF may authorize sponsored data connectivity to the subscriber.

	5
	IFOM
	O
	This feature indicates support for IP flow mobility feature. If the PCEF supports this feature, the PCRF shall behave as described in subclause 4a.5.7.3.

	6
	ADC
	O
	This feature indicates support for the Application Detection and Control feature.

	7
	vSRVCC
	O
	This feature indicates support for the vSRVCC feature (see 3GPP TS 23.216 [40]).

	8
	EPC-routed
	O
	This feature indicates support for interworking with Fixed Broad band Access networks when the traffic is routed via the EPC network as defined in Annex E.

	9
	rSRVCC
	O
	This feature indicates support for the CS to PS SRVCC feature (see 3GPP TS 23.216 [40]).

	10
	NetLoc
	O
	This feature indicates the support of the Access Network Information Reporting for GPRS and EPS. If the PCEF supports this feature, the PCRF shall behave as described in subclause 4.5.22

	11
	UMCH
	O
	This feature indicates support for Usage Monitoring Congestion Handling. If the PCEF supports this feature, the benaviour shall be as specified in subclauses 4.5.17.6.

	12
	ExtendedFilter
	O
	This feature indicates the support for the local (i.e. UE) address and mask being present in filters signalled between network and UE.

	13
	Trusted-WLAN
	O
	This feature indicates the support for the Trusted WLAN access as defined in 3GPP TS 23.402 [23]

	14
	SGW-Rest
	O
	This feature indicates the support of SGW Restoration procedures as defined in 3GPP TS 23.007 [43]

	15
	TimeBasedUM
	O
	This feature indicates support for Time based Usage Monitoring Control. If the PCEF supports this feature, the behaviour shall be as specified in corresponding subclauses in this specification.

	16
	PendingTransaction
	O
	This feature indicates support for the race condition handling as defined in 3GPP TS 29.213 [8].

	17
	ABC
	O
	This feature indicates support for Application Based Charging.

	18
	Rel11
	M
	This feature indicates the support of base 3GPP Rel-11 Gx functionality, including the AVPs and corresponding procedures supported by the Rel8, Rel9 and Rel10 feature bit, but excluding those features represented by separate feature bits.

	19
	NetLoc-Trusted-WLAN
	O
	This feature indicates the support of the Access Network Information Reporting for Trusted WLAN. If the PCEF supports this feature, the PCRF shall behave as described in annex D.3, this feature is applicable only if NetLoc feature and Trusted-WLAN feature are also supported.

	20
	FBAC
	O
	This feature indicates support for the Fixed Broadband Access Convergence as defined in Annex G.

	21
	ConditionalAPNPolicyInfo
	O
	This feature indicates support for APN related policy information with condition as defined in 3GPP TS 23.203 [7] subclause A.4.3.3.

Not applicable to IPFlowMobility functionality feature (IFOM) as described in subclause 5.4.1.

	22
	NetLoc-RAN-NAS-Cause
	O
	This feature indicates the support for the detailed RAN and/or NAS release cause code information from the access network. It requires that the NetLoc feature is also supported.

	23
	CNO-ULI
	O
	This feature indicates support for Presence Reporting Area Information reporting. If the PCEF supports this feature, the PCRF shall behave as described in Annex B.3.16.

	xx
	ResShare
	O
	This feature indicates the support of service data flows that share resources. If the PCEF supports this feature, the PCRF shall behave as described in subclause 4.5.5.x.

	Feature bit:The order number of the bit within the Feature-List AVP where the least significant bit is assigned number “0”.

Feature: 
A short name that can be used to refer to the bit and to the feature, e.g. “EPS”.

M/O: 
Defines if the implementation of the feature is mandatory (“M”) or optional (“O”) in this 3GPP Release. 

Description: A clear textual description of the feature.


*** 9th Change ***

5a.3.1
QoS-Rule-Install AVP (All access types)

The QoS-Rule-Install AVP (AVP code 1051) is of type Grouped, and it is used to activate, install or modify QoS rules as instructed from the PCRF to the BBERF.

For installing a new QoS rule or modifying a QoS rule already installed, QoS-Rule-Definition AVP shall be used.
For activating a specific QoS rule predefined at the BBERF, QoS-Rule-Name AVP shall be used as a reference for that QoS rule. The QoS-Rule-Base-Name AVP is a reference that may be used for activating a group of QoS rules predefined at the BBERF.

When Tunnel-Information AVP is provided it applies to all the QoS rules included within the QoS-Rule-Install AVP. When QoS rules are being modified, the newly provided Tunnel-Information AVP replaces previously provided Tunnel-Information AVP for the modified QoS rules. If Resource-Allocation-Notification AVP is included then it applies to all the rules within the QoS-Rule-Install AVP. If a QoS-Rule-Install AVP does not include the Resource-Allocation-Notification AVP, the resource allocation shall not be notified by the BBERF even if this AVP was present in previous installations of the same rule.

In case 2a, the QoS-Rule-Install AVP may also contain a charging identifier within the Access-Network-Charging-Identifier-Value AVP. The charging identifier information is used by the BBERF for charging correlation. When the Access-Network-Charging-Identifier-Value AVP is included, the identifier applies to all the QoS rules included within the QoS-Rule-Install AVP. The charging identifier value for a QoS rule shall be the same as that for the corresponding PCC rule. When a QoS rule is being modified and no new charging identifier is provided, then the previously provided charging identifier shall apply for the modified QoS rules.
If Rule-Activation-Time or Rule-Deactivation-Time is specified then it applies to all the QoS rules within the QoS-Rule-Install AVP.
The 3GPP-GGSN-Address AVP, 3GPP-GGSN-Ipv6-Address AVP, AN-GW-Address AVP and UDP-Source-Port AVP are only applicable for S9a interface when provided. UDP-Source-Port AVP provided within QoS-Rule-Install AVP is only applicable for the trusted S2c case and shall take precedence over the one provided at the S9a command level.
AVP Format:

QoS-Rule-Install ::= < AVP Header: 1051>








*[ QoS-Rule-Definition ]







*[ QoS-Rule-Name ]








*[ QoS-Rule-Base-Name ]








 [ Tunnel-Information ]








 [ Access-Network-Charging-Identifier-Value ]








 [ Resource-Allocation-Notification ]







 [ Rule-Activation-Time ]








 [ Rule-Deactivation-Time ]







 [ 3GPP-GGSN-Address ]







 [ 3GPP-GGSN-Ipv6-Address ]






  0*2[ AN-GW-Address ]







 [ UDP-Source-Port ]







 [ Resource-Sharing-Option ]







*[ AVP ]
*** 10th Change ***

5a.4
Gxx re-used AVPs
Table 5a.4.1 lists the Diameter AVPs re-used by the Gxx reference point from Gx reference point and other existing Diameter Applications, reference to their respective specifications, short description of their usage within the Gxx reference point, the applicability of the AVPs to a specific access, and which supported features the AVP is applicable to. When reused from Gx reference point, the specific clause in the present specification is referred. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 5a.4, but they are re-used for the Gxx reference point. Unless otherwise stated, re-used AVPs shall maintain their ‘M’, ‘P’ and ‘V’ flag settings. Where RADIUS VSAs are re-used, unless otherwise stated, they shall be translated to Diameter AVPs as described in RFC 4005 [12] with the exception that the ‘M’ flag shall be set and the ‘P’ flag may be set.

Table 5a.4.1: Gxx re-used Diameter AVPs
	Attribute Name
	Reference
	Description
	Acc. Type
	Applicability (note 5)

	3GPP-MS-TimeZone
	3GPP TS 29.061 [11]
	Indicate the offset between universal time and local time in steps of 15 minutes of where the MS currently resides.
	All
	

	3GPP-SGSN-MCC-MNC
	3GPP TS 29.061 [11]
	Carries the MCC/MNC information of the AN-GW
	All
	

	3GPP-User-Location-Info
	3GPP TS 29.061 [11]
	Indicates details of where the UE is currently located (e.g. SAI or CGI)
	3GPP-EPS
	

	3GPP2-BSID


	3GPP2 X.S0057 [24]
	For 3GPP2 indicates the BSID of where the UE is currently located (e.g. Cell-Id, SID, NID).

The Vendor-Id shall be set to 3GPP2 (5535) [24].

The support of this AVP shall be advertised in the capabilities exchange mechanisms (CER/CEA) by including the value 5535, identifying 3GPP2, in a Supported-Vendor-Id AVP.
	3GPP2, Non-3GPP-EPS
	

	Access-Network-Charging-Identifier-Value
	3GPP TS 29.214 [10]
	Contains a charging identifier.
	All (See NOTE 6)
	

	Allocation- Retention-Priority
	5.3.32
	Indicates a priority for accepting or rejecting a bearer establishment or modification request and dropping a bearer in case of resource limitations.
	All
	

	AN-GW-Address
	5.3.49
	Carries the address of the AN-GW (S-GW/AGW/ ePDG)
	All
	EPC-routed (See NOTE 8)

	APN-Aggregate-Max-Bitrate-DL
	5.3.39
	Indicates the aggregate maximum bitrate for the downlink direction for all non-GBR bearers of the APN.
	All 
	

	APN-Aggregate-Max-Bitrate-UL
	5.3.40
	Indicates the aggregate maximum bitrate for the uplink direction for all non-GBR bearers of the APN.
	All 
	

	Bearer-Control-Mode
	5.3.23
	Indicates the PCRF selected bearer control mode.
	All (See NOTE 3)
	

	Called-Station-Id
	IETF RFC 4005 [12]
	The address the user is connected to (i.e. the PDN identifier). 
	All
	

	CC-Request-Number
	IETF RFC 4006 [9]
	The number of the request for mapping requests and answers
	All
	

	CC-Request-Type
	IETF RFC 4006 [9]
	The type of the request (initial, update, termination)
	All
	

	Default-EPS-Bearer-QoS
	5.3.48
	Defines the QoS information of the default bearer
	All
	

	Event-Trigger
	5.3.7
	Reports the event that occurred on the BBERF.

For Event-Trigger LOSS_OF_BEARER, BBERF will include the impacted QoS rules within the QoS-Rule-Report.

For Event-Trigger RECOVERY_OF_BEARER BBERF will include the impacted QoS rules within the QoS-Rule-Report. 
For 3GPP2 access USER_LOCATION_CHANGE is used to report and request changes to the 3GPP2-BSID.
For the Event-Trigger UE_TIME_ZONE_CHANGE, the BBERF includes the new value of the UE time zone within the 3GPP-MS-TimeZone AVP.

The following values are not applicable:

SGSN_CHANGE (0), PLMN_CHANGE (4), IP-CAN_CHANGE (7), QOS_CHANGE_EXCEEDING_AUTHORIZATION (11), OUT_OF_CREDIT (15), REALLOCATION_OF_CREDIT (16), REVALIDATION_TIMEOUT (17), UE_IP_ADDRESS_ALLOCATE (18), UE_ IP_ADDRESS_RELEASE (19) , AN_GW_CHANGE (21) and USAGE_REPORT (33), 
ROUTING_RULE_CHANGE (37), APPLICATION_START (39), APPLICATION_STOP (40), CREDIT_MANAGEMENT_SESSION_FAILURE (46).
	All
	

	Flow-Description
	3GPP TS 29.214 [10],
5.4.2
	Defines the service data flow filter parameters for a QoS rule. The same rules as for Gx, Table 5.4, apply. The rules for usage on Gxx are defined in subclause 5.4.2
	All
	

	Flow-Information
	5.3.53
	Defines the service data flow filter parameters for a QoS rule and may include flow description, packet filter identifier, ToS/Traffic Class, SPI and Flow Label information.
May also include an instruction as to whether signalling the information to the UE is to occur.
	All
	

	Flow-Label
	5.3.52
	Defines the Ipv6 flow label
	
	

	Framed-IP-Address
	IETF RFC 4005 [12]
	The Ipv4 address allocated for the user.
	All
	

	Framed-Ipv6-Prefix
	IETF RFC 4005 [12]
	The Ipv6 prefix allocated for the user.

The encoding of the value within this Octet String type AVP shall be as defined in IETF RFC 3162 [15], Clause 2.3. The “Reserved”, “Prefix-Length” and “Prefix” fields shall be included in this order.
	All
	

	Guaranteed-Bitrate-DL (NOTE 1)
	5.3.25
	Defines the guaranteed bitrate for downlink.
	All
	

	Guaranteed-Bitrate-UL (NOTE 1)
	5.3.26
	Defines the guaranteed bitrate for uplink.
	All
	

	HeNB-Local-IP-Address
	5.3.95
	Contains the H(e)NB local IP address as defined in Annex E.2.1.
	3GPP-EPS
	EPC-routed

	IP-CAN-Type
	5.3.27
	Indicates the type of Connectivity Access Network that the user is connected to.
	All
	

	Max-Requested-Bandwidth-UL
(note 2)
	3GPP TS 29.214 [10]
	Defines the maximum authorized bandwidth for uplink.
	All
	

	Max-Requested-Bandwidth-DL
(note 2)
	3GPP TS 29.214 [10]
	Defines the maximum authorized bandwidth for downlink.
	All
	

	NetLoc-Access-Support
	5.3.111
	Indicates the access network information reporting level of support.
	All
	NetLoc

	Network-Request-Support
	5.3.24
	Indicates whether the UE and access network supports the network requested bearer control mode or not.
	All (See NOTE 3)
	

	Packet-Filter-Content
	5.3.54
	Indicates the content of the packet filter. Destination IP address including the value provided by the UE may be provided when the ExtendedFilter feature is supported as described in clause 5a.4.1.
	All 
	

	Packet-Filter-Identifier
	5.3.55
	The identity of the packet filter.
	All 
	

	Packet-Filter-Information
	5.3.56
	Information related to the packet filters that the BBERF provides to the PCRF.
	All 
	

	Packet-Filter-Operation
	5.3.57
	Indicates the operation that the terminal is requesting over the packet filters provided by the Packet-Filter-Information AVPs.
	All 
	

	Packet-Filter-Usage
	5.3.66
	Indicates whether the UE shall be provisioned with the related traffic mapping information.
	All
	Rel9

	PCC-Rule-Status
	5.3.19
	Describes the status of one or a group of QoS rules.
	All
	

	PDN-Connection-ID
	5.3.58
	The identification of PDN connection to the same APN.
	All (See NOTE 4)
	Rel9

	Precedence
	5.3.11
	Indicates the precedence of QoS rules or packet filters.
	All
	

	PS-to-CS-Session-Continuity
	5.3.84
	Indicates whether the service data flow is a candidate for PS to CS session continuity.
	3GPP- EPS
	vSRVCC

	QoS-Class-Identifier
	5.3.17
	Identifies a set of IP-CAN specific QoS parameters 
	All
	

	QoS-Information
	5.3.16
	Defines the QoS information for a resource or QoS rule.
	All
	

	RAI
	3GPP TS 29.061 [11]
	Contains the Routing Area Identity of the SGSN where the UE is registered
	3GPP-EPS
	

	RAT-Type
	5.3.31
	Identifies the radio access technology that is serving the UE.
	All
	

	Required-Access-Info
	3GPP TS 29.214 [10]
	Indicates the access network information for which the AF entity requestes the PCRF reporting.
	3GPP-GPRS.

3GPP-EPS
	CC
NetLoc

	Resource-Allocation- Notification
	5.3.50
	Indicates whether successful resource allocation notification for rules is needed or not.
	All
	

	Resource-Sharing-Option
	5.3.x
	Indicates the resource allocation options that may be applied for the QoS rules listed in the QoS-Rule-Install AVP.
	3GPP-EPS
	ResShare

	Rule-Activation-Time
	5.3.41
	Indicates the NTP time at which the QoS rules has to be enforced.
	All
	

	Rule-Deactivation-Time
	5.2.42
	Indicates the NTP time at which the BBERF has to stop enforcing the QoS rules.
	All
	

	Rule-Failure-Code
	5.3.38
	Identifies the reason a QoS rule is being reported. 
	All
	

	Security-Parameter-Index
	5.3.51
	Defines the IPSec SPI
	All
	

	Session-Release-Cause
	5.3.44
	Indicate the reason of termination initiated by the PCRF. Only the reason code UNSPECIFIED_REASON is applicable for the PCRF-initiated Gxx session termination.
	All
	

	Subscription-Id
	IETF RFC 4006 [9]
	The identification of the subscription (i.e. IMSI)
	All
	

	Supported-Features
	3GPP TS 29.229 [14]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange
	All
	

	ToS-Traffic-Class
	5.3.15
	Defines the Ipv4 ToS or Ipv6 Traffic Class
	All
	

	Trace-Data
	3GPP TS 29.272 [26]
	Contains trace control and configuration parameters, specified in 3GPP TS 32.422 [27].


	3GPP-EPS
	

	Trace-Reference
	3GPP TS 29.272 [26]
	Contains the trace reference parameter, specified in 3GPP TS 32.422 [27].


	3GPP-EPS
	

	Tunnel-Header-Filter
	5.3.34
	Defines the tunnel (outer) header filter information of a tunnelled IP flow.
	All (see NOTE 3 and NOTE 6)
	

	Tunnel-Header-Length
	5.3.35
	Indicates the length of the tunnel (outer) header.
	All (see NOTE 3
and NOTE 6)
	

	Tunnel-Information
	5.3.36
	Defines the tunnel (outer) header information for an IP flow.
	All (see NOTE 3
and NOTE 6)
	

	UDP-Source-Port
	5.3.97
	Contains the UDP source port number in the case that NA(P)T is detected for supporting interworking with Fixed Broadband access network as defined in Annex E.
	3GPP-EPS
Non-3GPP-EPS
	EPC-routed

	UE-Local-IP-Address
	5.3.96
	Contains the UE local IP address as defined in Annex E.2.1.
	Non-3GPP-EPS
	BBAI

	User-CSG-Information
(NOTE 7)
	3GPP TS 32.299 [19]
	Indicates the user “Closed Subscriber Group” Information associated to CSG or hybrid cell access: it comprises the CSG-Id, CSG-Access-Mode and CSG-Membership-Indication AVPs.
This AVP shall have the ‘M’ bit cleared.
	3GPP-EPS
	Rel9

	User-Equipment-Info
	IETF RFC 4006 [9]
	The identification and capabilities of the terminal (IMEISV, etc.)
When the User-Equipment-Info-Type is set to IMEISV(0), the value within the User-Equipment-Info-Value shall be a UTF-8 encoded decimal. 
	All
	

	User-Location-Info-Time
	5.3.101
	Indicates the time at which the user was in that location when the corresponding bearer is deactivated.
	3GPP-GPRS.

3GPP-EPS
	CC
NetLoc

	NOTE 1:
When sending from the PCRF to the BBERF, the Guaranteed-Bitrate-UL/DL AVP indicate the allowed guaranteed bit rate for the uplink/downlink direction; when sending from the BBERF to the PCRF, the Guaranteed-Bitrate-UL/DL AVP indicate the requested guaranteed bit rate for the uplink/downlink direction.

NOTE 2:
When sending from the PCRF to the BBERF, the Max-Requested-Bandwidth-UL/DL AVP indicate the maximum allowed bit rate for the uplink/downlink direction; when sending from the BBERF to the PCRF, the Max-Requested-Bandwidth-UL/DL AVP indicate the maximum requested bit rate for the uplink/downlink direction.
NOTE 3:
This AVP does not apply to 3GPP-EPS Access Types.
NOTE 4: 
This AVP only applies to case 2b as defined in 3GPP TS 29.213 [8].

NOTE 5:
AVPs marked with “Rel9” are applicable as described in clause 5a.4.1.
NOTE 6:
This AVP only applies to case 2a as defined in 3GPP TS 29.213 [8].
NOTE 7:
AVPs included within this grouped AVP shall have the ‘M’ bit cleared.
NOTE 8:
AN-GW-Address AVP carries the address of the ePDG is only applicable for “EPC-routed”.


*** 11th Change ***

5a.4.1

Use of the Supported-Features AVP on the Gxx reference point

The Supported-Features AVP is used during session establishment to inform the destination host about the required and optional features that the origin host supports. The client shall, in the first request of a Diameter session indicate the set of supported features. The server shall, in the first answer within the Diameter session indicate the set of features that it has in common with the client and that the server shall support within the same Diameter session. Any further command messages shall always be compliant with the list of supported features indicated in the Supported-Features AVPs during session establishment. Features that are not advertised as supported shall not be used to construct the command messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AVP on the Gxx reference point shall be compliant with the requirements for dynamic discovery of supported features on the Cx reference point as defined in clause 7.2.1 of 3GPP TS 29.229 [14].
The base functionality for the Gxx reference point is the 3GPP Rel-8 standard and a feature is an extension to that functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features AVP may be absent from the Gxx commands. As defined in clause 7.1.1 of 3GPP TS 29.229 [14], when extending the application by adding new AVPs for a feature, the new AVPs shall have the M bit cleared and the AVP shall not be defined mandatory in the command ABNF.
As defined in 3GPP TS 29.229 [14], the Supported-Features AVP is of type grouped and contains the Vendor-Id, Feature-List-ID and Feature-List AVPs. On the Gxx reference point, the Supported-Features AVP is used to identify features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-Id AVP shall contain the vendor ID of 3GPP (10415). If there are multiple feature lists defined for the Gxx reference point, the Feature-List-ID AVP shall differentiate those lists from one another. 

On receiving an initial request application message, the destination host shall act as defined in section 7.2.1 of 3GPP TS 29.229 [14]. The following exceptions apply to the initial CCR/CCA command pair: 

-
If the BBERF supports post-Rel-8 Gxx functionality, the CCR shall include the features supported by the BBERF within Supported-Features AVP(s) with the ‘M’ bit cleared.
NOTE: One instance of Supported-Features AVP is needed per Feature-List-ID.
-
If the CCR command does not contain any Supported-Features AVP(s) and the PCRF supports Rel-8 Gxx functionality, the PCRF shall not include the Supported-Features AVP in the CCA command. In this case, both BBERF and PCRF shall behave as specified in the Rel-8 version of this document.

NOTE: The client will always declare all features that are supported according to table 5a.4.1.1. When more than one feature identifying a release is supported by both BBERF and PCRF, the BBERF will work according to the latest common supported release.
Once the PCRF and BBERF have negotiated the set of supported features during session establishment, the set of common features shall be used during the lifetime of the Diameter session.

The table below defines the features applicable to the Gxx interfaces for the feature list with a Feature-List-ID of 1.

Table 5a.4.1.1: Features of Feature-List-ID 1 used in Gxx

	Feature bit
	Feature
	M/O
	Description

	0
	Rel9
	M
	This feature indicates the support of base 3GPP Rel-9 Gxx functionality, including the AVPs and corresponding procedures supported by the base 3GPP Rel-8 Gxx standard, but excluding those features represented by separate feature bits. AVPs introduced with this feature are marked with “Rel9” in Table 5a.3.1 and Table 5a.4.1.

	1
	vSRVCC
	O
	This feature indicates support for the vSRVCC feature (see 3GPP TS 23.216 [40]).

	2
	EPC-routed
	O
	This feature indicates support for interworking with Fixed Broad band Access networks when the traffic is routed via the EPC network as defined in Annex E.

	3
	NetLoc
	O
	This feature indicates the support of the Access Network Information Reporting. If the BBERF supports this feature, the PCRF shall behave as described in subclause 4a.5.16

	4
	ExtendedFilter
	O
	This feature indicates the support for the local UE address being present in filters signalled between network and UE.

	5
	PendingTransaction
	O
	This feature indicates support for the race condition handling as defined in 3GPP TS 29.213 [8]

	6
	Rel11
	M
	This feature indicates the support of base 3GPP Rel-11 Gxx functionality, including the AVPs and corresponding procedures supported by the base 3GPP Rel-8 and 3GPP Rel-9 standards, but excluding those features represented by separate feature bits.

	x
	ResShare
	O
	This feature indicates the support of service data flows that share resources. If the BBERF supports this feature, the PCRF shall behave as described in subclause 4a.5.10.x

	Feature bit: The order number of the bit within the Feature-List AVP where the least significant bit is assigned number “0”.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. “EPS”.

M/O: Defines if the implementation of the feature is mandatory (“M”) or optional (“O”) in this 3GPP Release. 

Description: A clear textual description of the feature.


*** End of Changes ***

