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2nd Change

5.X
Restoration Procedures
5.X.1
General
The restoration procedures enable the BM‑SC and GCS AS to detect an MB2‑C path failure or the restart of the peer node, as specified in 3GPP TS 23.007 [xx]. 
The BM‑SC and GCS AS shall detect an MB2‑C path failure or the restart of the peer node as specified in 3GPP TS 23.007 [xx], i.e. either making use of mechanisms of the Diameter base protocol, or of the Heartbeat procedures and procedures related to the Restart‑Counter AVP defined in subclause 5.X. 2, 5.X.3 and 5.X.4. The Heartbeat procedure and the procedures related to the Restart‑Counter AVP are optional to support for both BM‑SC and GCS AS.
NOTE:
In deployments with a Diameter Agent between the GCS AS and the BM-SC, the restoration mechanisms of the Diameter base protocol cannot be used.
The use of the Heartbeat procedure and the Restart‑Counter AVP shall be negotiated between the BM‑SC and GCS AS using the Supported‑Features AVP upon contacting the peer node for the first time.

5.X.2
Restart Counter
The BM‑SC shall maintain a local restart counter which shall be incremented monotonically whenever the BM‑SC restarts with loss of previous states. After the BM‑SC starts (or restarts with loss of previous states), it shall include the Restart‑Counter AVP indicating the local value of its restart counter in the first message it sends to any peer GCS AS.

The GCS AS shall store the received restart counter value for each peer BM‑SC it communicates with. If the new received restart counter value for a peer BM‑SC is incremented, the BM‑SC has restarted.
The GCS AS shall also maintain a local restart counter which shall be incremented monotonically whenever the GCS AS restarts with loss of previous states. After the GCS AS starts (or restarts with loss of previous states), it shall include the Restart‑Counter AVP indicating the local value of its restart counter in the first message it sends to any peer BM‑SC.

The BM‑SC shall store the received restart counter value for each peer GCS AS it communicates with. If the new received restart counter value for a peer GCS AS is incremented, the GCS AS has restarted
5.X.3
GCS AS initiated Heartbeat Procedure
To detect an MB2-C path failure or the outage or restart of a peer BM‑SC, the GCS AS shall send GARs including the Restart‑Counter AVP indicating the local value of its restart counter periodically to each peer BM‑SC when no other signalling is exchanged between those two nodes. The GCS AS shall repeat sending the GAR one or more times if no GAA is received. The GCS AS shall consider the MB2-C path to be down if it does not receive a GAA to a configured number of consecutive GARs
If the BM‑SC receives a GAR including the Restart‑Counter AVP, it shall reply with a GAA including the Restart‑Counter AVP indicating the local value of its restart counter.

5.X.4
BM-SC initiated Heartbeat Procedure
To detect an MB2-C path failure or the outage or restart of a peer GCS AS, the BM-SC shall send GNRs including the Restart‑Counter AVP indicating the local value of its restart counter periodically to each peer GCS AS when no other signalling is exchanged between those two nodes. The BM‑SC shall repeat sending the GNR one or more times if no GNA is received. The BM-SC shall consider the MB2-C path to be down if it does not receive a GNA to a configured number of consecutive GNRs .
If the GCS AS receives a GNR including the Restart‑Counter AVP, it shall reply with a GNA including the Restart‑Counter AVP indicating the local value of its restart counter.
5.X.5
GCS AS procedures after detection of BM‑SC Restart
When the GCS AS detects that the the BM‑SC has restarted, the GCS AS:

-
shall assume that all the TMGIs that had been assigned by the restarted BM-SC have been de-allocated and that all the related MBMS bearers have been deactivated; and
-
may restore the MBMS delivery.
5.X.6
BM‑SC procedures after detection of GCS AS Restart
When the BM‑SC detects that the GCS AS has restarted, the BM-SC:

-
shall deallocate (locally) all the TMGIs that had been assigned to the GCS AS; and 

-
shall stop all the related MBMS bearers.
5.X.7
GCS AS procedures upon detection of MB2-C path failure
Upon detecting a non-transient MB2-C path failure, the GCS AS: 

-
shall assume that all the TMGIs that had been assigned by the BM-SC have been de-allocated and that all the related MBMS bearers have been deactivated; and

-
may restore the MBMS delivery.

5.X.8
BM‑SC procedures upon detection of MB2-C path failure
Upon detecting a non-transient MB2-C path failure, the BM-SC shall: 

-
deallocate (locally) all the TMGIs that had been assigned to the GCS AS; and
-
stop all the related MBMS bearers.
3rd Change

6.4.1
General

Table 6.4.1‑1 describes the Diameter AVPs defined for the MB2‑C reference point, their AVP Code values, types and possible flag values. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 6.4.1‑1: MB2‑C specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (Note 1)
	Applicability (Note 2

	Attribute Name
	AVP Code
	Clause defined
	Value Type 
	Must
	May
	Should not
	Must not
	

	BMSC‑Address
	3500
	6.4.2
	Address
	M,V
	P
	
	
	

	BMSC‑Port
	3501
	6.4.3
	Unsigned32
	M,V
	P
	
	
	

	MBMS‑Bearer‑Event
	3502
	6.4.4
	Unsigned32
	M,V
	P
	
	
	

	MBMS‑Bearer‑Event‑Notification
	3503
	6.4.5
	Grouped
	M,V
	P
	
	
	

	MBMS‑Bearer‑Request
	3504
	6.4.6
	Grouped
	M,V
	P
	
	
	

	MBMS‑Bearer‑Response
	3505
	6.4.7
	Grouped
	M,V
	P
	
	
	

	MBMS‑Bearer‑Result
	3506
	6.4.8
	Unsigned32
	M,V
	P
	
	
	

	MBMS‑Start‑Time
	3507
	6.4.9
	Time
	M,V
	P
	
	
	

	Radio‑Frequency
	3508
	6.4.10
	Unsigned32
	M,V
	P
	
	
	

	TMGI‑Allocation‑Request
	3509
	6.4.11
	Grouped
	M,V
	P
	
	
	

	TMGI‑Allocation‑Response
	3510
	6.4.12
	Grouped
	M,V
	P
	
	
	

	TMGI‑Allocation‑Result
	3511
	6.4.13
	Unsigned32
	M,V
	P
	
	
	

	TMGI‑Deallocation‑Request
	3512
	6.4.14
	Grouped
	M,V
	P
	
	
	

	TMGI‑Deallocation‑Response
	3513
	6.4.15
	Grouped
	M,V
	P
	
	
	

	TMGI‑Deallocation‑Result
	3514
	6.4.16
	Unsigned32
	M,V
	P
	
	
	

	TMGI‑Expiry
	3515
	6.4.17
	Grouped
	M,V
	P
	
	
	

	TMGI‑Number
	3516
	6.4.18
	Unsigned32
	M,V
	P
	
	
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [14].
NOTE 2: 
AVPs marked with a supported feature are applicable as described in subclause 6.5.2.


For all AVPs which contain bit masks and are of the type Unsigned32 or Unsigned64, bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 should be used.

Every AVP of type Grouped is defined by means of the ABNF syntax in IETF RFC 2234 [13] and according to the rules in IETF RFC 3588 [14].

4th Change

6.5
MB2‑C re-used AVPs

6.5.1
General
Table 6.5.1‑1 lists the Diameter AVPs re-used by the MB2‑C reference point from existing Diameter Applications, reference to their respective specifications and a short description of their usage within the MB2‑C reference point. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 6.5.1‑1, but they are re-used for the MB2‑C reference point. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings.

Table 6.5.1‑1: MB2‑C re-used Diameter AVPs

	Attribute Name
	Reference
	Description
	Applicability (Note 2)

	MBMS‑Flow‑Identifier
	3GPP TS 29.061 [6]
	Represents a location dependent subflow of an MBMS bearer service.
	

	MBMS-Session-Duration
	3GPP TS 29.061 [6]
	Indicates the duration of the TMGI expiration time. (NOTE 1)
	

	TMGI
	3GPP TS 29.061 [6]
	Contains the Temporary Mobile Group Identity allocated to a particular MBMS bearer service
	

	MBMS‑Service‑Area
	3GPP TS 29.061 [6]
	Indicates the area over which the MBMS bearer service has to be distributed.
	

	MBMS‑StartStop‑Indication
	3GPP TS 29.061 [6]
	Indicates it the allocation, deallocation or modification of an MBMD bearer is requested.
	

	QoS‑Information
	3GPP TS 29.212 [7]
	Contains the QoS that is required for the MBMS bearer. 

Only the QoS-Class-Identifier AVP, Max-Requested-Bandwidth-DL, Guaranteed-Bitrate-DL AVP and Allocation-Retention-Priority AVP within the QoS-Information AVP are applicable.
	

	Supported‑Features
	3GPP TS 29.229 [yc]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange.
	

	Restart-Counter
	3GPP TS 29.061 [6]
	This AVP contains a monotonically increasing value that is advanced whenever the sending entity restarts with loss of previous state, for example upon restart. The Restart-Counter AVP may be included in any Diameter message over the MB2‑C reference point, including CER/CEA defined in IETF RFC 3588 [14].
	Heartbeat

	NOTE 1: 
This re-used AVP has a different meaning as compared to the meaning in SGmb interface.
NOTE 2: 
AVPs marked with a supported feature are applicable as described in subclause 6.5.2.


6.5.2
Supported-Feature-List AVP
6.5.2.1
Use of the Supported-Features AVP

When new functionality is introduced on the MB2‑C reference point, it should be defined as optional. If backwards incompatible changes cannot be avoided, the new functionality shall be introduced as a new feature and support advertised with the Supported-Features AVP. Unless otherwise stated, the use of the Supported-Features AVP on the MB2-C reference point shall be compliant with the usage of the Supported-Features AVP on the Cx reference point i.e. with the procedures for the dynamic discovery of supported features as defined in clause 7.2 of 3GPP TS 29.229 [yc].

When extending the application by adding new AVPs for a feature, the new AVPs shall have the M bit cleared and the AVP shall not be defined mandatory in the command ABNF. 

As defined in 3GPP TS 29.229 [xx], the Supported-Features AVP is of type grouped and contains the Vendor-Id, Feature-List-ID and Feature-List AVPs. On the all reference points as specified in this specification, the Supported-Features AVP is used to identify features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-Id AVP shall contain the vendor ID of 3GPP (10415). If there are multiple feature lists defined for the reference point, the Feature-List-ID AVP shall differentiate those lists from one another. One instance of Supported-Features AVP is needed per Feature-List-ID.
Every GAR shall include the features supported by the GCS AS within Supported-Features AVP(s) with the 'M' bit cleared. Every GAA shall include the features supported by the BM-SC within Supported-Features AVP(s) with the 'M' bit cleared.
The Table 6.5.2.2-1 defines the features applicable to the MB2‑C reference point for the feature list with a Feature-List-ID of 1.
6.5.2.2
Supported-Feature-List AVP for the MB2-C application
The syntax of this AVP is defined in 3GPP TS 29.229 [yc].
For the MB2‑C application, the meaning of the bits shall be as defined in table 6.5.2.2‑1 for the Supported-Feature-List-ID of 1.

Table 6.5.2.2‑1: Features of Feature-List-ID 1 used for MB2‑C application
	Feature bit (NOTE 1)
	Feature (NOTE 2)
	M/O (NOTE 3)
	Description
(NOTE 4)

	0
	Heartbeat
	O
	This feature indicates the support of the Restoration functionality related Heartbeat procedures and procedures for the Restart‑Counter AVP defined in subclause 5.X.2, 5.X.3 and 5.X.4.

	NOTE 1: 
Feature bit: The order number of the bit within the Supported-Features AVP, e.g. "0".

NOTE 2: 
Feature: A short name that can be used to refer to the bit and to the feature, e.g. "".

NOTE 3: 
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O"). 

NOTE 4: 
Description: A clear textual description of the feature.


5th Change

6.6.2
GCS-Action-Request (GAR) command

The GAR command, indicated by the Command-Code field set to xxx and the 'R' bit set in the Command Flags field, is sent by the GCS AS to the BM‑SC as part of the MBMS bearer activation, modification, or deactivation procedure, or as part of the TMGI allocation or deallocation procedure.
Message Format:

<GA-Request> ::= <Diameter Header: xxx, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Auth-Session-State }




 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 [ Destination-Host ]





 [ Origin-State-Id ]





*[ Proxy-Info ]





*[ Route-Record ]





*{ Supported-Features }




 [ TMGI-Allocation-Request ]





 [ TMGI-Deallocation-Request ]





*[ MBMS-Bearer-Request ]




 [ Restart-Counter ]




*[ AVP ]
6th Change

6.6.3
GCS-Action-Answer (GAA) command

The GAA command, indicated by the Command-Code field set to xxx and the 'R' bit cleared in the Command Flags field, is sent by the BM‑SC to the GCS AS as part of the MBMS bearer activation, modification, or deactivation procedure, or as part of the TMGI allocation or deallocation procedure.

Message Format:

<GA-Answer> ::=  < Diameter Header: xxx, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Auth-Session-State }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





 [ Origin-State-Id ]





*[ Redirect-Host ]





 [ Redirect-Host-Usage ]





 [ Redirect-Max-Cache-Time ]





*[ Proxy-Info ]





*{ Supported-Features }




 [ TMGI-Allocation-Response ]





*[ TMGI-Deallocation-Response ]





*[ MBMS-Bearer-Response ]




 [ Restart-Counter ]




*[ AVP ]
7th Change

6.6.4
GCS-Notification-Request (GNR) command

The GNR command, indicated by the Command-Code field set to xxx and the 'R' bit set in the Command Flags field, is sent by the BM‑SC to the GCS AS as part of the MBMS Bearer Status Indication procedure.

Message Format:

<GN-Request> ::= < Diameter Header: xxx, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Auth-Session-State }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 [ Origin-State-Id ]





*[ Proxy-Info ]





*[ Route-Record ]





 [ TMGI-Expiry ]





*[ MBMS-Bearer-Event-Notification ]




 [ Restart-Counter ]




*[ AVP ]

8th Change

6.6.5
GCS-Notification-Answer (GNA) command

The GNA command, indicated by the Command-Code field set to xxx and the 'R' bit cleared in the Command Flags field, is sent by the GCS AS to the BM‑SC as part of the MBMS Bearer Status Indication procedure.

Message Format:

<GN-Answer> ::=  < Diameter Header: xxx, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Auth-Session-State }




 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]




 [ Origin-State-Id ]




 [ Error-Message ]





 [ Error-Reporting-Host ] 





*[ Redirect-Host ]





 [ Redirect-Host-Usage ]





 [ Redirect-Max-Cache-Time ]





*[ Failed-AVP ]





*[ Proxy-Info ]





 [ Restart-Counter ]




*[ AVP ]

9th Change

A.X
Restoration Procedures
A.X.1
GCS AS initiated Heartbeat Procedure
The Heartbeat Procedure is used by the GCS AS to detect an MB2‑C path failure or the outage or restart of a peer BM‑SC.
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Figure A.1.X‑1: GCS AS initiated Heartbeat Procedure
1.
The GCS AS periodically sends a GAR including the Restart‑Counter AVP to a peer BM‑SC when no other signalling is exchanged between those two nodes, as defined in subclause 5.X.3.

2.
The BM‑SC replies with a GAR including the Restart‑Counter AVP.

A.X.2
BM-SC initiated Heartbeat Procedure
The Heartbeat Procedure is used by the BM‑SC to detect an MB2‑C path failure or the outage or restart of a peer GCS AS.
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Figure A.X.2‑1: BM‑SC initiated Heartbeat Procedure
1.
The BM‑SC periodically sends a GNR including the Restart‑Counter AVP to a peer GCS AS when no other signalling is exchanged between those two nodes, as defined in subclause 5.X.4.

2.
The GCS AS replies with a GNR including the Restart‑Counter AVP.

End of Changes
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