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	Reason for change:
	When a corporate network is connected to IMS, either through a Network-to-Network interface (NNI) or through a User-to-Network interface (UNI), the current stage 3 procedures regarding the IPv4/IPv6 interworking are not optimal and even may lead communications failures in the following scenario:  

· 
The P-CSCF or IBCF connecting the corporate network controls an IMS-AGW or a TrGW that supports both IPv4 and IPv6 IP formats;

· 
the connected corporate network has terminals supporting IPv4 format only and terminals supporting both IPv4 and IPv6 formats, and the PBX of the corporate network, interfaced with the P-CSCF/IBCF, knows which terminals support IPv4 only or both IPv4 and IPv6;

· 
for an incoming INVITE request destined to a user’s terminal in the corporate network supporting only IPv4 format, the P-CSCF/IBCF chooses to indicate an IPv6 address  in the SDP offer sent to the corporate network. 

In such scenario, the PBX cannot be sure that the rejection of the received INVITE request with 488 error SIP response will be followed by an new INVITE with an SDP offer indicating an IPv4 IP address, the PBX will insert a gateway in the media path to perform the IPv4/IPv6 conversion while the conversion can be be performed by the IMS-AGW or a TrGW already in the media path, making the resort to the gateway useless with waste of resources. 

To solve this issue, it’s proposed in the TS 24.229 (CR 5075) to enhance the IBCF/P-CSCF to be able to insert both IPv4 and IPv6 addresses in the SDP offer by using the new SDP attribute "altc" defined in the IETF RFC 6947.

The description of  the H.248 procedures related to the insertion of the altc attribute by the IBCF is missing.

The proposed approach is to minimize the impacts on the TrGW and the Ix interface. Using the information carried in the ALTC attributes, the IBCF requests the reservations of two transport addresses, one for each address type and then, when the address type has been decided between the SIP endpoints, the P-CSCF releases the unused transport address.

	
	

	Summary of change:
	-In section 2 the reference to RFC 6947 is added

-In section 3.3 the ALTC abreviation is added

-In section 10.2.xx, it is specified the H.248 procedures between the IBCF and TrGW related to the support of ALTC and reference to new sections 5.x and 6.2.x of the TS 23.334.

	
	

	Consequences if not approved:
	the ALTC mechanism will not be supported and the handling of UEs in coporate network supporting IPv4 only or both IPv4 and IPv6 IP address will not be optimal.
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	Other comments:
	In the new section 10.2.xx, references to subclauses 5.x and 6.2.x of TS 23.334 need to be updated when CR 0066 on TS 23.334 will be implemented.
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3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [7] and the following apply: An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [7].

ALTC
ALTernative Connection
ATCF
Access Transfer Control Function

ATGW
Access Transfer Gateway
B2BUA
Back-to-Back User Agent

BFCP
Binary Floor Control Protocol

BGCF
Breakout Gateway Control Function

CS-TrGW
CS (domain) TrGW
CVO
Coordination of Video Orientation
DRVCC
Dual Radio Voice Call Continuity
ECN
Explicit Congestion Notification

ECN-CE
ECN Congestion Experienced

IBCF
Interconnect Border Control Function

ICE
Interactive Connectivity Establishment
ICS
IMS Centralized Services

I-CSCF
Interrogating CSCF

IMS-ALG
IMS - Application Level Gateway

ITU-T
International Telecommunication Union – Telecommunication Standardization Sector

MboIP
Mb over IP
MPS
Multimedia Priority Service
MRFP
Multimedia Resource Function Processor

MSRP
Message Session Relay Protocol
NAT/NAPT
Network Address Translation / Network Address and Port Translation

NA (P) T-PT
Network Address (and Port) Translation - Protocol Translation 
OMR
Optimal Media Routeing

P-CSCF
Proxy CSCF

RTCP
Real Time Control Protocol

SCTP
Stream Control Transmission Protocol

SIP UA
SIP User Agent

STUN
Session Traversal Utilities for NAT

UAC
User Agent Client

UAS
User Agent Server
URN
Uniform Resource Name
THIG
Topology Hiding Internetwork Gateway
TLS
Transport Layer Security

TRF
Transit and Roaming Function
TrGW
Translation GateWay

WAN
Wide Area Network
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10.2.XX
Alternative connection (ALTC) addresses management
An IBCF may support the ALTC functionality as specified in IETF RFC 6947 [xx] and 3GPP TS 24.229 [1] to advertise alternative IP addresses (IPv4 and IPv6 address types) to the terminating side.

The requirements for the IMS-ALG as specified in subclause 5.x of 3GPP TS 23.334 [43], apply to the IBCF when the procedures related to ALTC are supported.
The ALTC procedures as described specified in subclause 6.2.x of 3GPP TS 23.334 [43] are then applicable, except that where the Iq interface is mentioned in those procedures, the Ix interface is applicable.
* * * End of Changes * * * *

