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	Reason for change:
	An MME reports the RAN/NAS cause in the messages Delete Session Request, Delete Bearer Command, Create Bearer Response [agreed with C4-141600, TS 29.274 CR 1507] and Update Bearer Response [agreed with C4-141600, TS 29.274 CR 1507]. Therefore the RAN/NAS cause can be sent to the PGW during bearer release, creation, or modification by the MME. The information is permitted to be sent to the PGW operator according to MME operator's policy in order to assist operators in trouble shooting customer complaints due to dropped calls, for LTE network performance analysis, and operational maintenance. The reporting to the PCRF is based on the availability of the RAN/NAS cause information at the PCEF.
The reporting of the RAN/NAS release cause shall also be made available on the Gx reference point for the above mentioned cases, in which the existing AVP can be used.
Additionally, the PCEF can also report the available access network information when received in the related procedures in order to ensure that this information is also available in the PCRF.

	
	

	Summary of change:
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	Other comments:
	TS 29.274 CR 1507 (C4-141600) introduces the RAN/NAS cause report into the messages Create Bearer Response and Update Bearer Response and was agreed in CT4#66, Cape Town.


*** First change ***
4.5.6
Indication of IP-CAN Bearer Termination Implications

This procedure applies to those IP-CAN networks that support multiple bearers. This procedure applies only to dedicated bearers. For 3GPP-GPRS IP-CAN network, see annex A.

If the last IP CAN bearer within an IP CAN session is being terminated, the PCEF shall apply the procedures in clause 4.5.7 to indicate the IP CAN session termination.

When the PCEF detects that a dedicated IP-CAN bearer could not be activated or has been terminated it shall remove the affected PCC rules and send a CCR command to the PCRF with CC-Request-Type AVP set to the value “UPDATE_REQUEST”, including the Charging-Rule-Report AVP specifying the affected PCC rules with the PCC-Rule-Status set to inactive and including the Rule-Failure-Code AVP assigned to the value RESOURCE_ALLOCATION_FAILURE (10).

If the RAN-NAS-Cause feature is supported, the PCEF shall provide the available access network information within the 3GPP-User-Location-Info AVP (if available), TWAN-Identifier (if available and Trusted-WLAN feature is supported), User-Location-Info-Time AVP (if available and Netloc feature is supported) and 3GPP-MS-TimeZone AVP (if available). Additionally, if the PCEF receives from the access network the RAN cause and/or the NAS cause due to bearer termination the PCEF shall provide the received cause(s) in the RAN-NAS-Release-Cause AVP included in the Charging-Rule-Report AVP. 
This shall be done whenever one of these conditions applies:
-
The PCEF is requested to initiate the deactivation of a bearer,

-
PCC rule(s) are removed/deactivated (e.g. due to unsuccessful reservation of resources to satisfy the bearer binding).

NOTE:
The PCEF will not initiate the deactivation of the bearer upon reception of the UE-initiated resource modification procedure indicating packet filter deletion. If all the PCC rules associated to a bearer have been deleted as a consequence of the PCRF interaction, the PCEF will initiate the bearer termination procedure towards the IP-CAN network.
The PCRF is not aware that it requests the termination of an IP CAN bearer by removing certain PCC rules. If upon removal of the PCC rules, there are no more PCC rules active in the PCEF for an IP-CAN bearer, the PCEF shall initiate the bearer termination procedure.
Signalling flows for the IP-CAN bearer termination and details of the binding mechanism are presented in 3GPP TS 29.213 [8].

*** Second change ***
4.5.7
Indication of IP-CAN Session Termination

The PCEF shall contact the PCRF when the IP-CAN session is being terminated. The PCEF shall send a CC-Request with CC-Request-Type AVP set to the value “TERMINATION_REQUEST”.

If the RAN-NAS-Cause feature is supported, the PCEF shall provide the available access network information within the 3GPP-User-Location-Info AVP (if available), TWAN-Identifier (if available and Trusted-WLAN is supported), User-Location-Info-Time AVP (if available and Netloc feature is supported) and 3GPP-MS-TimeZone AVP (if available). Additionally, if the PCEF receives from the access network the RAN cause and/or the NAS cause due IP-CAN session termination the PCEF shall provide the received cause(s) in the RAN-NAS-Release-Cause AVP at command level. 
If the PCEF needs to send an IP-CAN session termination request towards a PCRF which is known to have restarted since the IP-CAN session establishment, the PCEF should not send CC-Request to inform the PCRF.

NOTE:
When a PCRF is known to have restarted, the PCC contexts and Diameter sessions affected by the failure are lost in the PCRF, the PCEF does not need to inform the PCRF for this case.
When the PCRF receives the CC-Request, it shall acknowledge this message by sending a CC-Answer to the PCEF.
NOTE:
According to DCC procedures, the Diameter Credit Control session is being terminated with this message exchange.

Signalling flows for the IP-CAN session termination are presented in 3GPP TS 29.213 [8].

*** Third change ***
4.5.12
PCC Rule Error Handling

If the installation/activation of one or more PCC rules fails, the PCEF shall include one or more Charging-Rule-Report AVP(s) in either a CCR or an RAA command as described below for the affected PCC rules. Within each Charging-Rule-Report AVP, the PCEF shall identify the failed PCC rule(s) by including the Charging-Rule-Name AVP(s) or Charging-Rule-Base-Name AVP(s), shall identify the failed reason code by including a Rule-Failure-Code AVP, and shall include the PCC-Rule-Status AVP as described below:

-
If the installation/activation of one or more PCC rules fails using a PUSH mode (i.e., the PCRF installs/activates a rule using RAR command), the PCEF shall communicate the failure to the PCRF in the RAA response to the RAR if the validation of the PCC Rule was unsuccessful or in a CCR command if the resource allocation for the PCC Rule was unsuccessful.
-
If the installation/activation of one or more PCC rules fails using a PULL mode (i.e., the PCRF installs/activates a rule using a CCA command) the PCEF shall send the PCRF a new CCR command and include the Rule-Failure-Code AVP.

If the installation/activation of one or more new PCC rules (i.e., rules which were not previously successfully installed) fails, the PCEF shall set the PCC-Rule-Status to INACTIVE for both the PUSH and the PULL modes.

The removal of a PCC rule shall not fail, even if the IP-CAN session procedures with the UE fail. The PCEF shall retain information on the removal and conduct the necessary IP-CAN session procedures with the UE when it is possible.

If the modification of a currently active PCC rule using PUSH mode fails, the PCEF shall retain the existing PCC rule as active without any modification unless the reason for the failure has an impact also on the existing PCC rule. The PCEF shall report the modification failure to the PCRF using the RAA command when the validation of the PCC Rule installation was unsuccessful or using the CCR command when the resource allocation for the corresponding PCC Rule was unsuccessful.

If the modification of a currently active PCC rule using PULL mode fails, the PCEF shall retain the existing PCC rule as active without any modification unless the reason for the failure has an impact also on the existing PCC rule. The PCEF shall report the modification failure to the PCRF using the CCR command.

Depending on the value of the Rule-Failure-Code for PULL and PUSH mode, the PCRF may decide whether retaining of the old PCC rule, re-installation, modification, removal of the PCC rule or any other action applies.

If a PCC rule was successfully installed/activated, but can no longer be enforced by the PCEF, the PCEF shall send the PCRF a new CCR command and include a Charging-Rule-Report AVP. The PCEF shall include the Rule-Failure-Code AVP within the Charging-Rule-Report AVP and shall set the PCC-Rule-Status to INACTIVE.
NOTE:
When the PCRF receives PCC-Rule-Status set to INACTIVE, the PCRF does not need request the PCEF to remove the inactive PCC rule.
If the RAN-NAS-Cause feature is supported and as part of any of the procedures described in this subclause the PCEF receives from the access network some RAN/NAS bearer failure cause(s), the PCEF shall also provide the received cause(s) in the Charging-Rule-Report AVP. If RAN-NAS-Cause feature is supported the PCEF shall provide the available access network information within the 3GPP-User-Location-Info AVP (if available), TWAN-Identifier (if available and Trusted-WLAN is supported), User-Location-Info-Time AVP (if available and Netloc feature is supported) and 3GPP-MS-TimeZone AVP (if available). 
*** Fourth change ***
4.5.22
Reporting Access Network Information

When the NetLoc feature is supported, if If the AF requests the PCRF to report the access network information and if the PCRF cannot determine that access network information cannot be provided as described in clause 5.5.4 of 3GPP TS 29.214 [10], the PCRF shall provide the requested access network information indication (e.g. user location and/or user timezone information) to the PCEF as follows:

-
If the PCRF is installing or modifying a PCC rule, the PCRF shall include the Required-Access-Info AVP within the Charging-Rule-Definition AVP of an appropriate installed or modified PCC rule; 

-
Otherwise, if the PCRF is removing PCC rules based on the AF requests, the PCRF shall include the Required-Access-Info AVP within the Charging-Rule-Remove AVP associated with the corresponding PCC rules being removed.

 The PCRF shall also provide the ACCESS_NETWORK_INFO_REPORT event trigger within Event-Trigger AVP (if this event trigger is not yet set).
For those PCC Rule(s) based on preliminary service information as described in 3GPP TS 29.214 [10] the PCRF may assign the QCI and ARP of the default bearer to avoid signalling to the UE. These PCC Rules shall not include the Packet-Filter-Usage AVP within the Flow-Information AVP included in the Charging-Rule-Definition AVP.
NOTE:
3GPP TS 23.203 provides further information about appropriate PCC rules in sub-clause 6.2.1.0.
If the ACCESS_NETWORK_INFO_REPORT event trigger is set, upon installation, modification and removal of any PCC rule(s) with the Required-Access-Info AVP in a Gx RAR command, the PCEF shall determine if it can obtain the required access network information for the used IP CAN type. If the PCEF determines that the IP CAN type does not support such procedures, the PCEF shall immediately inform the PCRF by including the NetLoc-Access-Support AVP with the value of 0 (NETLOC_ACCESS_NOT_SUPPORTED) in the RAA command. Otherwise, the PCEF shall apply appropriate IP CAN specific procedures to obtain this information. If the PCRF requested user location as part of the Required-Access-Info AVP and it is not available in the PCEF, the PCEF shall provide the serving PLMN identifier within the 3GPP-SGSN-MCC-MNC AVP. When the PCEF then receives access network information through those IP CAN specific procedures, the PCEF shall provide the required access network information to the PCRF within the 3GPP-User-Location-Info AVP, (if available) User-Location-Info-Time AVP (if available), and/or 3GPP-MS-TimeZone AVP as requested by the PCRF; if the user location was requested by the PCRF but not provided to the PCEF, the PCEF shall also provide the serving PLMN identifier with the 3GPP-SGSN-MCC-MNC AVP; in addition, the PCEF shall provide the ACCESS_NETWORK_INFO_REPORT event trigger within Event-Trigger AVP. The kind of user location retrieved in the access network is defined in the corresponding annex.
During bearer deactivation or IP-CAN session termination procedure, when the NetLoc feature is supported, the PCEF shall provide the access network information to the PCRF by including the user location information within the 3GPP-User-Location-Info AVP (if available), the information on when the UE was last known to be in that location within User-Location-Info-Time AVP(if available), the PLMN identifier within the 3GPP-SGSN-MCC-MNC (if the user location information is not available) and the timezone information within the 3GPP-MS-TimeZone AVP. 
The PCEF shall not report any subsequent access network information updates received from the IP-CAN without any previous provisioning or removal of related PCC rules unless the associated IP-CAN bearer or connection has been released.
*** Fifth change ***
5.3.18
Charging-Rule-Report AVP (All access types)

The Charging-Rule-Report AVP (AVP code 1018) is of type Grouped, and it is used to report the status of PCC rules.

Charging-Rule-Name AVP is a reference for a specific PCC rule at the PCEF that has been successfully installed, modified or removed (for dynamic PCC rules), or activated or deactivated (for predefined PCC rules) because of trigger from the MS. Charging-Rule-Base-Name AVP is a reference for a group of PCC rules predefined at the PCEF that has been successfully activated or deactivated because of trigger from the MS.
The Charging-Rule-Report AVP can also be used to report the status of the PCC rules which cannot be installed/activated or enforced at the PCEF. In this condition, the Charging-Rule-Name AVP is used to indicate a specific PCC rule which cannot be installed/activated or enforced, and the Charging-Rule-Base-Name AVP is used to indicate a group of PCC rules which cannot be activated. The Rule-Failure-Code indicates the reason that the PCC rules cannot be successfully installed/activated or enforced.
The Charging-Rule-Report AVP can also be used to report the status of the PCC rules for which credit is no longer available or credit has been reallocated after the former out of credit indication or credit management session failure has been detected by the OCS. When reporting an out of credit condition, the Final-Unit-Indication AVP indicates the termination action the PCEF applies to the PCC rules as instructed by the OCS.
For GPRS scenarios where the bearer binding is performed by the PCRF, the Bearer-Identifier AVP may be included within the Charging-Rule-Report AVP.
AVP Format:

Charging-Rule-Report ::= < AVP Header: 1018 >







*[ Charging-Rule-Name ]







*[ Charging-Rule-Base-Name ]







 [ Bearer-Identifier ]







 [ PCC-Rule-Status ]







 [ Rule-Failure-Code ]







 [ Final-Unit-Indication ]







*[ RAN-NAS-Release-Cause ]







*[ AVP ]

Multiple instances of Charging-Rule-Report AVPs shall be used in the case it is required to report different PCC-Rule-Status or Rule-Failure-Code values for different groups of rules within the same Diameter command.

*** Sixth change ***
5.3.106
RAN-NAS-Release-Cause AVP

The RAN-NAS-Release-Cause AVP (AVP code 2819) is of type OctetString, and indicates the RAN or NAS release cause code information. The AVP shall be coded as per the RAN/NAS Cause in subclause 8.103 of 3GPP TS 29.274 [22], starting with Octet 5.

*** Seventh change ***
5.4.1
Use of the Supported-Features AVP on the Gx reference point

The Supported-Features AVP is used during session establishment to inform the destination host about the required and optional features that the origin host supports. The client shall, in the first request in a Diameter session indicate the set of supported features. The server shall, in the first answer within the Diameter session indicate the set of features that it has in common with the client and that the server shall support within the same Diameter session. Any further command messages shall always be compliant with the list of supported features indicated in the Supported-Features AVPs during session establishment. Features that are not advertised as supported shall not be used to construct the command messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AVP on the Gx reference point shall be compliant with the requirements for dynamic discovery of supported features and associated error handling on the Cx reference point as defined in clause 7.2.1 of 3GPP TS 29.229 [14].
The base functionality for the Gx reference point is the 3GPP Rel-7 standard and a feature is an extension to that functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features AVP may be absent from the Gx commands. As defined in clause 7.1.1 of 3GPP TS 29.229 [14], when extending the application by adding new AVPs for a feature, the new AVPs shall have the M bit cleared and the AVP shall not be defined mandatory in the command ABNF.
As defined in 3GPP TS 29.229 [14], the Supported-Features AVP is of type grouped and contains the Vendor-Id, Feature-List-ID and Feature-List AVPs. On the Gx reference point, the Supported-Features AVP is used to identify features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-Id AVP shall contain the vendor ID of 3GPP (10415). If there are multiple feature lists defined for the Gx reference point, the Feature-List-ID AVP shall differentiate those lists from one another.

On receiving an initial request application message, the destination host shall act as defined in clause 7.2.1 of 3GPP TS 29.229 [14]. The following exceptions apply to the initial CCR/CCA command pair:

-
If the PCEF supporting post-Rel-7 Gx functionality is able to interoperate with a PCRF supporting Rel-7, the CCR shall include the features supported by the PCEF within Supported-Features AVP(s) with the ‘M’ bit cleared. Otherwise, the CCR shall include the supported features within the Supported-Features AVP(s) with the M-bit set.

NOTE 1:
One instance of Supported-Features AVP is needed per Feature-List-ID.
-
If the CCR command does not contain any Supported-Features AVP(s) and the PCRF supports Rel-7 Gx functionality, the CCA command shall not include the Supported-Features AVP. In this case, both PCEF and PCRF shall behave as specified in the Rel-7 version of this document.
-
If the CCR command contains the Supported-Features AVP, the PCRF shall include the Supported-Features AVP in the CCA command, with the ‘M’ bit cleared, indicating only the features that both the PCRF and PCEF support.

NOTE 2:
The client will always declare all features that are supported according to table 5.4.1.1. When more than one feature identifying a release is supported by both PCEF and PCRF, the PCEF will work according to the latest common supported release.
Once the PCRF and PCEF have negotiated the set of supported features during session establishment, the set of common features shall be used during the lifetime of the Diameter session.
The table below defines the features applicable to the Gx interfaces for the feature list with a Feature-List-ID of 1.

Table 5.4.1.1: Features of Feature-List-ID 1 used in Gx

	Feature bit
	Feature
	M/O
	Description

	0
	Rel8
	M
	This feature indicates the support of base 3GPP Rel-8 Gx functionality, including the AVPs and corresponding procedures supported by the base 3GPP Rel-7 Gx standard, but excluding those features represented by separate feature bits. AVPs introduced with this feature are marked with “Rel8” in table 5.3.1.

	1
	Rel9
	M
	This feature indicates the support of base 3GPP Rel-9 Gx functionality, including the AVPs and corresponding procedures supported by the Rel8 feature bit, but excluding those features represented by separate feature bits. AVPs introduced with this feature are marked with “Rel9” in table 5.3.1.

	2
	ProvAFsignalFlow
	O
	This feature indicates support for the feature of IMS Restoration as described in subclause 4.5.18. If PCEF supports this feature the PCRF may provision AF signalling IP flow information.

	3
	Rel10
	M
	This feature indicates the support of base 3GPP Rel-10 Gx functionality, including the AVPs and corresponding procedures supported by the Rel8 and Rel9 feature bit, but excluding those features represented by separate feature bits. AVPs introduced with this feature are marked with “Rel10” in table 5.3.1.

	4
	SponsoredConnectivity
	O
	This feature indicates support for sponsored data connectivity feature. If the PCEF supports this feature, the PCRF may authorize sponsored data connectivity to the subscriber.

	5
	IFOM
	O
	This feature indicates support for IP flow mobility feature. If the PCEF supports this feature, the PCRF shall behave as described in subclause 4a.5.7.3.

	6
	ADC
	O
	This feature indicates support for the Application Detection and Control feature.

	7
	vSRVCC
	O
	This feature indicates support for the vSRVCC feature (see 3GPP TS 23.216 [40]).

	8
	EPC-routed
	O
	This feature indicates support for interworking with Fixed Broad band Access networks when the traffic is routed via the EPC network as defined in Annex E.

	9
	rSRVCC
	O
	This feature indicates support for the CS to PS SRVCC feature (see 3GPP TS 23.216 [40]).

	10
	NetLoc
	O
	This feature indicates the support of the Access Network Information Reporting for GPRS and EPS. If the PCEF supports this feature, the PCRF shall behave as described in subclause 4.5.22

	11
	UMCH
	O
	This feature indicates support for Usage Monitoring Congestion Handling. If the PCEF supports this feature, the benaviour shall be as specified in subclauses 4.5.17.6.

	12
	ExtendedFilter
	O
	This feature indicates the support for the local (i.e. UE) address and mask being present in filters signalled between network and UE.

	13
	Trusted-WLAN
	O
	This feature indicates the support for the Trusted WLAN access as defined in 3GPP TS 23.402 [23]

	14
	SGW-Rest
	O
	This feature indicates the support of SGW Restoration procedures as defined in 3GPP TS 23.007 [43]

	15
	TimeBasedUM
	O
	This feature indicates support for Time based Usage Monitoring Control. If the PCEF supports this feature, the behaviour shall be as specified in corresponding subclauses in this specification.

	16
	PendingTransaction
	O
	This feature indicates support for the race condition handling as defined in 3GPP TS 29.213 [8].

	17
	ABC
	O
	This feature indicates support for Application Based Charging.

	18
	Rel11
	M
	This feature indicates the support of base 3GPP Rel-11 Gx functionality, including the AVPs and corresponding procedures supported by the Rel8, Rel9 and Rel10 feature bit, but excluding those features represented by separate feature bits.

	19
	NetLoc-Trusted-WLAN
	O
	This feature indicates the support of the Access Network Information Reporting for Trusted WLAN. If the PCEF supports this feature, the PCRF shall behave as described in annex D.3, this feature is applicable only if NetLoc feature and Trusted-WLAN feature are also supported.

	20
	FBAC
	O
	This feature indicates support for the Fixed Broadband Access Convergence as defined in Annex G.

	21
	ConditionalAPNPolicyInfo
	O
	This feature indicates support for APN related policy information with condition as defined in 3GPP TS 23.203 [7] subclause A.4.3.3.

Not applicable to IPFlowMobility functionality feature (IFOM) as described in subclause 5.4.1.

	22
	RAN-NAS-Cause
	O
	This feature indicates the support for the detailed RAN and/or NAS release cause code information from the access network. 

	23
	CNO-ULI
	O
	This feature indicates support for Presence Reporting Area Information reporting. If the PCEF supports this feature, the PCRF shall behave as described in Annex B.3.16.

	24
	PCSCF-Restoration-Enhancement
	O
	This feature indicates support of P-CSCF Restoration Enhancement. It is used for the PCEF to indicate if it supports P-CSCF Restoration Enhancement.

	25
	MissionCriticalQCIs
	O
	This feature indicates support for the Mission Critical QCI values 66, 67, 69 and 70 within the QoS-Class-Identifier AVP defined in subclause 5.3.17.

	Feature bit:
The order number of the bit within the Feature-List AVP where the least significant bit is assigned number “0”.

Feature: 
A short name that can be used to refer to the bit and to the feature, e.g. “EPS”.

M/O: 
Defines if the implementation of the feature is mandatory (“M”) or optional (“O”) in this 3GPP Release. 

Description: 
A clear textual description of the feature.


*** Eighth change ***
Application RFC 4006 [9] or Diameter Base Protocol RFC 3588 [5].

5.6.2
CC-Request (CCR) Command

The CCR command, indicated by the Command-Code field set to 272 and the ‘R’ bit set in the Command Flags field, is sent by the PCEF to the PCRF in order to request PCC rules for a bearer and provision IP flow mobility routing rules. The CCR command is also sent by the PCEF to the PCRF in order to indicate bearer, PCC rule or IP flow mobility routing rule related events or the termination of the IP CAN bearer and/or session.

Message Format:

<CC-Request> ::= < Diameter Header: 272, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { CC-Request-Type }





 { CC-Request-Number }




 [ Credit-Management-Status ]




 [ Destination-Host ]




 [ Origin-State-Id ]





*[ Subscription-Id ]





 [ OC-Supported-Features ]





*[ Supported-Features ] 





 [ TDF-Information ]





 [ Network-Request-Support ]





*[ Packet-Filter-Information ]





 [ Packet-Filter-Operation ]




 [ Bearer-Identifier ]




 [ Bearer-Operation ]





 [ Dynamic-Address-Flag ]





 [ Dynamic-Address-Flag-Extension ]





 [ PDN-Connection-Charging-ID ]





 [ Framed-IP-Address ]





 [ Framed-Ipv6-Prefix ]





 [ IP-CAN-Type ]





 [ 3GPP-RAT-Type ]





 [ AN-Trusted ]





 [ RAT-Type ]





 [ Termination-Cause ]





 [ User-Equipment-Info ]





 [ QoS-Information ] 




 [ QoS-Negotiation ]





 [ QoS-Upgrade ]





 [ Default-EPS-Bearer-QoS ] 





 [ Default-QoS-Information ]




  0*2[ AN-GW-Address ]




 [ AN-GW-Status ]




 [ 3GPP-SGSN-MCC-MNC ]




 [ 3GPP-SGSN-Address ]




 [ 3GPP-SGSN-Ipv6-Address ]




 [ 3GPP-GGSN-Address ]




 [ 3GPP-GGSN-Ipv6-Address ]





 [ 3GPP-Selection-Mode ]





 [ RAI ]





 [ 3GPP-User-Location-Info]




 [ User-Location-Info-Time ]




 [ User-CSG-Information ]




 [ TWAN-Identifier ]




 [ 3GPP-MS-TimeZone ]




*[ RAN-NAS-Release-Cause ]





 [ 3GPP-Charging-Characteristics ]





 [ Called-Station-Id ]





 [ PDN-Connection-ID ]





 [ Bearer-Usage ]





 [ Online ]





 [ Offline ]




*[ TFT-Packet-Filter-Information ]





*[ Charging-Rule-Report ] 




*[ Application-Detection-Information ]




*[ Event-Trigger ]




 [ Event-Report-Indication ]





 [ Access-Network-Charging-Address ]





*[ Access-Network-Charging-Identifier-Gx ]




*[ CoA-Information ]




*[ Usage-Monitoring-Information ]


 


 [ Routing-Rule-Install ]





 [ Routing-Rule-Remove ]




 [ HeNB-Local-IP-Address ]




 [ UE-Local-IP-Address ]





 [ UDP-Source-Port ]





 [ Presence-Reporting-Area-Information ]





 [ Logical-Access-ID ]





 [ Physical-Access-ID ]




*[ Proxy-Info ]




*[ Route-Record ]





*[ AVP ]
NOTE:
Multiple instances of the Subscription-Id AVP in the CCR command correspond to multiple types of identifier for the same subscriber, for example IMSI and MSISDN.
*** End of changes ***
