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* * * 1st Change * * * 
G.5.2
IP-CAN Session Establishment
The IP-CAN session establishment procedure defined in clause 4.5.1 applies. In routed mode configuration with NATed RG, the PCEF located in the IP Edge initiates the IP-CAN session establishment after the RG has been connected to the network and has been assigned an IPv4 address and/or IPv6 Prefix. In bridge mode, the PCEF located in the IP Edge initiates the IP-CAN session establishment after it becomes aware of an IPv4 address and/or an IPv6 address/IPv6 prefix has been assigned to the fixed device and/or 3GPP UE by the fixed broadband access.
NOTE x1:
In case of routed mode RG when the PPP pass-through feature is enabled, an IP-CAN session is established for the each single fixed device starting the PPP session. In this case the 3GPP UE does not have Subscriber IP session in IP Edge.
NOTE x2:
For routed mode RG, the successful completion of 3GPP-based access authentication and assignment of IP address to the 3GPP UE would not result in any IP-CAN session establishment if the IP address assignment does not result in a new Subscriber IP Session in the IP Edge. In this case the pre-existent IP-CAN session for the RG is used.
NOTE x3:
How to assign the IPv4 address and/or IPv6 address/IPv6 Prefix to a RG or fixed device is out of the scope of 3GPP.
The PCEF located in the IP Edge shall send a CC-Request command to the PCRF with the CC-Request-Type AVP set to the value “INITIAL_REQUEST”, the CC-Request command shall include the type of IP-CAN within the IP-CAN-Type AVP set to the value “FBA”, the NSWO-APN information within the Called-Station-Id if available, the PLMN id within the 3GPP-SGSN-MCC-MNC AVP if available, the location information within the Fixed-User-Location-Info AVP if available and the Default QoS within the Default-QoS-Information AVP if available.
NOTE x4: How the location information becomes available to the PCEF/IP Edge is out of the scope of 3GPP.

NOTE x5: Operator policies in the PCEF indicate if dynamic policy control is provided. In addition, the NSWO-APN is also configured for subscribers on a PLMN basis.

In route mode configuration with NATed RG, the CC-Request command shall include the Access Line Identifier of the RG within the Physical-Access-ID AVP and the Logical-Access-ID AVP and the RG IPv4 address within the Framed-IP-Address AVP and/or the RG IPv6 prefix within the Framed-IPv6-Prefix AVP.

In bridge mode, the CCR command may include the Subscription-Id AVP with the identity of the device (e.g. IMSI for the 3GPP UE, username for a fixed device) and the Access Line Identifier within the Physical-Access-ID AVP and the Logical-Access-ID AVP and the IPv4 address within the Framed-IP-Address AVP and/or the IPv6 address/prefix within the Framed-IPv6-Prefix AVP.
When the PCRF receives the CC-Request, it shall respond to this message by sending a CC-Answer to the PCEF located in the IP Edge. The CC-Answer command shall include the Default QoS within the Default‑QoS‑Information AVP, the applicable PCC Rules within the Charging‑Rule‑Install AVP and the applicable event triggers within the Event-Trigger AVP. The PCEF located in the IP Edge maps the Default QoS received in the QoS-Information AVP into the Default Access Profile required in the Fixed Broadband Access network.
NOTE x6:
The Default-Access-Profile is defined by Broandband Forum and out of the 3GPP scope.
NOTE x7:
How the mapping between the Default-Access-Profile to Default-QoS is perfomed is out of 3GPP scope.

NOTE x8:
Whether the Default QoS within the Default-QoS-Information AVP provided by the PCRF corresponds to a dynamic QoS or a default QoS name is subject to operator policies.
* * * End of Changes * * * 
