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Proposed changes:
*** 1st Change ***
5.3
Application delivery layer

 The application delivery layer uses the HTTP.

The application delivery layer provides the following services:

-
setup of notification URLs

-
session establishment, modification, termination and gate related procedures by HTTP request/response dialogs

-
subscription to notifications

-
notification dialog by HTTP request/response messages

-
transport of the specific application communication included in the HTTP message body

The Rx application requires that the PC can notify the AF about traffic plane events. The AF normally acts as the HTTP client, but the requirement for notifications result in a reversal role of the client and server. Therefore, PC and AF act as HTTP client and HTTP server both. 
Editor's note: There are two alternatives setting up the notification URL. One solution shall be selected after a more detailed analysis. The notification URL may be created during notification setup. The AF sends an HTTP request including the notification URL and other parameters, which may be required for the notification setup, to the PC. The PC stores the information and sends an HTTP response to the AF. A further HTTP dialogue establishes the AF session on its own right. The other alternative is to setup the notification URL during AF session establishment. 

Editor's note: It is FFS how the AF gets the URL of PC.
If the AF establishes an AF session (i.e. initiates the initial provisioning of session information), the AF will send a HTTP request to the PC including all session information required. The AF assigns an AF session ID which is used to identify the AF session. The PC initiates an Rx Diameter session and keeps the mapping between the AF session ID and the Diameter session ID.

If the AF modifies the AF session (i.e. initiates modification of session information), the AF will send a HTTP request including the AF session ID assigned in the AF session establishment procedure. The PC sends a HTTP response to the AF and updates the corresponding Rx Diameter session.
If the AF terminates an AF session, the AF will send a HTTP request including the AF session ID. The PC sends a HTTP response to the AF and terminates the corresponding Rx Diameter session.

If the AF initializes a gate related procedure, the AF will send a HTTP request to the PC including all information required. The PC sends a HTTP response to the AF and updates the corresponding Rx Diameter session.
If the AF subscribes to notifications of the status of the signalling transmission path, the AF will send a HTTP request to the PC including event information for the subscription. The PC sends a HTTP response to the AF and updates the corresponding Rx Diameter session.
When the PC reports traffic plane events corresponding to the AF session, the PC sends a HTTP request to the AF using the notification URL. The request includes the AF session ID assigned by the AF. The AF uses the information for appropriate actions and sends a HTTP response to the PC.
Every HTTP message may contain the specific communication information required for this case (XML documents).

Annex A provides call flows for all procedures.
*** End of Changes ***
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