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*** 1st Change ***

1
Scope

The present document describes the Representational State Transfer (REST) reference point, which is used to exchange application level session information between the Protocol Converter (PC) and the Application Function (AF). REST shall be used as an architectural style as appropriate.
*** Next Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 29.817: "Study on XML based access of AF to the PCRF".

[3]
3GPP TR 29.213: "Policy and Charging Control signalling flows and Quality of Service (QoS) parameter mapping".

[4]
3GPP TS 29.214: "Policy and Charging Control over Rx reference point".

[5]
3GPP TS 23.203: "Policy and Charging Control architecture".
[a]
IETF RFC 793: "Transmission Control Protocol"
[b]
IETF RFC 2616: "Hypertext Transfer Protocol – HTTP/1.1"
*** Next Change ***

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AAA
Authentication, Authorization, Accounting
AF
Application Function
API
Application Programming Interface
BBERF
Bearer Binding and Event Reporting Function

DRA
Diameter Routing Agent
HTTP
HyperText Transfer Protocol
HTTPS
Hypertext Transfer Protocol Secure
IP‑CAN
IP Connectivity Access Network
PC
Protocol Converter
PCC
Policy and Charging Control

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rules Function
PDN
Packet Data Network

PLMN
Public Land Mobile Network

QoS
Quality of Service

REST
Representational State Transfer
SPR
Subscription Profile Repository

UDR
User Data Repository
URL
Uniform Resource Locator
UE
User Equipment
XML
Extensible Markup Language
*** Next Change ***
5.1
Introduction


This clause generally describes the different layers of the protocol stack for the Rx reference point between AF and PC as appropriate.
Editor's note: REST claims that the state is held by the client or it is transferred into a resource status by the server. Resources and sub-resources have to be defined that could be managed over the interface between the AF and the PC in order to keep the RESTful HTTP approach.
XML describes the data structure, which is accepted by the Rx software applications. The specific application communication layer constitutes the transport of the XML documents. 
The application delivery layer provides the transport of the specific application communication data using HTTP [b].
TCP [a] provides the communication service at the transport layer.
Editor's note: An optional communication security layer can be added between the transport and the application delivery layer. It is proposed to document security requirements in this specification.
Figure 5.1.x illustrates the protocol stack of the RESTful Rx reference point.

[image: image1.emf]L1

L2

Physical layer

TCP

HTTP

XML

PC

L1

L2

IP

TCP

HTTP

XML

AF

IP

Data link layer

Network layer

Transport layer

Application delivery

Specific application communication


Figure 5.1.x: Protocol stack of the RESTful Rx reference point
*** Next Change ***
5.2
Transport layer


HTTP is layered over TCP, which provides a reliable transport.
PC and the AF act as HTTP client and HTTP server both. As a result the PC and the AF establish a TCP connection for each direction. This permits bidirectional communication.
AF and PC should use persistent connections. If the AF or PC has not already initiated a persistent TCP connection at the time sending a HTTP message, AF or PC shall initiate a TCP connection before sending the HTTP message; otherwise the AF or PC shall use the persistent connection.
*** Next Change ***

5.3
Application delivery layer

 
The application delivery layer uses the HTTP.
The application delivery layer provides the following services:

-
setup of notification URLs
-
session establishment, modification, termination and gate related procedures by HTTP request/response dialogs
-
subscription to notifications

-
notification dialog by HTTP request/response messages
-
transport of the specific application communication included in the HTTP message body
The Rx application requires that the PC can notify the AF about traffic plane events. The AF normally acts as the HTTP client, but the requirement for notifications result in a reversal role of the client and server. Therefore, PC and AF act as HTTP client and HTTP server both. 
Editor's note: There are two alternatives setting up the notification URL. One solution shall be selected after a more detailed analysis. The notification URL may be created during notification setup. The AF sends an HTTP request including the notification URL and other parameters, which may be required for the notification setup, to the PC. The PC stores the information and sends an HTTP response to the AF. A further HTTP dialogue establishes the AF session on its own right. The other alternative is to setup the notification URL during AF session establishment. 
Editor's note: It is FFS how the AF gets the URL of PC.
If the AF establishes an AF session (i.e. initiates the initial provisioning of session information), the AF will send a HTTP request to the PC including all session information required. The AF assigns an AF session ID which is used to identify the AF session. The PC initiates an Rx Diameter session and keeps the mapping between the AF session ID and the Diameter session ID.
Editor's note: AF session id needs to be defined.
If the AF modifies the AF session (i.e. initiates modification of session information), the AF will send a HTTP request including the AF session ID assigned in the AF session establishment procedure. The PC sends a HTTP response to the AF and updates the corresponding Rx Diameter session.
If the AF terminates an AF session, the AF will send a HTTP request including the AF session ID. The PC sends a HTTP response to the AF and terminates the corresponding Rx Diameter session.
If the AF initializes a gate related procedure, the AF will send a HTTP request to the PC including all information required. The PC sends a HTTP response to the AF and updates the corresponding Rx Diameter session.
If the AF subscribes to notifications of the status of the signalling transmission path, the AF will send a HTTP request to the PC including event information for the subscription. The PC sends a HTTP response to the AF and updates the corresponding Rx Diameter session.
When the PC reports traffic plane events corresponding to the AF session, the PC sends a HTTP request to the AF using the notification URL. The request includes the AF session ID assigned by the AF. The AF uses the information for appropriate actions and sends a HTTP response to the PC.
Every HTTP message may contain the specific communication information required for this case (XML documents).
Annex A providess call flows for all procedures. 
5.3.1
Methods

Editor's note: The HTTP methods and the response messages used at the interface, the structure of the methods and their detailed usage (e.g. POST for creation of resources, ...) are described in this section.
Methods tell the server what action has to be performed. Every HTTP request message has a method. The following HTTP methods can be used:
· POST: May create a resource state

· PUT: May modify a resource state

· GET: May query a resource state

· DELETE: May delete a resource state
Every HTTP request results in a response message that comes back with a status code and further information in its body, if required. 
5.3.2
Content type


HTTP message are allowed to transport different content types. XML is the content type representing the Rx application between AF and PC. The Rx software applications may use XML documents to negotiate application conditions.


*** End of Changes ***
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