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1 Introduction
The scenario as described in the LS C3-140167 (S2-134298) [1] is not well resolved yet, where the AF is located in HPLMN in LBO roaming case and (a) V-PLMN(s) use(s) overlapping private address domains to allocate IP addresses to UE due to presense of NAT devices, the procedure of session binding and PCRF addressing may meet some problems.
/* Drafted from SA2 LS

In a scenario where the AF is located in HPLMN, the H-PCRF/ HPLMN DRA receives

· the subscriber Identity and the IP address from the VPLMN (over S9) and 

· the Domain Identity and the IP address from the AF (for a Rx session)

It thus cannot match one onto the other to ensure session binding.
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During the previous CT3 discussion, it has been identified that transferring Domain identity (the same as PCEF identity) from the V-PCRF to the H-PCRF can not work in the real network due to topology exposure of the VPLMN. There should be other workable solutions to fulfil session binding in this scenario.
This paper is intended to provide a session binding solution by using the UE identity.
2 Discussion
User identity information can be transmitted over S9 interface by the existing session binding mechanism. The key issue is, how to make User identity information available in the Rx session of the HPLMN. Based on the different DRA mode of Redirect DRA and Proxy DRA, there are two methods to add User identity in the Rx session of the HPLMN:
Case 1: Proxy V-DRA
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Gx/S9 session establishment in the VPLMN:

1. The V-PCEF initiates an IP-CAN session establishment procedure as described in TS 29.213[2]. During this procedure, the V-DRA creates a dynamic DRA binding for the end user and records the following information:  the User identity (UE NAI), the UE private IPv4 address, the Domain identity, the selected PCRF address for a certain IP-CAN Session.
· Note1: There is a one to one mapping between the PCEF identity and the Domain identity.
2. The V-PCRF initiates S9 session establishment. The H-DRA creates a dynamic DRA binding for the user and records the following information: the User identity (UE NAI), the UE private IPv4 address, the APN (if available) and the selected PCRF address.
Rx session establishment in the HPLMN:
3. The H-AF receives an internal or external trigger to establish a Rx session in th HPLMN.
4. The H-AF sends diameter AAR message to the H-DRA. The AAR message includes the UE private IPv4 address (how the AF gets the UE private IPv4 address refers to TS 29.213) and the UE public IP address.
5. The H-DRA determines the VPLMN identity based on the UE public IP address in the AAR message.
· Note2: The H-DRA can pre-configure the mapping between PLMN identity and the public IP address range which belongs to the domain of the PLMN.
6. After addressing the VPLMN, the H-DRA sends the AAR message to the V-DRA. The AAR message includes the UE private IPv4 address and the UE public IP address.
7. The V-DRA extracts the Domain identity according to the UE public IP address in AAR message.
· Note3: The V-DRA can pre-configure the mapping between Domain identity and the public IP address range which belongs to the IP domain.

Then the V-DRA uses the Domain identity and the UE private IPv4 address in AAR message and the recorded info in step 1 (the UE private IP address, the Domain identity, user identity) to extract the user identity.
8. The V-DRA modifies the Diameter destination realm of the AAR message according to the user identity and adds user identity into the AAR message.
9. The V-DRA sends the Diameter AAR message including User identity to the H-DRA.
10. The H-DRA addresses the H-PCRF by using the information recorded in step2.
11. The H-DRA sends the Diameter AAR message including User identity to the H-PCRF.
12. The H-PCRF uses User identity information for session binding.

In the above procedure, the V-DRA (in Proxy mode) can modify the AAR message.
Case 2: Redirect V-DRA
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Step 1 to Step 6 is the same as in Case 1.

Step 7: When the V-DRA receives the AAR message, it extracts the Domain identity based on the UE public IP address in AAR message.

· Note1: The V-DRA can pre-configure the mapping between Domain identity and the public IP address range which belongs to the IP domain.

 Then the V-DRA uses the Domain identity and the UE private IPv4 address in AAR message to address the V-PCRF as in step1.
Step 8: The V-DRA(redirect) sends a Diameter answer with the target V-PCRF identity indicating redirection as defined in IETF RFC 3588 [3]. 
Step 9: The H-DRA sends Diameter AAR message to the V-PCRF.  The AAR message includes the UE public IP address and the UE private IPv4 address.

Step 10: The V-PCRF extracts the Domain identity based on the UE public IP address in AAR.
· Note2: The V-PCRF can pre-configure the mapping between Domain identity and the public IP address range which belongs to the IP domain.
Then the V-PCRF uses the Domain identity and the UE private IPv4 address in AAR message and the recorded information (the UE private IP address, the Domain identity, user identity) in step1 to extract the User identity.

Step 11: The V-PCRF modifies the Diameter destination realm of AAR message based on the User identity and add User identity into AAR message.

Step 12: The V-PCRF sends the Diameter AAR message including User identity to the H-DRA.

Step 13: The H-DRA addresses the H-PCRF as in step2.

Step 14: The H-DRA sends the Diameter AAR message including User identity to the H-PCRF.

Step 15: The H-PCRF uses the User identity for session binding.
In the above procedure, the V-DRA (redirect DRA) can not modify the AAR message and the V-PCRF acts as a Diameter proxy.
3 Proposal
Based on the above discussion of session binding solution(s), it is proposed to add general procedure description of session binding by using User identity in the discussed scenario.
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