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* * * First Change * * * *

6.4.1
General

Table 6.4.1.1 describes the Diameter AVPs defined for the Tsp reference point, their AVP Code values, types and possible flag values. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415). For all AVPs which contain bit masks and are of the type Unsigned32, bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 should be used.
Table 6.4.1.1: Tsp specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (note 1)

	Attribute Name
	AVP Code
	Clause defined
	Value Type 
	Must
	May
	Should not
	Must not

	Device-Action
	3001
	6. 4.2
	Grouped
	M,V
	P
	
	

	Device-Notification
	3002
	6.4.3
	Grouped
	M,V
	P
	
	

	Trigger-Data
	3003
	6.4.4
	Grouped
	M,V
	P
	
	

	Payload
	3004
	6.4.5
	OctetString
	M,V
	P
	
	

	Action-Type
	3005
	6.4.6
	Enumerated
	M,V
	P
	
	

	Priority-Indication
	3006
	6.4.7
	Enumerated
	M,V
	P
	
	

	Reference-Number
	3007
	6.4.8
	Unsigned32
	M,V
	P
	
	

	Request-Status
	3008
	6.4.9
	Enumerated
	M,V
	P
	
	

	Delivery-Outcome
	3009
	6.4.10
	Enumerated
	M,V
	P
	
	

	Application-Port-Identifier
	3010
	6.4.11
	Unsigned32
	M,V
	P
	
	

	Old-Reference-Number
	3011
	6.4.12
	Unsigned32
	V
	P
	
	M

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [6].


* * * Next Change * * * *

6.5.1
General
Table 6.4.1 lists the Diameter AVPs re-used by the Tsp reference point from existing Diameter Applications, reference to their respective specifications and a short description of their usage within the Tsp reference point. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 6.4.1, but they are re-used for the Tsp reference point. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings. For all AVPs which contain bit masks and are of the type Unsigned32, bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 should be used.
Table 6.5.1: Tsp re-used Diameter AVPs

	Attribute Name
	Reference
	Description

	MSISDN 
	3GPP TS 29.329 [3]
	MSISDN of the device.

	External-Id
	3GPP TS 29.336 [12]
	External identifier has the form username@realm.

	SCS-Identifier
	3GPP TS 29.336 [12]
	This Information Element shall contain the identity of the Service Capability Server that is requesting a device trigger to the UE.

	Validity-Time
	IETF RFC 4006 [7]
	The validity time in seconds for the specific action requested.

	Supported-Features
	3GPP TS 29.229 [16]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange.


* * * End of Change * * * *

